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Family: Advanced Services

Category: Engineering

100500 Network Engineer Resource

Company's Responsibilities and Included Features

m Provide a Networking Engineer skill-set resource based upon the hours per month specified on
the Executed Order.

m The service hour quantity specified on the Executed Order must be used before the end of each
calendar month. Unused hours will be foreit if not consumed. Unused hours do not roll over to
the next month.

m Company Services will be performed during standard business hours of 8:00am to 5:00pm (local
time), Monday through Friday excluding holidays recognized by Company.

m Expenses, excluding local travel (mileage), will be billed as incurred.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Client assumes the following responsibilities required to complete the services provided herein
( Services ). Company may charge for actual additional work and expense incurred if Client fails
to perform these responsibilities according to a mutually agreed schedule.

m Assign Point-Of-Contact. Assign a single Client representative to facilitate communications,
assemble Client resources, coordinate Client activities, accept deliverables, and perform any
change orders.

m Coordinate Client Activities. Coordinate all Client activities and 3rd party activities, other than
activities of Company and Company subcontractors, required for this project. Client is
responsible for the timely performance of activities of their staff and other contractors according
to the agreed project schedule, unless subcontracted through Company.

m Separate Provisioning. Client must separately provide or purchase all equipment, cabling,
circuits, 3rd party services, software, licenses, manufacturer maintenance and support for the
solution. Any exceptions are explicitly identified in the Pricing section below.

m Ensure Compliance. Client will ensure compliance with any national or local safety and building
regulations or similar requirements affecting installation.

m Facilities Readiness. Client will ensure facilities are ready for equipment installation as scheduled,
including mounting location, power, cooling, premise cabling, and patch cables not supplied by
Company. Facilities must meet equipment installation requirements as provided herein and by
any applicable manufacturer documentation.

m Access to Facilities. Client will provide access to their facilities as required to perform this SOW as
scheduled.

m Access to Equipment. Client will provide physical access, passwords, access codes or security
devices as necessary to perform the Services.

m Remote Access to Equipment. Client will provide Company staff VPN (virtual private network)
remote access to the Client equipment required to perform the Services.



m Timely Performance. Client will work with Company in a timely fashion to complete project tasks,
testing, and acceptance of deliverables according to mutually agreed schedules.
m Services Scheduling. A mutually agreed schedule for Company Services shall be developed.

610417 Network Service Engineer

Company's Responsibilities and Included Features
Network Engineer

m  Provide a fully dedicated Service Delivery Executive to the Client.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Receive the service.

Family: Cloud and Hosting Solutions

Category: Backup

600268 Backup Storage

Company's Responsibilities and Included Features

-Present shared SAN space to hosted environment leveraging Company's shared SAN infrastructure
-Administration of the SAN Storage Systems includes:

-Backend disk storage management including:

-RAID group configuration

-Volume configuration

-SAN: LUN provisioning

-Monitoring and reporting of disk space usage

-Triage and troubleshoot SAN/NAS infrastructure, performance and presentation issues
-Global settings/configuration management including LUN definitions

-SAN: Dynamic/Redundant path presentation. (may require proprietary multi-path software) (if
applicable)

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Backup environment compute, network Infrastructure and software.

600308 CommVault Licensing

Company's Responsibilities and Included Features
Licensing

= Company will provide CommVault backup software licensing for the purpose of operating an on-premise, Client
provided infrastructure, solution for backup.
m Licensing is for an unlimited number of data agents
® Licensing is inclusive of the following data types:
m  Hypervisor-based data protection
= Filesystem based data protection
m  Application-based data protection



Licensing excludes the following features
m  CommVault Live Sync replication
= CommVault IntelliSnap

Service Fees

The service is charged upon the total amount of front end protected gigabytes (GB) from the system. Front-end protected

gigabytes are defined as the amount of application data protected as read from the source application (server). The service fee

is assessed monthly and per whole GB.

Metering

The service fee is assessed monthly. The size of the protected data is measured by the size of the largest full, uncompressed,

un-deduplicated backup, during the billing period, as measured by the backup system. The unit of measurement is protected

GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Infrastructure

Client must provide the necessary hardware (network, servers, storage) to run the backup software
Definition of what needs to be backed up

Define the window of time within which the weekly full backup may be initiated

Operating system administration of servers being backed up

Installation and management of backup agents on servers being backed up if local agents are required
Validation of data restored

Required Services

Client must subscribe to Company's managed services for on-premise backup system server roles.

600360 Database Log Backups option - 15 minute (requires Standard or Premium backup on DB server)

Company's Responsibilities and Included Features

Requires Standard or Premium backup services on DB server

Incremental backups configured to run every 15 minutes

Full backups configured to run weekly during client specified backup window

Restoration start time objective: 1 hour

Retention: 8 days (Maximum time window to choose a restoration point)

Backups processed from the client hosted environment to company backup storage
infrastructure

Backup job monitoring, reporting and notification

Advanced administration support for backup infrastructure issues including triage of backup
failures

Support for initiating backup restorations (standard support SLA based on ticket severity)
Company provided engineering support for agent software upgrades as dictated by server side
application software

Initial configuration of agent software and backend infrastructure components

All subsequent adds/moves and changes to the agent and backend backup infrastructure
including inclusions and exclusions from backup

Incident ticket creation and tracking

Service availability announcements (e.g. scheduled and unscheduled maintenance)



m Operate the service infrastructure and provide an escalation point for technical support related
requests

® Management and execution of regular service operations

m Support and troubleshooting for client side technical issues

m Service capacity management

® |mplementation of major changes to the service

m Ad-Hoc technical requests

m Provide support to service desk and service administrator personnel and act as an escalation
point

m Last line of support before escalating to vendor support for product issues.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m Responsible for the consumption of this service
m Escalation point on the Client side

600602 ReliaCloud Backup Client License for Hypervisor Backup

Company's Responsibilities and Included Features

ReliaCloud Backup Client License for Hypervisor Backup is a Company-provided backup software agent that leverages the
hypervisor of the virtual server to protect a specific type of data, in this case the entire virtual machine.

This service requires the use of a ReliaCloud storage service, local pod, remote pod, or an on-premises appliance (separate
Item IDs).

This service is delivered as a metered service allowing Client to consume software licensing in a pay-as-you-go monthly model.

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
= Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
= Consumption reporting
m  Provide support, setup, and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to software provider
® Toresolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering



= This is a metered service.

m The number of clients is determined by the number of unique clients of this type (VM based) which are active for at
least one (1) period within a month. The billing period for this service is monthly, as measured by the backup system.
The unit of measurement is per server.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Backup Operation

= Define backup content

= Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

m Validate data restored

= |nstall and manage backup agents on servers subject to backup if local agents are required
m [nstall any associated software (agents) on servers or infrastructure to be backed up

600603 ReliaCloud Backup Client License for Hypervisor / File System Backup

Company's Responsibilities and Included Features

ReliaCloud Backup Client License for Hypervisor / File System Backup is a Company-provided backup software agent that allows
for physical server backup and data protection down to the file level. It also can be used in conjunction with hypervisor-based
backups for virtual servers to protect data to the file level.

This service requires the use of a ReliaCloud storage service, local pod, remote pod, or an on-premises appliance (separate
Item IDs).

This service is delivered as a metered service allowing Client ) to consume software licensing in a pay-as-you-go monthly
model.

Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
®m  Provide support, setup, and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering



= This is a metered service.

m The number of clients is determined by the number of unique clients of this type (file system) that is active for at least
one (1) period within a month. The billing period for this service is monthly, as measured by the backup system. The
unit of measurement is per server.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Backup Operation

= Define backup content

= Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

m Validate data restored

= |nstall and manage backup agents on servers subject to backup if local agents are required
m [nstall any associated software (agents) on servers or infrastructure to be backed up

600604 ReliaCloud Backup Client License for Hypervisor / File System / Application Backup

Company's Responsibilities and Included Features

ReliaCloud Backup Client License for Hypervisor / File System / Application Backup is a Company-provided backup software
agent that allows for application-based data protection. It also can be used in conjunction with hypervisor-based backups for
virtual servers, physical server backups, and to protect data to the file level.

This service requires the use of a ReliaCloud storage service, local pod, remote pod, or an on-premises appliance (separate
Item IDs).

This service is delivered as a metered service allowing Client (to consume software licensing in a pay-as-you-go monthly model.

Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup, and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

® Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This is a metered service.



= The number of clients is determined by the number of unique clients of this type (application) that are active for at
least one (1) period within a month. The billing period for this service is monthly, as measured by the backup system.
The unit of measurement is per server.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Backup Operation

= Define backup content

m Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

= Validate data restored

® |nstall and manage backup agents on servers subject to backup if local agents are required
m |nstall any associated software (agents) on servers or infrastructure to be backed up

600605 ReliaCloud Backup Service for ReliaCloud - Local Pod Storage

Company's Responsibilities and Included Features

ReliaCloud Backup Service - Local Pod Storage provides the primary storage target for the purpose of facilitating backup
storage within the primary ReliaCloud Pod (site) that the backup service is conducted from. This service requires a subscription
to Company-provided backup client licensing services (separate Item IDs).

Service Metering

m This is a metered service.

m The size of the stored data is measured as the largest peak size in GB during the month stored within designated
ReliaCloud Pod sites. Data stored equals the final amount of data stored on disk after de-duplication and compression
algorithms have been applied. The billing period for this service is monthly, as measured by the backup system. The
unit of measurement is GB stored, rounded-up to the nearest whole GB.

Service Level Agreement (SLA)
m SLA for service availability is 100%
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Subscribe to ReliaCloud Backup Client License service(s)

600606 ReliaCloud Backup Service for Colocation - Local Pod Storage

Company's Responsibilities and Included Features

ReliaCloud Backup Service for Colocation - Local Pod Storage provides the primary storage target for the purpose of facilitating
backup storage within the primary Colocation facility that the backup service is conducted from. This service requires a
subscription to Company-provided backup client licensing services (separate Item IDs).

Service Connectivity

This service is provided to the colocation environment to a single demarcation within Client's colocation infrastructure, and is
delivered over a Cat6 ethernet cable as part of a Backup Area Network (BAN).

Service Metering

m  This is a metered service.

m The size of the stored data is measured as the largest peak size in GB during the month stored within designated
ReliaCloud Pod sites. Data stored equals the final amount of data stored on disk after de-duplication and compression
algorithms have been applied. The billing period for this service is monthly, as measured by the backup system. The
unit of measurement is GB stored, rounded-up to the nearest whole GB.



Service Level Agreement (SLA)

m SLA for the service availability is 99.99%

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Subscribe to ReliaCloud Backup Client License service(s)

m  Provide a network port to terminate the Company's Cat6 ethernet connection
m Design and implement a network security policy between Client's network and Company's BAN

600608 ReliaCloud Backup Service for On-Prem. - 10 TB Appliance

Company's Responsibilities and Included Features

ReliaCloud Backup Service for On-Prem. 10 TB Appliance (Appliance) provides a local storage appliance for the purpose of

facilitating backups with local storage capacity up to 10 terabytes (TB) of usable storage capacity. This service requires a
subscription to Company-provided backup client licensing services.

A client refers to a software agent installed on the computer, physical or virtual server, or database to protect a specific type of

data.

This service is delivered as a metered service allowing the Client to consume the storage in a pay-as-you-go model up to the

maximum capacity of the Appliance (10 TB).

On-Premises Appliance

= Maintain ongoing support contracts for all hardware and software involved in the operation and support of the
Appliance

m  Manage service capacity
= Monitor Appliance health

®  Repair or replace (as necessary) equipment
= Maximum appliance storage capacity of 10TB usable
= Two (2) 10 Gb network ports

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:

Policy definition

Backup job scheduling
Backup initiation

Restoration initiation

Data protection definition
Monitor backups and restores
Consumption reporting

®  Provide support, setup, and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:

Company knowledge of known errors and their solution
General operating system level troubleshooting
Escalation to the software provider

® To resolve system incidents, Company will:

Apply Company known solutions
Apply backup software vendor provided solutions



= Document user issues and system errors
Service Metering

m This is a metered service.

m  The size of the stored data is measured as the largest peak size in GB during the month stored on the Appliance. Data
stored equals the final amount of data stored on disk after de-duplication and compression algorithms have been
applied. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
GB stored, rounded-up to the nearest whole GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Appliance

®m House the Appliance within a power and climate-controlled location that is appropriate for computer and IT storage
equipment

m  Connect the Appliance to the Client s server network

®m  QOpen any necessary ports and conduits between the Appliance and the servers to be backed up

= Open any necessary ports and conduits between the Appliances and OneNeck s ReliaCloud Location

m  Assist with any Appliance repair or replacement as needed, and provide escorted access to the Appliance for OneNeck
and/or OneNeck s authorized service vendor

m |nstall any associated software agents on servers or infrastructure to be backed up

= Return all Appliances to OneNeck within five (5) business days after the end of term

m  Coordinate all Client responsibilities outlined herein, including all necessary communication to Client personnel

m  Provide or purchase all necessary equipment, cabling, circuits, and other materials required for the services, unless
OneNeck explicitly provides that such materials are included as part of the services

m  Ensure compliance with any national or local safety standard or similar requirements affecting the installation of the
Appliance

m  Provide OneNeck with access, passwords, access codes or security devices as necessary to perform the services

Backup Operation

= Define backup content

m Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

m Validate data restored

= |nstall and manage backup clients on servers subject to backup if local agents are required
m |nstall any associated software clients (agents) on servers or infrastructure to be backed up

600609 ReliaCloud Backup Service for On-Prem. - 80 TB Appliance

Company's Responsibilities and Included Features

ReliaCloud Backup Service for On-Prem. 10 TB Appliance (Appliance) provides a local storage appliance for the purpose of
facilitating backups with local storage capacity up to 10 terabytes (TB) of usable storage capacity. This service requires a
subscription to Company-provided backup client licensing services.

A client refers to a software agent installed on the computer, physical or virtual server, or database to protect a specific type of
data.

This service is delivered as a metered service allowing the Client to consume the storage in a pay-as-you-go model up to the
maximum capacity of the Appliance (10 TB).

On-Premises Appliance

= Maintain ongoing support contracts for all hardware and software involved in the operation and support of the



Appliance
® Manage service capacity
= Monitor Appliance health
m Repair or replace (as necessary) equipment
®  Maximum appliance storage capacity of 10TB usable
= Two (2) 10 Gb network ports

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
= Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
= Consumption reporting
m  Provide support, setup, and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
= Company knowledge of known errors and their solution
m  General operating system level troubleshooting
m  Escalation to the software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m  This is a metered service.

m The size of the stored data is measured as the largest peak size in GB during the month stored on the Appliance. Data
stored equals the final amount of data stored on disk after de-duplication and compression algorithms have been
applied. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
GB stored, rounded-up to the nearest whole GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Appliance

= House the Appliance within a power and climate-controlled location that is appropriate for computer and IT storage
equipment

= Connect the Appliance to the Client s server network

= Open any necessary ports and conduits between the Appliance and the servers to be backed up

= Open any necessary ports and conduits between the Appliances and OneNeck s ReliaCloud Location

m  Assist with any Appliance repair or replacement as needed, and provide escorted access to the Appliance for OneNeck
and/or OneNeck s authorized service vendor

= |nstall any associated software agents on servers or infrastructure to be backed up

= Return all Appliances to OneNeck within five (5) business days after the end of term

m  Coordinate all Client responsibilities outlined herein, including all necessary communication to Client personnel

m  Provide or purchase all necessary equipment, cabling, circuits, and other materials required for the services, unless
OneNeck explicitly provides that such materials are included as part of the services

m  Ensure compliance with any national or local safety standard or similar requirements affecting the installation of the
Appliance



= Provide OneNeck with access, passwords, access codes or security devices as necessary to perform the services
Backup Operation

= Define backup content

= Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

= Validate data restored

m |nstall and manage backup clients on servers subject to backup if local agents are required
= |nstall any associated software clients (agents) on servers or infrastructure to be backed up

600610 ReliaCloud Backup Service - Remote Pod Storage

Company's Responsibilities and Included Features

ReliaCloud Backup Service - Remote Pod Storage provides an auxiliary storage target for the purpose of facilitating backup
storage at a secondary ReliaCloud Pod (site). This service requires a subscription to Company-provided backup client licensing
services and one (1) of the following: Local Pod Storage Services, Cloud Direct, or On-Prem. Appliance services (separate Item
IDs).

Service Metering

= This is a metered service.

m The size of the stored data is measured as the largest peak size in GB during the month stored within designated
ReliaCloud Pod sites. Data stored equals the final amount of data stored on- disk after de-duplication and compression
algorithms have been applied. The billing period for this service is monthly, as measured by the backup system. The
unit of measurement is GB stored, rounded-up to the nearest whole GB.

Service Level Agreement (SLA)
m SLA for service availability is 100%

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m Subscribe to ReliaCloud Backup Service for Local Pod Storage, Cloud Direct, or On-Prem. Appliance
= Subscribe to ReliaCloud Backup Client License service(s)

600613 ReliaCloud Backup Service - LTR via Microsoft Azure Block Blob Storage

Company's Responsibilities and Included Features

ReliaCloud Backup Service - LTR via Microsoft Azure Block Blob Storage leverages Client's Microsoft Azure subscription to
access Microsoft Azure Block Blob storage services for Client configured policies that have Long Term Retention (LTR) storage
requirements.

Company will:

m provide the transfer of protected data identified within a mutually agreed LTR policy to Microsoft Azure via Company s
network;
®  manage the transfer of the data and configuration of the associated Microsoft Azure services for this process; and
m  provide support for:
m  access issues to Client s Microsoft Azure portal;
m billing questions and disputes;
m  primary technical point of contact; and
m necessary escalations of Microsoft Azure issues to Microsoft. Examples of operational or technical support
issues that may be escalated include, but are not limited to, (i) undocumented problems with Microsoft Azure
services that fail to operate in accordance with service descriptions, (ii) unavailable services, (iii) bugs and other
irregularities that affect service appearance or operation, and (iv) large-scale network disruptions.



Actual charges will vary based upon Client's elections to the volume of data stored per month, quantity and types of operations
performed, data transfer costs, and data redundancy option selected. Pricing, service and support descriptions, and features
for the Microsoft Azure services are defined on Microsoft Azure's website (https://azure.microsoft.com) and are subject to the
terms set forth in the separate Statement of Work for the Azure services (if purchased from Company) or Microsoft s terms
and conditions (if purchased from Microsoft).

This service requires (i) the use of a ReliaCloud Backup storage service, local pod, remote pod, or an on-premises appliance
(separate Item IDs); and (ii) a subscription to Company-provided backup client licensing services.

Service Metering

m  This is a metered service and is based on the aggregate amount of all data transferred to Microsoft Azure from the
Client backup operations. The billing period for this service is monthly, and data transferred is measured by the backup
system. The unit of measurement is terabytes (TB) transferred rounded-up to the nearest whole TB.

= Service fees are applicable to data ingress to Microsoft Azure. There are no egress charges from Company.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Subscribe to Microsoft Azure services under a separate agreement through Company, or directly from Microsoft Azure
m |dentify a storage account from Microsoft Azure
m  Provide Company Client s Microsoft Azure subscription ID
= Provide Company use of Client s Microsoft Azure access key
m  Subscribe to Microsoft Azure services, a separate agreement through Company, or directly from Microsoft Azure

Backup Operation

= Define backup content

= Define frequency, schedule, location and retention of the backups for data that requires long-term retention
m  Conduct operating system administration of servers subject to backup

m Validate data restored

m |nstall and manage backup agents on servers subject to backup if local agents are required

m |nstall any associated software (agents) on servers or infrastructure to be backed up

600633 ReliaCloud Backup Service for On-Prem. - 20 TB Appliance

Company's Responsibilities and Included Features

ReliaCloud Backup Service for On-Prem. 20 TB Appliance (Appliance) provides a local storage appliance for the purpose of
facilitating backups with local storage capacity of up to 20 terabytes (TB) of usable storage capacity. This service requires a
subscription to Company-provided backup client licensing services.

A client refers to a software agent installed on the computer, physical or virtual server, or database to protect a specific type of
data.

The service is delivered as a metered service allowing Client to consume the storage in a pay-as-you-go model up to the
maximum capacity of the Appliance (20 TB).

On-Premises Appliance

= Maintain ongoing support contracts for all hardware and software involved in operation and support of the Appliance
= Manage service capacityMaintain and monitor Appliance health

m  Repair or replace (as necessary) equipment

= Maximum appliance storage capacity of 80TB usable

= Two (2) 10Gb network ports

Backup service details



m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
®m  Monitor backups and restores
= Consumption reporting
®m  Provide support, setup, and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to the software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
m Document user issues and system errors
= Company will triage and manage the troubleshooting process for backup errors.

Service Metering

m  This is a metered service.

m  The size of the stored data is measured as the largest peak size in GB during the month stored on the Appliance. Data
stored equals the final amount of data stored on disk after de-duplication and compression algorithms have been
applied. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
GB stored, rounded-up to the nearest whole GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Appliance

®m House the Appliance within a power and climate-controlled location that is appropriate for computer and IT storage
equipment

m  Connect the Appliance to Client s server network

®m  QOpen any necessary ports and conduits between the Appliance and the servers to be backed up

= Open any necessary ports and conduits between the Appliance and OneNeck s ReliaCloud Location

m  Assist with any Appliance repair or replacement as needed, and provide escorted access to the Appliance for OneNeck
and/or OneNeck s authorized service vendor

m |nstall any associated software agents on servers or infrastructure to be backed up

= Return all Appliances to OneNeck within five (5) business days after the end of term

m  Coordinate all Client responsibilities outlined herein, including all necessary communication to Client personnel

m  Provide or purchase all necessary equipment, cabling, circuits, and other materials required for the services, unless
OneNeck explicitly provides that such materials are included as part of the services

m Ensure compliance with any national or local safety standard or similar requirement affecting the installation of the
Appliance

m Provide OneNeck with access, passwords, access codes or security devices as necessary to perform the services

Backup Operation

m  Define backup content
= Define frequency, schedule, location, and retention of the backups
m  Conduct operating system administration of servers subject to backup



= Validate data restored
m |nstall and manage backup clients on servers subject to backup if local agents are required
= |nstall any associated software clients (agents) on servers or infrastructure to be backed up

600634 ReliaCloud Backup Service for On-Prem. - 40 TB Appliance

Company's Responsibilities and Included Features

ReliaCloud Backup Service for On-Prem. 40 TB Appliance (Appliance) provides a local storage appliance for the purpose of
facilitating backups with local storage capacity of up to 40 terabytes (TB) of usable storage capacity. This service requires a
subscription to Company-provided backup client licensing services.

A client refers to a software agent installed on the computer, physical or virtual server, or database to protect a specific type of
data.

The service is delivered as a metered service allowing Client to consume the storage in a pay-as-you-go model up to the
maximum capacity of the Appliance (40 TB).

On-Premises Appliance

= Maintain ongoing support contracts for all hardware and software involved in operation and support of the Appliance
®m  Manage service capacityMaintain and monitor Appliance health

m  Repair or replace (as necessary) equipment

= Maximum appliance storage capacity of 40TB usable

= Two (2) 10Gb network ports

® Two (2) FC HBA ports

Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
m  Provide support, setup, and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to the software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors
m  Company will triage and manage the troubleshooting process for backup errors.

Service Metering

m This is a metered service.



m The size of the stored data is measured as the largest peak size in GB during the month stored on the Appliance. Data
stored equals the final amount of data stored on disk after de-duplication and compression algorithms have been
applied. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
GB stored, rounded-up to the nearest whole GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Appliance

m  House the Appliance within a power and climate-controlled location that is appropriate for computer and IT storage
equipment

m  Connect the Appliance to Client s server network

®m  QOpen any necessary ports and conduits between the Appliance and the servers to be backed up

= Open any necessary ports and conduits between the Appliance and OneNeck s ReliaCloud Location

m  Assist with any Appliance repair or replacement as needed, and provide escorted access to the Appliance for OneNeck
and/or OneNeck s authorized service vendor

® |nstall any associated software agents on servers or infrastructure to be backed up

m Return all Appliances to OneNeck within five (5) business days after the end of term

m  Coordinate all Client responsibilities outlined herein, including all necessary communication to Client personnel

m Provide or purchase all necessary equipment, cabling, circuits, and other materials required for the services, unless
OneNeck explicitly provides that such materials are included as part of the services

m  Ensure compliance with any national or local safety standard or similar requirement affecting the installation of the
Appliance

m Provide OneNeck with access, passwords, access codes or security devices as necessary to perform the services

Backup Operation

m  Define backup content

= Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

m Validate data restored

= |nstall and manage backup clients on servers subject to backup if local agents are required
m Install any associated software clients (agents) on servers or infrastructure to be backed up

601447 ReliaCloud Backup Service for On-Prem. - 60 TB Appliance

Company's Responsibilities and Included Features

ReliaCloud Backup Service for On-Prem. 60 TB Appliance (Appliance) provides a local storage appliance for the purpose of
facilitating backups with local storage capacity of up to 60 terabytes (TB) of usable storage capacity. This service requires a
subscription to Company-provided backup client licensing services.

A client refers to a software agent installed on the computer, physical or virtual server, or database to protect a specific type of
data.

The service is delivered as a metered service allowing Client to consume the storage in a pay-as-you-go model up to the
maximum capacity of the Appliance (60 TB).

On-Premises Appliance

®  Maintain ongoing support contracts for all hardware and software involved in operation and support of the Appliance
®  Manage service capacityMaintain and monitor Appliance health

m  Repair or replace (as necessary) equipment

®  Maximum appliance storage capacity of 60TB usable

= Two (2) 10Gb network ports



= Two (2) FC HBA ports

Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®m  Provide support, setup, and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to the software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
m Document user issues and system errors
= Company will triage and manage the troubleshooting process for backup errors.

Service Metering

m  This is a metered service.

m  The size of the stored data is measured as the largest peak size in GB during the month stored on the Appliance. Data
stored equals the final amount of data stored on disk after de-duplication and compression algorithms have been
applied. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
GB stored, rounded-up to the nearest whole GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Appliance

®m House the Appliance within a power and climate-controlled location that is appropriate for computer and IT storage
equipment

m  Connect the Appliance to Client s server network

m  QOpen any necessary ports and conduits between the Appliance and the servers to be backed up

= Open any necessary ports and conduits between the Appliance and OneNeck s ReliaCloud Location

m  Assist with any Appliance repair or replacement as needed, and provide escorted access to the Appliance for OneNeck
and/or OneNeck s authorized service vendor

m |nstall any associated software agents on servers or infrastructure to be backed up

= Return all Appliances to OneNeck within five (5) business days after the end of term

m Coordinate all Client responsibilities outlined herein, including all necessary communication to Client personnel

m  Provide or purchase all necessary equipment, cabling, circuits, and other materials required for the services, unless
OneNeck explicitly provides that such materials are included as part of the services

m Ensure compliance with any national or local safety standard or similar requirement affecting the installation of the
Appliance

m Provide OneNeck with access, passwords, access codes or security devices as necessary to perform the services



Backup Operation

= Define backup content

= Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup

m Validate data restored

= |nstall and manage backup clients on servers subject to backup if local agents are required
m |nstall any associated software clients (agents) on servers or infrastructure to be backed up

601530 ReliaCloud Backup Service - Primary Copy Storage

Company's Responsibilities and Included Features

ReliaCloud Backup Service Primary Copy Storage provides the primary storage target for backup storage within a ReliaCloud
site. The primary copy is defined as the first copy of data made from the backup operation.

Supported Deployments
This Service supports the following service environments:

= ReliaCloud Service - Primary backup jobs initiated from within ReliaCloud to its data center of origin

m  Colocation Service - Primary backup jobs initiated from Company s colocation space to that colocation site s local
storage

m Cloud Direct Service - Primary backup job initiated from the Client s remote locations, such as remote and branch
offices, where the maximum amount of aggregate front-end protected data size is less than five (5) terabytes (TB), and
a ReliaCloud On-prem backup appliance is not deployed at that remote location.

m "Front-end protected data means the amount of application data to be protected that is stored on Client s
server(s)

Service Metering

m This is a metered service.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored within
designated ReliaCloud pod sites. Data stored equals the final amount of data stored on disk after de-duplication and
compression algorithms have been applied. The billing period for this service is monthly, as measured by the backup
system. The unit of measurement is GB stored, rounded-up to the nearest whole GB.

Service Connectivity
The following connectivity solutions and requirements are described below:

m  Colocation Service - This Service is provided to the colocation environment to a single demarcation within Client's
colocation infrastructure and is delivered over a Cat6 ethernet cable as part of a Backup Area Network (BAN).

m Cloud Direct Service This Service runs over the Internet, and requires the Client have Internet services available where
the infrastructure to be protected resides..

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Required Company Services
= Maintain a current subscription to one or more Company provided ReliaCloud backup Client license service(s).

Service Connectivity

m  For Colocation Service:

m  Provide a network port to terminate the Company's Cat6 ethernet connection

m Design and implement a network security policy between Client's network and Company's BAN
m  For Cloud Direct Service:



= Maintaining an internet or wide area network (WAN) connection with sufficient size and available capacity to
facilitate Company s backup and restoration processes

m  Appropriate sizing of the internet or WAN connection to successfully complete backup and restoration
operations

m  QOpening any necessary ports and conduits between Client s servers subject to backup and the ReliaCloud
Backup Service Primary Copy Storage Backup Operation

Backup Operation

= Define backup content

= Define frequency, schedule, location, and retention of the backups for data that requires long-term retention
m  Conduct operating system administration of servers subject to backup

= Validate data restored

m |nstall and manage backup agents on servers subject to backup if local agents are required

m |nstall any associated software (agents) on servers or infrastructure to be backed up

601531 ReliaCloud Backup Service - Additional Copy Storage

Company's Responsibilities and Included Features

ReliaCloud Backup Service Additional Copy Storage provides a storage target for backup storage at a secondary ReliaCloud site.
The primary copy is defined as the first copy of data made from the backup operation. The additional copy is any copy/copies
other than the primary copy.

Service Metering

® This is a metered service.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored within
designated ReliaCloud pod sites. Data stored equals the final amount of data stored on disk after de-duplication and
compression algorithms have been applied. The billing period for this service is monthly, as measured by the backup
system. The unit of measurement is GB stored, rounded-up to the nearest whole GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Subscriptions

= Maintain a current subscription to one or more ReliaCloud Backup Client License service(s).
= Maintain a current subscription to Company s ReliaCloud Backup Service - Primary Copy Storage or On-Prem Appliance
Services

603820 VM & Kubernetes Standard Data Protection by Commvault Metallic (Hypervisor) - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect virtual machine & Kubernetes data
for enrolled VMs. Backups are done at the hypervisor level and no agent is required. Individual files can be restored.

This service requires the use of the Metallic Recovery Reserve Azure Hot Storage and Metallic Recovery Reserve Azure Cool
Storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation


https://metallic.io/

Restoration initiation
= Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic VM and Kubernetes Backup - Standard for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.



Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content
= Define frequency, schedule, and retention of the backups

®  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal

m Specify restore requirements including content, version, and restore target

Managed Backups

®  Manage backup operations

Access

m  Provide Company access to Microsoft Online Services and Azure Resources

603821 VM & Kubernetes Advanced Data Protection by Commvault Metallic (Hypervisor, File, Agent, laaS
Database - MS SQL, Oracle) - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect virtual machine & Kubernetes data

for enrolled VMs using a Company-provided backup software agent. Agent allows for backup and data protection down to the

file level and supports backup of Microsoft SQL and Oracle database applications running on the virtual machine.

This service requires the use of the Metallic Recovery Reserve Azure Hot Storage and Metallic Recovery Reserve Azure Cool

Storage.

Company provides support for this self-service offering.

Company's Responsibilities and Included Features

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:

Policy definition

Backup job scheduling
Backup initiation

Restoration initiation

Data protection definition
Monitor backups and restores
Consumption reporting

m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:

Company knowledge of known errors and their potential solutions
General Microsoft Online Services level troubleshooting
Escalation to software provider

m To resolve system incidents, Company will:

= Apply Company known solutions
m  Apply backup software vendor provided solutions



Document user issues and system errors
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic VM and Kubernetes Backup - Advanced for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations

Access



m  Provide Company access to Microsoft Online Services and Azure Resources

603822 VM & Kubernetes Enterprise Data Protection by Commvault Metallic (Hypervisor, File, Agent, laaS
Database - Oracle RAC, SAP) - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect virtual machine & Kubernetes data
for enrolled VMs using a Company-provided backup software agent. Agent allows for backup and data protection down to the
file level and supports backup of Microsoft SQL and Oracle database applications running on the virtual machine. Oracle RAC
and SAP laaS database applications running the virtual machine are also supported.

This service requires the use of the Metallic Recovery Reserve Azure Hot Storage and Metallic Recovery Reserve Azure Cool
Storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

®  This [temID contains an order for Commvault Systems, Inc Metallic VM and Kubernetes Backup - Enterprise for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement



located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.
= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

=  Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

603823 File & Object Data Protection by Commvault Metallic - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect large file services on virtual
machines, Azure Files and Azure blob storage.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:



Policy definition

m  Backup job scheduling

= Backup initiation

m  Restoration initiation

m  Data protection definition

= Monitor backups and restores

® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic File & Object Backup for Service Providers licensing
of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.



Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

603824 Endpoint Data Protection by Commvault Metallic Tier 1 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect supported Endpoint device data.
Storage is included with this service.

Company provides support for this self-service offering.

Company's Responsibilities and Included Features

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors



Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

®m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Endpoint Backup Essentials for Service Providers
licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations

Access



Provide Company access to Microsoft Online Services and Azure Resources
603825 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 1 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*



Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

603827 Endpoint eDiscovery Data Protection by Commvault Metallic Tier 1 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to enable searching and exporting data for
legal hold and Electronic Discovery Reference Model (EDRM) compliance.

This service requires the use of the ItemID 603824 Endpoint Data Protection by Commvault Metallic.
This is a client self-service offering supported by OneNeck.

Company's Responsibilities and Included Features

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition



Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m  Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The number of licenses is determined by the number of unique users enrolled for eDiscovery which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic Endpoint Backup eDiscovery Edition for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.

Backup Operation



= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

603828 Recovery Reserve Azure Hot Storage USCAN Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Hot
Tier, USACAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request



support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

603829 Recovery Reserve Azure Cool Storage USCAN Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Cool
Tier, USACAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at



https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.
m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

603933 Database PaaS Data Protection by Commvault Metallic (Cloud Native and Enterprise) - 1 Month
(Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect supported cloud native (PaaS) and
enterprise database applications.

Storage is included in this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:



= Policy definition

m Backup job scheduling

m  Backup initiation

m  Restoration initiation

m  Data protection definition

= Monitor backups and restores

® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Database Backup for Service Providers licensing of
software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision,
and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject
to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.



Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604137 ReliaCloud Backup Commvault IntelliSnap Integration Management

Definitions

IntelliSnap: Commvault IntelliSnap ( IntelliSnap ) technology automates and orchestrates snapshot management for storage
arrays. Storage arrays host the data for virtual machines, applications, and data that resides on physical servers and hypervisor
hosts.

Backup Client: ( BU Client ) The entity that is to be backed up such as a VM, file service, or physical server.
Day-Two Support: Support services that start after the completion of an implementation project.
Company's Responsibilities and Included Features

ReliaCloud Backup Commvault IntelliSnap Integration Management ( Service ) provides integration, licensing enablement, and
management of the IntelliSnap feature within the ReliaCloud Backup service platform. The Service allows for the integration of
physical storage arrays, hypervisors, and cloud storage platforms to leverage their native snapshot capabilities to improve
backup life-cycle operations.

The Service is an add-on option to the existing ReliaCloud Backup service platform and requires subscription of the following
base services:

= ReliaCloud Backup Client License for Hypervisor Backup
= ReliaCloud Backup Client License for Hypervisor / File System Backup
m ReliaCloud Backup Client License for Hypervisor / File System / Application Backup

Depending upon deployment options a combination of some or all of the following services:

m  ReliaCloud Backup Service Primary Copy Storage
= ReliaCloud Backup Service Additional Copy Storage
= ReliaCloud Backup Service On prem. Appliances

Use of the IntelliSnap feature set requires Company approved compatibility and may additionally require application vendor
approved compatibility and application vendor access codes, and or drivers.



Service Initiation

Use of the Service requires a professional services engagement to conduct initial deployment and integration of the
infrastructure elements. Day-Two Support, and on-going management starts after the completion of Service Initiation.

Management
Company will provide Day-two Support and management of the following IntelliSnap functions:

= Server plans
m  Backup destinations
m  Backup retention rules
m  Backup schedule as defined by the Client
m  Backup content parameters set exclude operations as defined by the Client
m  Snapshot operations (if applicable and compatible)
= [ntelliSnap Instant clone for applications
m |ntelliSnap support for Live Mount
m |ntelliSnap support for Live VM Recovery
= Mounting and unmounting snapshots
m Deleting snapshots
m  Reverting snapshots
®  Snap pruning
m Snap reconciliation
= SCSl reservation
m Replication
m  Requires contracting to ReliaCloud Backup Service Additional Copy Storage, or to one of the ReliaCloud Backup
Service for On-Prem. Appliance.

Incident Triage and Troubleshooting
Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:

= Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering
This is a metered service.

m  The unit of measure is per BU Client
= The number of BU Clients is determined by the number of unique BU Clients leveraging the Service within the billing
period.
m The billing period for this service is monthly, as measured by the backup system.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Service Implementation

Client must contract with Company for a separate Professional Services engagement to turn-up the Service.

Storage Array Integration Assistance



m |f applicable provide credentials for the physical storage array, or credentials for the virtualized data stores.

m  Protected array must be compatible with Commvault software for IntelliSnap backups. Documentation can be found at
https://documentation.commvault.com

= Management and support of the protected storage array

®  Provide licensing that may be required by the protected array s vendor to leverage the IntelliSnap feature set.

m  Provide licensing and support codes, and drivers from the application vendor if applicable

m Provider storage network and protocol support and troubleshooting

m  Provide two (2) storage network connections to Company backup appliance if applicable

Application Restoration

Client is responsible for the restoration or reinstallation and configuration application software
Define Backup Content

Define frequency, schedule, location, and retention of the backups

m  Conduct operating system administration of servers subject to backup
® Validate data restored

Subscriptions

= Maintain a current subscription to one or more ReliaCloud Backup Client License service(s).
= Maintain a current subscription to Company s ReliaCloud Backup Service - Primary Copy Storage or On-Prem Appliance
Services

604370 Recovery Reserve Azure Hot Storage APJ Data Protection by Commvault Metallic - 1 Month (Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the primary
storage target for Azure virtual machine backups. The primary copy is defined as the first copy of data made from the backup
operation.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

®  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Hot
Tier, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture, provision,
and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject
to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:


https://documentation.commvault.com/

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604371 Recovery Reserve Azure Cool Storage APJ Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Cool



Tier, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture, provision,
and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject
to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604372 Recovery Reserve Azure Hot Storage EMEA Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the primary
storage target for Azure virtual machine backups. The primary copy is defined as the first copy of data made from the backup
operation.

This is a client self-service offering supported by OneNeck.



Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Hot
Tier, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups

®  Manage backup operations



Access

m Provide Company access to Microsoft Online Services and Azure Resources

604373 Recovery Reserve Azure Cool Storage EMEA Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long-term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

® This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Cool
Tier, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to
request support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or
5% of the Client staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal



= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal

m  Specify restore requirements including content, version, and restore target

Managed Backups

®  Manage backup operations

Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604374 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 1 - 1 Month

(Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.

Company's Responsibilities and Included Features

Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:

Policy definition

Backup job scheduling
Backup initiation

Restoration initiation

Data protection definition
Monitor backups and restores
Consumption reporting

m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)

m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:

Company knowledge of known errors and their potential solutions
General Microsoft Online Services level troubleshooting
Escalation to software provider

m To resolve system incidents, Company will:

= Apply Company known solutions
m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering



This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources



604375 Microsoft 365 Standard Data Protection by Commvault Metallic Tier 1 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
m  Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

® This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:



m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604376 Microsoft Dynamics 365 Data Protection by Commvault Metallic - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Dynamics 365 Production
and Sandbox environments (Sales CRM, Marketing CRM, Customer Service CRM, Field Service CRM)

This service includes target backup storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores



= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

®m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft Dynamics 365 for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal



= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604378 Salesforce Data Protection by Commvault Metallic - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Salesforce Production and Sandbox
environments (Financial Cloud, Health Cloud, Sales Cloud, Service Cloud). Supported editions Lightning Developer, Lightning
Performance, Lightning Enterprise, Lightning Unlimited

This service includes target backup storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.
= The number of licenses is determined by the number of unique users enrolled for backups which are active within a



month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Salesforce for Service Providers licensing
of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604405 Storage for SaaS Apps Data Protection by Commvault Metallic - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to to provide additional storage for SaaS apps.



Applicable to ItemID 603825, 604374, and 604375.
Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

= The amount of GB is determined by the largest peak size in gigabytes (GB) protected of storage that are active within a
month minus the allotted protected storage of the SaaS app ItemIDs. If the largest peak size is greater than the allotted
storage, the remainder is the quantity for this ItemID (rounded up to the nearest GB). The billing period for this service
is monthly, as measured by the backup system. The unit of measurement is GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Storage for SaaS Apps for Service Providers (
Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture, provision, and
performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject to
change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target



Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604420 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 2 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

® Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions



available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604421 Microsoft 365 Standard Data Protection by Commvault Metallic Tier 2 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.
Company provides support for this self-service offering.
Company's Responsibilities and Included Features

Backup service details



Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m Data protection definition
m  Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

® This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)



This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604422 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 2 - 1 Month
(Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
m Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
= Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting



m  Escalation to software provider
® To resolve system incidents, Company will:

= Apply Company known solutions

m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target



Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604423 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 3 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions



available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604424 Microsoft 365 Standard Data Protection by Commvault Metallic Tier 3 - 1 Month (Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.
Company provides support for this self-service offering.
Company's Responsibilities and Included Features

Backup service details



Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
m  Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)



This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604425 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 3 - 1 Month
(Monthly)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
m Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting



m  Escalation to software provider
® To resolve system incidents, Company will:

= Apply Company known solutions

m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemlID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target



Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604517 Database PaaS Data Protection by Commvault Metallic (Cloud Native and Enterprise) - 1 Year
(Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect supported cloud native (PaaS) and
enterprise database applications.

Storage is included in this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
®m  Monitor backups and restores
= Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Database Backup for Service Providers licensing of
software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision,
and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject



to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604518 Endpoint Data Protection by Commvault Metallic Tier 1 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect supported Endpoint device data.
Storage is included with this service.

Company provides support for this self-service offering.

Company's Responsibilities and Included Features

Backup service details



m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Endpoint Backup Essentials for Service Providers
licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.



Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604519 Endpoint eDiscovery Data Protection by Commvault Metallic Tier 1 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to enable searching and exporting data for
legal hold and Electronic Discovery Reference Model (EDRM) compliance.

This service requires the use of the ItemID 603824 Endpoint Data Protection by Commvault Metallic.
This is a client self-service offering supported by OneNeck.

Company's Responsibilities and Included Features

Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
m Apply Company known solutions



m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The number of licenses is determined by the number of unique users enrolled for eDiscovery which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Endpoint Backup eDiscovery Edition for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups

®m  Manage backup operations



Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604520 File & Object Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect large file services on virtual
machines, Azure Files and Azure blob storage.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic File & Object Backup for Service Providers licensing
of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.



Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604521 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 1 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation



= Data protection definition

m  Monitor backups and restores

= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® Toresolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.

Backup Operation



= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

®  Provide Company access to Microsoft Online Services and Azure Resources
604522 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 2 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
®m  Restoration initiation
= Data protection definition
= Monitor backups and restores
® Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.



= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

®  This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604523 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 3 - 1 Year (Annual)



This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents



6 am to 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents
m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604524 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 1 - 1 Year
(Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores



Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
m Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

®m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.

Backup Operation



= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

® Provide Company access to Microsoft Online Services and Azure Resources

604525 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 2 - 1 Year
(Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

=  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
= Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering



m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources



604526 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 3 - 1 Year
(Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

m (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.



Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemlID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604527 Microsoft 365 Standard Data Protection by Commvault Metallic Tier 1 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m Backup job scheduling
m  Backup initiation



m  Restoration initiation

m  Data protection definition

= Monitor backups and restores

= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
= Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

®m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup



= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604528 Microsoft 365 Standard Data Protection by Commvault Metallic Tier 2 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m Backup job scheduling
= Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors



Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemlID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations

Access



m  Provide Company access to Microsoft Online Services and Azure Resources
604529 Microsoft 365 Standard Data Protection by Commvault Metallic Tier 3 - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*



Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604530 Microsoft Dynamics 365 Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Dynamics 365 Production
and Sandbox environments (Sales CRM, Marketing CRM, Customer Service CRM, Field Service CRM)

This service includes target backup storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation



m  Data protection definition

m  Monitor backups and restores

= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft Dynamics 365 for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.

Backup Operation



= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604531 Recovery Reserve Azure Cool Storage APJ Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Cool
Tier, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture, provision,
and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject
to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request



support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604532 Recovery Reserve Azure Cool Storage EMEA Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long-term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Cool
Tier, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

m (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.



Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to
request support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or
5% of the Client staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

=  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604533 Recovery Reserve Azure Cool Storage USCAN Data Protection by Commvault Metallic- 1 Year
(Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.
m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The



billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Cool
Tier, USACAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604534 Recovery Reserve Azure Hot Storage APJ Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the primary



storage target for Azure virtual machine backups. The primary copy is defined as the first copy of data made from the backup
operation.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Hot
Tier, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture, provision,
and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may be subject
to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal



Specify restore requirements including content, version, and restore target
Managed Backups
= Manage backup operations
Access

® Provide Company access to Microsoft Online Services and Azure Resources

604535 Recovery Reserve Azure Hot Storage EMEA Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the primary
storage target for Azure virtual machine backups. The primary copy is defined as the first copy of data made from the backup
operation.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Hot
Tier, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.



Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604536 Recovery Reserve Azure Hot Storage USCAN Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Provider, Azure Hot
Tier, USACAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.



* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604537 Salesforce Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Salesforce Production and Sandbox
environments (Financial Cloud, Health Cloud, Sales Cloud, Service Cloud). Supported editions Lightning Developer, Lightning
Performance, Lightning Enterprise, Lightning Unlimited

This service includes target backup storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation



Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Salesforce for Service Providers licensing
of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored



Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604539 VM & Kubernetes Advanced Data Protection by Commvault Metallic (Hypervisor, File, Agent, laaS
Database - MS SQL, Oracle) - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect virtual machine & Kubernetes data
for enrolled VMs using a Company-provided backup software agent. Agent allows for backup and data protection down to the
file level and supports backup of Microsoft SQL and Oracle database applications running on the virtual machine.

This service requires the use of the Metallic Recovery Reserve Azure Hot Storage and Metallic Recovery Reserve Azure Cool
Storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
®m Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.



Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic VM and Kubernetes Backup - Advanced for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604540 VM & Kubernetes Enterprise Data Protection by Commvault Metallic (Hypervisor, File, Agent, laaS
Database - Oracle RAC, SAP) - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect virtual machine & Kubernetes data
for enrolled VMs using a Company-provided backup software agent. Agent allows for backup and data protection down to the



file level and supports backup of Microsoft SQL and Oracle database applications running on the virtual machine. Oracle RAC
and SAP laaS database applications running the virtual machine are also supported.

This service requires the use of the Metallic Recovery Reserve Azure Hot Storage and Metallic Recovery Reserve Azure Cool
Storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
m  Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® Toresolve system incidents, Company will:
m  Apply Company known solutions
m Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

®  This ItemID contains an order for Commvault Systems, Inc Metallic VM and Kubernetes Backup - Enterprise for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:



24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources
604541 VM & Kubernetes Standard Data Protection by Commvault Metallic (Hypervisor) - 1 Year (Annual)

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect virtual machine & Kubernetes data
for enrolled VMs. Backups are done at the hypervisor level and no agent is required. Individual files can be restored.

This service requires the use of the Metallic Recovery Reserve Azure Hot Storage and Metallic Recovery Reserve Azure Cool
Storage.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting


https://metallic.io/

®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

® This ItemID contains an order for Commvault Systems, Inc Metallic VM and Kubernetes Backup - Standard for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal
= Define backup content



= Define frequency, schedule, and retention of the backups
m Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604667 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 3 - 1 Year
(Monthly) - Flowserve

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
m  Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.



Terms

The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

Company may revise terms of use to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request

support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client

staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup

Perform setup and configuration of backup services using the self-service portal.

Backup Operation

Perform backup operation using the self-service portal

Define backup content

Define frequency, schedule, and retention of the backups

Conduct Microsoft Online Services administration of users and resources subject to backup
Validate data restored

Restore Operations

Perform restore operations using the self-service portal
Specify restore requirements including content, version, and restore target

Managed Backups

Access

Manage backup operations

Provide Company access to Microsoft Online Services and Azure Resources



604668 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 3 - 1 Month
(Monthly) - Flowserve

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
®  Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*



Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

604671 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 3 - 1 Year
(Monthly) - Lozier

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition



Backup job scheduling

m  Backup initiation

m  Restoration initiation

m  Data protection definition

m  Monitor backups and restores

= Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

®m  The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

= This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup



= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

604672 Microsoft 365 Enterprise with eDiscovery Data Protection by Commvault Metallic Tier 3 - 1 Month
(Monthly) - Lozier

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint, Teams) for enrolled users. eDiscovery to enable searching and exporting data for legal
hold and Electronic Discovery Reference Model (EDRM) compliance is included.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions



m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This ItemID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise with eDiscovery
for Service Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that
the actual manufacture, provision, and performance of the Commvault Offering will be provided and made by
Commvault Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use to reflect changes by Commvault.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups

®  Manage backup operations



Access

®  Provide Company access to Microsoft Online Services and Azure Resources

604673 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 3 - 1 Year (Monthly) - PDG

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
®m Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use to reflect changes by Commvault.



Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources
604674 Microsoft 365 Enterprise Data Protection by Commvault Metallic Tier 3 - 1 Month (Monthly) PDG

This service leverages the Metallic offering from Commvault https://metallic.io/ to protect Microsoft Online Services data
(Exchange Online, OneDrive, SharePoint Online, Microsoft Teams, Microsoft Project) for enrolled users.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
n

m  Policy definition

m  Backup job scheduling



Backup initiation

®m  Restoration initiation

= Data protection definition

= Monitor backups and restores

® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
® Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number of unique users enrolled for backups which are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
Per User.

Terms

m  This [temID contains an order for Commvault Systems, Inc Metallic Backup for Microsoft 365 Enterprise for Service
Provider licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.

Configuration and Setup



m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

606864 Recovery Reserve OCI Infrequent Access Storage APJ Data Protection by Commvault Metallic - 1
Month (Monthly)

This service leverages the Metallic Recovery ReserveTM offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

®  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents



m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents
m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to OCl Resources

606865 Recovery Reserve OCI Infrequent Access Storage APJ Data Protection by Commvault Metallic - 1 Year
(Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, Upfront, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault



Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to OCl Resources

606866 Recovery Reserve OCI Infrequent Access Storage APJ Data Protection by Commvault Metallic - 1 Year
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.

Company's Responsibilities and Included Features



Service Metering

Terms

This service is delivered as a metered service allowing Client to consume managed software licensing.

The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, Upfront, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup

Perform setup and configuration of backup services using the self-service portal.

Backup Operation

Perform backup operation using the self-service portal

Define backup content

Define frequency, schedule, and retention of the backups
Conduct administration of users and resources subject to backup
Validate data restored

Restore Operations

Perform restore operations using the self-service portal
Specify restore requirements including content, version, and restore target

Managed Backups

Manage backup operations



Access

m  Provide Company access to OCl Resources

606867 Recovery Reserve OCI Standard Storage APJ Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal



= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to OCl Resources

606868 Recovery Reserve OCl Standard Storage APJ Data Protection by Commvault Metallic - 1 Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, Upfront, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client



staff, whichever is greater.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

=  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to OCl Resources

606869 Recovery Reserve OCI Standard Storage APJ Data Protection by Commvault Metallic- 1 Year
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, Upfront, APJ ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.



= Company may revise terms of use or pricing to reflect changes by Commvault.
Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to OCl Resources

606870 Recovery Reserve OCl Infrequent Access Storage EMEA Data Protection by Commvault Metallic - 1
Month (Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.
m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The



billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to OCl Resources

606871 Recovery Reserve OCl Infrequent Access Storage EMEA Data Protection by Commvault Metallic - 1



Year (Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, Upfront, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
® Validate data restored



Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to OCl Resources

606872 Recovery Reserve OCI Infrequent Access Storage EMEA Data Protection by Commvault Metallic - 1
Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, Upfront, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)



This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

= Provide Company access to OCl Resources

606873 Recovery Reserve OCI Standard Storage EMEA Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*



Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to OCl Resources

606874 Recovery Reserve OC| Standard Storage EMEA Data Protection by Commvault Metallic - 1 Year
(Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.



Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, Upfront, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to OCI Resources

606875 Recovery Reserve OCI Standard Storage EMEA Data Protection by Commvault Metallic- 1 Year
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term



retention storage target for Oracle Cloud Infrastructure backup.
This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, Upfront, EMEA ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal



Specify restore requirements including content, version, and restore target
Managed Backups
= Manage backup operations
Access

m  Provide Company access to OCl Resources

606876 Recovery Reserve OCI Infrequent Access Storage USCAN Data Protection by Commvault Metallic - 1
Month (Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, USCAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup



= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to OCl Resources

606877 Recovery Reserve OCl Infrequent Access Storage USCAN Data Protection by Commvault Metallic - 1
Year (Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Infrequent Access Tier, Upfront, USCAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:



24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

®m  Conduct administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

= Provide Company access to OC| Resources

606878 Recovery Reserve OCI Infrequent Access Storage USCAN Data Protection by Commvault Metallic - 1
Year (Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI



Infrequent Access Tier, Upfront, USCAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to OCl Resources

606879 Recovery Reserve OCI Standard Storage USCAN Data Protection by Commvault Metallic - 1 Month
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.



Company's Responsibilities and Included Features

Service Metering

Terms

This service is delivered as a metered service allowing Client to consume managed software licensing.

The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, USCAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client

staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup

Perform setup and configuration of backup services using the self-service portal.

Backup Operation

Perform backup operation using the self-service portal

Define backup content

Define frequency, schedule, and retention of the backups
Conduct administration of users and resources subject to backup
Validate data restored

Restore Operations

Perform restore operations using the self-service portal
Specify restore requirements including content, version, and restore target

Managed Backups



®  Manage backup operations
Access

m Provide Company access to OC| Resources

606880 Recovery Reserve OCl Standard Storage USCAN Data Protection by Commvault Metallic - 1 Year
(Annual)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, Upfront, USCAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

m Perform setup and configuration of backup services using the self-service portal.

Backup Operation



= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m Provide Company access to OCl Resources

606881 Recovery Reserve OCI Standard Storage USCAN Data Protection by Commvault Metallic- 1 Year
(Monthly)

This service leverages the Metallic Recovery Reserve offering from Commvault https://metallic.io/ to provide the long term
retention storage target for Oracle Cloud Infrastructure backup.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

® This [temID contains an order for Commvault Systems, Inc Metallic Recovery Reserve for Service Providers, OCI
Standard Tier, Upfront, USCAN ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.



* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to OCl Resources
611270 File & Object Data Protection by Commvault Cloud - 1 Year (Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect large file services on virtual
machines, Azure Files and Azure blob storage.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m Backup job scheduling
= Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting



m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

= The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Files & Objects for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored



Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations

Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611327 Database PaaS Data Protection by Commvault Cloud (Cloud Native and Enterprise) - 1 Year (Monthly)
Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect supported cloud native (PaaS)
and enterprise database applications.

Storage is included in this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms



m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Databases for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611328 VM & Kubernetes Data Protection by Commvault Cloud - 1 Year (Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect virtual machine & Kubernetes
data for enrolled VMs using a Company-provided backup software agent. Agent allows for backup and data protection down to
the file level and supports backup of Microsoft SQL and Oracle database applications running on the virtual machine. Oracle
RAC and SAP laaS database applications running the virtual machine are also supported.



This service requires the use of the Metallic Air Gap Protect Azure Hot Storage and Metallic Air Gap Protect Azure Cool Storage.
Company provides support for this self-service offering.

Company's Responsibilities and Included Features

Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
®m Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.
= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a

month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for VM for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents
m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents
m  Priority is determined by Company based on the combination of impact and urgency to Client as further



provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611329 Active Directory Data Protection by Commvault Cloud (Active Directory, Azure Active Directory) - 1
Year (Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect active directory data for
enrolled users using a Company-provided backup software agent. Agent allows for backup and data protection and supports
Active Directory and Azure Active Directory.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
®m Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation



Incident Triage and Troubleshooting

= Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
m  Apply Company known solutions
m Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (User based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Active Directory for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup



Validate data restored
Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611335 Air Gap Protect Azure Cool Storage USCAN Data Protection by Commvault Cloud - 1 Year (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, US &
Canada, Azure Cool Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.



Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

® Provide Company access to Microsoft Online Services and Azure Resources

611336 Air Gap Protect Azure Hot Storage USCAN Data Protection by Commvault Cloud - 1 Year (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

®  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, US &
Canada, Azure Hot Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.



Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611337 Air Gap Protect Azure Cool Storage EMEA Data Protection by Commvault Cloud - 1 Year (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long-term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.



Terms

m This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers,
EMEA, Azure Cool Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611338 Air Gap Protect Azure Hot Storage EMEA Data Protection by Commvault Cloud - 1 Year (Monthly)
Flowserve



This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long-term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This [temID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers,
EMEA, Azure Hot Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal



m Specify restore requirements including content, version, and restore target
Managed Backups

= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611339 Air Gap Protect Azure Cool Storage APJ Data Protection by Commvault Cloud - 1 Year (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, APJ,
Azure Cool Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.

Configuration and Setup



m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611340 Air Gap Protect Azure Hot Storage APJ Data Protection by Commvault Cloud - 1 Year (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, APJ,
Azure Hot Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

m (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents



m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents
m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611341 Air Gap Protect Azure Cool Storage USCAN Data Protection by Commvault Cloud - 1 Month (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, US &
Canada, Azure Cool Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault



Systems, Inc and may be subject to change as determined by Commvault.

m (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

611342 Air Gap Protect Azure Hot Storage USCAN Data Protection by Commvault Cloud - 1 Month (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups

This is a client self-service offering supported by OneNeck.

Company's Responsibilities and Included Features



Service Metering

Terms

This service is delivered as a metered service allowing Client to consume managed software licensing.

The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

This IltemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, US &
Canada, Azure Hot Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client

staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup

Perform setup and configuration of backup services using the self-service portal.

Backup Operation

Perform backup operation using the self-service portal

Define backup content

Define frequency, schedule, and retention of the backups

Conduct Microsoft Online Services administration of users and resources subject to backup
Validate data restored

Restore Operations

Perform restore operations using the self-service portal
Specify restore requirements including content, version, and restore target

Managed Backups

Manage backup operations



Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611343 Air Gap Protect Azure Cool Storage EMEA Data Protection by Commvault Cloud - 1 Month (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long-term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers,
EMEA, Azure Cool Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal



= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611344 Air Gap Protect Azure Hot Storage EMEA Data Protection by Commvault Cloud - 1 Month (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long-term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers,
EMEA, Azure Hot Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request



support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611345 Air Gap Protect Azure Cool Storage APJ Data Protection by Commvault Cloud - 1 Month (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

m The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored
equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

Terms

m This [temID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, APJ,
Azure Cool Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at



https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.
= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611346 Air Gap Protect Azure Hot Storage APJ Data Protection by Commvault Cloud - 1 Month (Monthly)
Flowserve

This service leverages the Metallic Air Gap Protect offering from Commvault Cloud https://metallic.io/ to provide the long term
retention storage target for Azure virtual machine backups.

This is a client self-service offering supported by OneNeck.
Company's Responsibilities and Included Features
Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.
m  The size of the stored data is measured as the largest peak size in gigabytes (GB) during the month stored. Data stored



Terms

equals the final amount of data stored on disk after de-duplication and compression algorithms have been applied. The
billing period for this service is monthly, as measured by the backup system. The unit of measurement is GB stored,
rounded-up to the nearest whole GB.

This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Air Gap Protect for Service Providers, APJ,
Azure Hot Tier ( Commvault Offering ). Client agrees’, acknowledges, and understands that the actual manufacture,
provision, and performance of the Commvault Offering will be provided and made by Commvault Systems, Inc and may
be subject to change as determined by Commvault.

Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request

support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client

staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This is a self-service offering.

Configuration and Setup

Perform setup and configuration of backup services using the self-service portal.

Backup Operation

Perform backup operation using the self-service portal

Define backup content

Define frequency, schedule, and retention of the backups

Conduct Microsoft Online Services administration of users and resources subject to backup
Validate data restored

Restore Operations

Perform restore operations using the self-service portal
Specify restore requirements including content, version, and restore target

Managed Backups

Access

Manage backup operations

Provide Company access to Microsoft Online Services and Azure Resources



611347 File & Object Data Protection by Commvault Cloud - 1 Month (Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect large file services on virtual
machines, Azure Files and Azure blob storage.

Storage is included with this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
= Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m Toresolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

= This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Files & Objects for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:



m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

611348 Database PaaS Data Protection by Commvault Cloud (Cloud Native and Enterprise) - 1 Month
(Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect supported cloud native (PaaS)
and enterprise database applications.

Storage is included in this service.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition



= Monitor backups and restores

® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
®  Provide self-service portal documentation

Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
®m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

®m The amount of storage protected is determined by the largest peak size in gigabytes (GB) protected GB of storage that
are active within a month. The billing period for this service is monthly, as measured by the backup system. The unit of
measurement is GB Protected or front-end TB (FET).

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Databases for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.

Backup Operation



= Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

= Conduct Microsoft Online Services administration of users and resources subject to backup
® Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®m  Manage backup operations
Access

m Provide Company access to Microsoft Online Services and Azure Resources

611349 Active Directory Data Protection by Commvault Cloud (Active Directory, Azure Active Directory) - 1
Month (Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect active directory data for
enrolled users using a Company-provided backup software agent. Agent allows for backup and data protection and supports
Active Directory and Azure Active Directory.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.



= The number of licenses is determined by the number unique clients of this type (User based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Active Directory for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

= Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
m  Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources



611350 VM & Kubernetes Data Protection by Commvault Cloud - 1 Month (Monthly) Flowserve

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect virtual machine & Kubernetes
data for enrolled VMs using a Company-provided backup software agent. Agent allows for backup and data protection down to
the file level and supports backup of Microsoft SQL and Oracle database applications running on the virtual machine. Oracle
RAC and SAP laa$S database applications running the virtual machine are also supported.

This service requires the use of the Metallic Air Gap Protect Azure Hot Storage and Metallic Air Gap Protect Azure Cool Storage.
Company provides support for this self-service offering.

Company's Responsibilities and Included Features

Backup service details

m Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m  Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
m  Monitor backups and restores
= Consumption reporting
®m Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
m Apply Company known solutions
m  Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (VM based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per VM.

Terms

= This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for VM for Service
Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

m  (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*



Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611510 Active Directory Data Protection by Commvault Cloud (Active Directory, Azure Active Directory) - 1
Month (Monthly)

This service leverages the Metallic offering from Commvault Cloud https://metallic.io/ to protect active directory data for
enrolled users using a Company-provided backup software agent. Agent allows for backup and data protection and supports
Active Directory and Azure Active Directory.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

= Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
m Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation



m Data protection definition

m  Monitor backups and restores

= Consumption reporting
®  Provide support, setup and configuration of backup policies (as requested by Client)
®  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

m  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
® To resolve system incidents, Company will:
= Apply Company known solutions
m Apply backup software vendor provided solutions
= Document user issues and system errors

Service Metering

m This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (User based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery for Active Directory for
Service Providers licensing of software ( Commvault Offering ). Client agrees, acknowledges, and understands that the
actual manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup

= Perform setup and configuration of backup services using the self-service portal.



Backup Operation

m  Perform backup operation using the self-service portal

= Define backup content

= Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
m Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
m Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611721 Commvault Cloud Clean Room Recovery SaaSs - 1 Year (Monthly)

This service leverages the Commvault Cloud offering from Commvault Cloud https://metallic.io/ to provide a clean, secure,
isolated recovery environment on demand for testing cyber recovery plans and conducting secure forensic analysis.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m  Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.
®m The number of licenses is determined by the number unique clients of this type (User based) that are active within a



month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per User.

Terms

m  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Clean Room Recovery Saa$ for Service
Providers licensing of software (“Commvault Offering”). Client agrees, acknowledges, and understands that the actual
manufacture, provision, and performance of the Commvault Offering will be provided and made by Commvault
Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault’s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault’s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

m  Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
m  Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

m  Define backup content

= Define frequency, schedule, and retention of the backups

m Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

m  Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
= Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

611723 Commvault Cloud Backup & Recovery SaaS for Active Directory Enterprise - 1 Year (Monthly)



This service leverages the Commvault Cloud offering from Commvault Cloud https://metallic.io/ to protect active directory
data for enrolled users using a Company-provided backup software agent. Agent allows for backup and data protection and
supports Active Directory and Azure Active Directory.

Company provides support for this self-service offering.
Company's Responsibilities and Included Features
Backup service details

m  Provide Client access to an on-line self-service portal for the purpose of performing the following tasks:
= Policy definition
m Backup job scheduling
m  Backup initiation
m  Restoration initiation
m  Data protection definition
= Monitor backups and restores
® Consumption reporting
m  Provide support, setup and configuration of backup policies (as requested by Client)
m  Provide support for initiation of backups and restorations (as requested by Client)
m  Provide self-service portal documentation

Incident Triage and Troubleshooting

®  Triage and manage the troubleshooting process for backup errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General Microsoft Online Services level troubleshooting
m  Escalation to software provider
m To resolve system incidents, Company will:
= Apply Company known solutions
m  Apply backup software vendor provided solutions
m  Document user issues and system errors

Service Metering

m  This service is delivered as a metered service allowing Client to consume managed software licensing.

= The number of licenses is determined by the number unique clients of this type (User based) that are active within a
month. The billing period for this service is monthly, as measured by the backup system. The unit of measurement is
per User.

Terms

®  This ItemID contains an order for Commvault Systems, Inc Commvault Cloud Backup & Recovery SaaS for Active
Directory Enterprise for Service Providers licensing of software (“Commvault Offering”). Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Commvault Offering will be provided
and made by Commvault Systems, Inc and may be subject to change as determined by Commvault.

= (Client agrees that the Commvault Offerings are subject to the then current Commvault Master Terms & Conditions
available at https://www.commvault.com/legal/master-terms-and-conditions, Commvault’s Data Privacy Agreement
located at https://metallic.io/commvault-data-agreement, and Commvault’s Security Terms located at
https://metallic.io/security-terms, which are hereby incorporated into this Statement of Work.

= Company may revise terms of use or pricing to reflect changes by Commvault.

Expert User Technical Support*

Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents



m 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents
m  Priority is determined by Company based on the combination of impact and urgency to Client as further
provided in the OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This is a self-service offering.
Configuration and Setup
= Perform setup and configuration of backup services using the self-service portal.
Backup Operation

m  Perform backup operation using the self-service portal

=  Define backup content

m  Define frequency, schedule, and retention of the backups

m  Conduct Microsoft Online Services administration of users and resources subject to backup
= Validate data restored

Restore Operations

= Perform restore operations using the self-service portal
= Specify restore requirements including content, version, and restore target

Managed Backups
®  Manage backup operations
Access

m  Provide Company access to Microsoft Online Services and Azure Resources

810089 NB-MET Managed Metered Backup Service

Company's Responsibilities and Included Features

Iltem ID Description

NB-MET Managed Metered Backup Service

Company Responsibilities and Included Features

Backup Infrastructure

Company s centralized backup system is comprised of the following elements:

Client backup agents installed on each server

Centralized disk storage for disk to disk backups to reduce impact to server by minimizing backup
duration

Additional de-duplicated disk storage devices for local backups for quick and easy restoration of recent
backups

Large tape library with multiple drives, for creation of offsite tape backups and archive tapes

Multiple backup media servers

Backup management system for centralized management of backup media servers and backup policies
Backup infrastructure monitoring systems

Backup reporting systems



Tape Media and Off-site Tape Storage:

All tape media is provided for single copies of backups

Tape media for 35 day daily/weekly rotation cycle, monthly and yearly archiving is included

Off-site tape storage is provided through a leading off-site tape storage service provider providing daily
off-site tape pickup

Client specific tapes are created.

Infrastructure Management:

Company maintains ongoing software support contracts for all hardware and software involved in the
Centralized Backup infrastructure

Periodic upgrade of hardware and software is conducted to maintain support compliance and to
provide new backup capabilities

Backup infrastructure, disks, tapes are all stored in Company s secure facility or off-site storage partner
facility with proper chain of custody tracking of all Client proprietary assets

Backup Process

Backups are processed from the Client s hosted environments to Company s independent backup SAN
infrastructure

Backups are then spooled to a data de-duplicated storage array for short term local backups (limited to
up to 35 days)

Backups are copied to tape from the backup SAN infrastructure and then rotated off-site daily

Backup alerts and reports are provided to Company server, database and application administrators for
analysis and corrective action

Company applies commercially reasonable effort to conduct timely backups of all Client proprietary
data as defined in the backup policies

Daily and weekly tapes are rotated on a 35 day cycle. Customized retention/rotation cycles are
available for an additional charge.

Backup Metering

This is a metered service.

Metering is based upon the total volume in GB of data transferred to the Centralized Backup system
over the billing period.

Backup Schedules

Backup schedules are defined by the Client.

Standard or Best practice schedules typically applied are as follows:
Production Databases

Backup Type Scheduled Frequency

Full Backup Once Per Week

Incremental Backup Every day unless a Full Backup is scheduled
Transaction Backups Every 4 hours Around the clock



Test/Development Databases

Backup Type Scheduled Frequency

Full Backup Once Every Other Week

Incremental Backup Every week unless a Full Backup is scheduled
Transaction Backups Every 12 hours Around the clock

Archive Databases

Backup Type Scheduled Frequency

Full Backup (Monthly) Once a Month with 13 Month Retention unless archiving activity is anticipated.
Incremental Backup None

Transaction Backups Every week a Full Backup is NOT Scheduled

File System Backups

Backup Type Scheduled Frequency
Full Backup Once Per Week
Incremental Backup Daily

This process ensures that:

Production databases can be recovered to almost any point in time going back 28 days with a
maximum potential for data loss of 4 hours in the event of a source hardware failure.

File Systems can be recovered going back daily for 35 days with a maximum potential for data loss of
24 hours in the event of a source hardware failure

Backup Agents

Backup agents are required on each server being backed up

Multiple backup agents may be required for each server depending on what is being backed up (File
system, database, email)

Company provides the backup agents.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Client's Responsibilities and Out-of-Scope Notes (unless otherwise covered via a different Item ID)
Backup Policy Definition

Client is responsible for defining:

What must be backed up

When and how often it must be backed up

How it must be backed up. (Full, Incremental, Differential)

Local backup retention policy

Archive tape content, timing and retention policy



Category: Cloud Integration

110049 Colocation Environment - Connection Service 10 Gbps
Company's Responsibilities and Included Features

ReliaCloud Colocation Integration services delivers 10 GBps layer 3 connectivity services to colocated cabinet(s) environment.
The service requires at least two physical connections to provide path and infrastructure diversity such the ReliaCloud standard
SLA can be delivered. The service is designed to offer an extension of infrastructure services from ReliaCloud to Colocation
cabinet. The connection is layer 3 based to prevent conflicts with switching convergence.

® Provide managed LAN services which provides speeds up to 10 GBps

B Provide all physical cabling to interconnect the hosted device to the ReliaCloud switching infrastructure
®  Deliver services over Cat6 or greater RJ-45 Ethernet

® Design, manage and maintain VLAN configuration

B Maintain ACLs

®  Notify Client of any performance challenges or link-state issues with the service

B Provide monitoring statics on port speed and performance

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
B Provide physical device for termination of service

B Ensure device supports at least 2 1 GBps RJ-45 Ethernet interfaces

601507

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 250W Device Integration Service, provides secured space for a single device or chassis ( Device ) with
up to 250 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is
designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:

m Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
®  Provide continuous power to the Device via A and B side power feeds
m |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
m  Ensure proper power load distribution across A and B power feeds
= Maintain environmental standards for HVAC consistent with primary hosting facility
= Maintain physical security of the cabinet
= Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

m  Device must be approved by Company

m Service only supports 208v Devices

m Service limited to 250W of steady state power (maximum power allocation)

m Device power plug type must be compatible with C-13 or C-19 outlets

m Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

m  Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

m Device must exhaust heat to back of the cabinet



No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

601508

Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 500W Device Integration Service, provides secured space for a single device or chassis ( Device ) with

up to 500 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is

designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:

Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
Provide continuous power to the Device via A and B side power feeds
= |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m  Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
Ensure proper power load distribution across A and B power feeds
Maintain environmental standards for HVAC consistent with primary hosting facility
Maintain physical security of the cabinet
Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

Device must be approved by Company

Service only supports 208v Devices

Service limited to 500W of steady state power (maximum power allocation)

Device power plug type must be compatible with C-13 or C-19 outlets

Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

Device must exhaust heat to back of the cabinet

No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)



601509

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 750W Device Integration Service, provides secured space for a single device or chassis ( Device ) with

up to 750 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is

designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:

Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
Provide continuous power to the Device via A and B side power feeds
= |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m  Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
Ensure proper power load distribution across A and B power feeds
Maintain environmental standards for HVAC consistent with primary hosting facility
Maintain physical security of the cabinet
Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

Device must be approved by Company

Service only supports 208v Devices

Service limited to 750W of steady state power (maximum power allocation)

Device power plug type must be compatible with C-13 or C-19 outlets

Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

Device must exhaust heat to back of the cabinet

No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

601510

Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 1000W Device Integration Service, provides secured space for a single device or chassis ( Device ) with



up to 1000 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is

designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:

Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
Provide continuous power to the Device via A and B side power feeds
= |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
Ensure proper power load distribution across A and B power feeds
Maintain environmental standards for HVAC consistent with primary hosting facility
Maintain physical security of the cabinet
Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

Device must be approved by Company

Service only supports 208v Devices

Service limited to 1000W of steady state power (maximum power allocation)

Device power plug type must be compatible with C-13 or C-19 outlets

Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

Device must exhaust heat to back of the cabinet

No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

601511

Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 2000W Device Integration Service, provides secured space for a single device or chassis ( Device ) with

up to 2000 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is

designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:

Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
Provide continuous power to the Device via A and B side power feeds
m |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m  Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
Ensure proper power load distribution across A and B power feeds
Maintain environmental standards for HVAC consistent with primary hosting facility
Maintain physical security of the cabinet



Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

Device must be approved by Company

Service only supports 208v Devices

Service limited to 2000W of steady state power (maximum power allocation)

Device power plug type must be compatible with C-13 or C-19 outlets

Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

Device must exhaust heat to back of the cabinet

No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

601512

Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Network Connection Service provides the ability for Client-provided device or chassis ( Device ) to
connect into ReliaCloud at up to 25 Gbps port speed. Company will provide the following services:

Provide a network connection that supports up to 25 Gbps port speed
Provide cables between Company equipment and Device
Provide small form-factor pluggable transceivers ( SFP s) for Company s side of the connection
Service is Layer 2
VLAN configuration activities, including provisions of secure VLAN trunks
Service is a single network connection and requires two (2) network connections to provide a highly available solution
Upon Client request, service supports port-channel / link-aggregation configuration using Link Aggregation Control
Protocol ( LACP ) or static configuration
Service supports the following connections:
m 25GBASE-SR (25G over Multimode Fiber)
m  )5GBASE-LR (25G over Singlemode Fiber)
m )5GBASE-CR (25G DAC) Company-managed Nutanix devices onlyevice must be approved by Company

Restrictions

Client-provided SFPs must be approved by Company

Service does not support spanning-tree bridge protocol data units ( BPDU ); Company will automatically disable the
port if BPDUs are detected

Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets
Service speeds are fixed once delivered. Change speeds requires changing optics and physical ports and services



Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Provide SFPs for Client s side of the connection
= Contract for two (2) quantities of the Service for highly available services per attached Device. Client s failure to do so
will void any applicable service level agreement herein and Client will be ineligible for associated service credits
= When connecting a physical device, ensure Device supports at least two (2) 25 Gbps connections and has appropriate
cards/modules that facilitate the connection
m  Configuration of attached Device for teaming or multipathing

601513

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Network Connection Service provides the ability for Client-provided device or chassis ( Device ) to
connect into ReliaCloud at up to 10 Gbps port speed. Company will provide the following services:

®m Provide a network connection that supports up to 10 Gbps port speed
m  Provide cables between Company equipment and Device
m  Provide small form-factor pluggable transceivers ( SFP s) for Company s side of the connection
m Service is Layer 2
m  VLAN configuration activities, including provisions of secure VLAN trunks
m Service is a single network connection and requires two (2) network connections to provide a highly available solution
= Upon Client request, service supports port-channel / link-aggregation configuration using Link Aggregation Control
Protocol ( LACP ) or static configuration
m  Service supports the following connections:
m  J0GBASE-SR (10G over Multimode Fiber)
m  J10GBASE-LR (10G over Singlemode Fiber)
m  10GBASE-CR (10G DAC) Company-managed Nutanix devices only. Device must be approved by Company

Restrictions

= (Client-provided SFPs must be approved by Company

= Service does not support spanning-tree bridge protocol data units ( BPDU ); Company will automatically disable the
port if BPDUs are detected

= Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets

m Service speeds are fixed once delivered. Change speeds requires changing optics and physical ports and services

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Provide SFPs for Client s side of the connection
m  Contract for two (2) quantities of the Service for highly available services per attached Device. Client s failure to do so
will void any applicable service level agreement herein and Client will be ineligible for associated service credits
®  When connecting a physical device, ensure Device supports at least two (2) 10 Gbps connections and has appropriate
cards/modules that facilitate the connection
m  Configuration of attached Device for teaming or multipathing

601514

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Network Connection Service provides the ability for Client-provided device or chassis ( Device ) to
connect into ReliaCloud at up to 1 Gbps port speed. Company will provide the following services:

® Provide a network connection that supports up to 1 Gbps port speed
m  Provide cables between Company equipment and Device
m  Provide small form-factor pluggable transceivers ( SFP s) for Company s side of the connection



Service is Layer 2
m  VLAN configuration activities, including provisions of secure VLAN trunks
= Service is a single network connection and requires two (2) network connections to provide a highly available solution
= Upon Client request, service supports port-channel / link-aggregation configuration using Link Aggregation Control
Protocol ( LACP ) or static configuration
m  Service delivered over 1000BASE-T

Restrictions

= (Client-provided SFPs must be approved by Company

= Service does not support spanning-tree bridge protocol data units ( BPDU ); Company will automatically disable the
port if BPDUs are detected

= Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets

m Service speeds are fixed once delivered. Change speeds requires changing optics and physical ports and services

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Provide SFPs for Client s side of the connection
m Contract for two (2) quantities of the Service for highly available services per attached Device. Client s failure to do so
will void any applicable service level agreement herein and Client will be ineligible for associated service credits
m  When connecting a physical device, ensure Device supports at least two (2) 1 Gbps connections and has appropriate
cards/modules that facilitate the connection
m  Configuration of attached Device for teaming or multipathing

601515

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Out-of-Band Management Connection provides a low-speed (up to 1 Gbps) network connection for the
purpose of connecting to a Client device that is equipped with an out-of-band or lights-out management interface. Company
will provide the following services:

®  Provide a low-speed management class network connection that supports up to one (1) Gbps port speed
m  Provide cable between Company equipment and Client device

m Service is Layer 2

= Service is a single (1) network connection per device

m Service supports 1000BASE-T over CAT5e or greater connections

Restrictions

m Device is not designed to service a primary network connection

m Service does not support spanning-tree bridge protocol data unit ( BPDU ). Company will automatically disable the port
if BPDUs are detected

= Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Provide small form-factor pluggable transceivers ( SFP ) for Client side of the connection if required (typically not
required)

601683 ReliaCloud EXTEND - 100W Device Integration Service

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 100W Device Integration Service, provides secured space for a single device or chassis ( Device ) with
up to 100 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is
designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:



Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
Provide continuous power to the Device via A and B side power feeds
= |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m  Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
Ensure proper power load distribution across A and B power feeds
Maintain environmental standards for HVAC consistent with primary hosting facility
Maintain physical security of the cabinet
Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

Device must be approved by Company

Service only supports 208v Devices

Service limited to 100W of steady state power (maximum power allocation)

Device power plug type must be compatible with C-13 or C-19 outlets

Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

Device must exhaust heat to back of the cabinet

No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

604180 ReliaCloud EXTEND - 500W Device Integration Service

Company's Responsibilities and Included Features

The ReliaCloud EXTEND 500W Device Integration Service, provides secured space for a single device or chassis ( Device ) with
up to 500 watts of typical power consumption/steady-state power draw as rated by the Device manufacturer. The service is

designed to allow a Client Device to integrate with ReliaCloud Services. Company will provide the following services:

Provide a secure four-sided locking cabinet to host the Device. Cabinets are multi-tenant and under the exclusive
control of Company
Provide continuous power to the Device via A and B side power feeds
= |f more than one A-side and one B-side cord is needed per-Device, Company will use split cords
m Power receptacles may plug-in directly behind a Device's power supply, requiring a planned power-down of the
Device in order to replace a power supply/fan in the Device
Ensure proper power load distribution across A and B power feeds
Maintain environmental standards for HVAC consistent with primary hosting facility
Maintain physical security of the cabinet



Provide all physical moves, adds, and changes for the device per ticket request

Restrictions

Device must be approved by Company

Service only supports 208v Devices

Service limited to 500W of steady state power (maximum power allocation)

Device power plug type must be compatible with C-13 or C-19 outlets

Device must contain A and B side power capability. Devices containing less than two (2) power supplies will void any
applicable service level agreement herein and therefore are ineligible for service credits.

Device must be rack-mountable within 4-post locking cabinet, using front-side mounting only (maximum protrusion
one (1) inch

Device must exhaust heat to back of the cabinet

No physical access is granted to Client to the Device while installed

Units of service cannot be combined to support a single larger Device

If a Device exceeds the maximum power allocation more than three times in any calendar month, Client will execute a
change order for the next higher power rating ReliaCloud EXTEND Device Integration Service

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide Company with means to access any physically secured Devices (i.e. keys to faceplate locks)

Contract ReliaCloud Extend Device Network Connection Service

Provide Device power cables

Device must be contracted for the steady state power of the maximum configuration. For example, if a device starts
out with 250 watts of steady state power, though it is scalable to 1000 watts of steady state power through the physical
addition of nodes, that device must contract for 1000 watts of service.

604181 ReliaCloud EXTEND - 10 Gbps Network Connection Service

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Network Connection Service provides the ability for Client-provided device or chassis ( Device ) to
connect into ReliaCloud at up to 10 Gbps port speed. Company will provide the following services:

Provide a network connection that supports up to 10 Gbps port speed
Provide cables between Company equipment and Device
Provide small form-factor pluggable transceivers ( SFP s) for Company s side of the connection
Service is Layer 2
VLAN configuration activities, including provisions of secure VLAN trunks
Service is a single network connection and requires two (2) network connections to provide a highly available solution
Upon Client request, service supports port-channel / link-aggregation configuration using Link Aggregation Control
Protocol ( LACP ) or static configuration
Service supports the following connections:
m  10GBASE-SR (10G over Multimode Fiber)
m  J10GBASE-LR (10G over Singlemode Fiber)
m  10GBASE-CR (10G DAC) Company-managed Nutanix devices only. Device must be approved by Company

Restrictions

Client-provided SFPs must be approved by Company

Service does not support spanning-tree bridge protocol data units ( BPDU ); Company will automatically disable the
port if BPDUs are detected

Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets
Service speeds are fixed once delivered. Change speeds requires changing optics and physical ports and services



Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Provide SFPs for Client s side of the connection
= Contract for two (2) quantities of the Service for highly available services per attached Device. Client s failure to do so
will void any applicable service level agreement herein and Client will be ineligible for associated service credits
= When connecting a physical device, ensure Device supports at least two (2) 10 Gbps connections and has appropriate
cards/modules that facilitate the connection
m  Configuration of attached Device for teaming or multipathing

604182 ReliaCloud EXTEND - Out-of-Band Management Connection

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Out-of-Band Management Connection provides a low-speed (up to 1 Gbps) network connection for the
purpose of connecting to a Client device that is equipped with an out-of-band or lights-out management interface. Company
will provide the following services:

m  Provide a low-speed management class network connection that supports up to one (1) Gbps port speed
m Provide cable between Company equipment and Client device

m Service is Layer 2

= Service is a single (1) network connection per device

m Service supports 1000BASE-T over CAT5e or greater connections

Restrictions

m Device is not designed to service a primary network connection

= Service does not support spanning-tree bridge protocol data unit ( BPDU ). Company will automatically disable the port
if BPDUs are detected

m Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Provide small form-factor pluggable transceivers ( SFP ) for Client side of the connection if required (typically not
required)

604183 ReliaCloud EXTEND - 1 Gbps Network Connection Service

Company's Responsibilities and Included Features

The ReliaCloud EXTEND Network Connection Service provides the ability for Client-provided device or chassis ( Device ) to
connect into ReliaCloud at up to 1 Gbps port speed. Company will provide the following services:

m  Provide a network connection that supports up to 1 Gbps port speed

m  Provide cables between Company equipment and Device

m  Provide small form-factor pluggable transceivers ( SFP s) for Company s side of the connection

m Service is Layer 2

m  VLAN configuration activities, including provisions of secure VLAN trunks

m Service is a single network connection and requires two (2) network connections to provide a highly available solution

= Upon Client request, service supports port-channel / link-aggregation configuration using Link Aggregation Control
Protocol ( LACP ) or static configuration

= Service delivered over 1000BASE-T

Restrictions

= (Client-provided SFPs must be approved by Company
= Service does not support spanning-tree bridge protocol data units ( BPDU ); Company will automatically disable the
port if BPDUs are detected



Storm control will be used to suppress unusually high rates of broadcast, multicast, and/or unknown unicast packets
Service speeds are fixed once delivered. Change speeds requires changing optics and physical ports and services

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide SFPs for Client s side of the connection

Contract for two (2) quantities of the Service for highly available services per attached Device. Client s failure to do so
will void any applicable service level agreement herein and Client will be ineligible for associated service credits
When connecting a physical device, ensure Device supports at least two (2) 1 Gbps connections and has appropriate
cards/modules that facilitate the connection

Configuration of attached Device for teaming or multipathing

Category: Cloud Transport

500206 OneNeck Connect for Data Centers - Layer 3 - 10Mbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 10 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500207 OneNeck Connect for Data Centers - Layer 3 - 25Mbps

Company's Responsibilities and Included Features



Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 25 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500208 OneNeck Connect for Data Centers - Layer 3 - 50Mbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 50 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.



The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500209 OneNeck Connect for Data Centers - Layer 3 - 100Mbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 100 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500210 OneNeck Connect for Data Centers - Layer 3 - 200Mbps

Company's Responsibilities and Included Features



Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 200 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500211 OneNeck Connect for Data Centers - Layer 3 - 500Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 500 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.



The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500212 OneNeck Connect for Data Centers - Layer 3 - 1000Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 1000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500213 OneNeck Connect for Data Centers - Layer 3 - 2000Mbps



Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 2000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500214 OneNeck Connect for Data Centers - Layer 3 - 3000Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 3000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service

segment.



Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500215 OneNeck Connect for Data Centers - Layer 2 - 10Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in

Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 10 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500216 OneNeck Connect for Data Centers - Layer 2 - 25Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in



Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 25 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500217 OneNeck Connect for Data Centers - Layer 2 - 50Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in

Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 50 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.
Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.



For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500218 OneNeck Connect for Data Centers - Layer 2 - 100Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in

Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 100 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500219 OneNeck Connect for Data Centers - Layer 2 - 200Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in

Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 200 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.



® The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500220 OneNeck Connect for Data Centers - Layer 2 - 500Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in
Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 500 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500221 OneNeck Connect for Data Centers - Layer 2 - 1000Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting Company colocation environments, carriers in
Company telecommunications rooms, and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

Managed transport services with a capped bandwidth of 1000 Mbps.
The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.
The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each

service location.



® Service delivery support on Cat5e (Copper) or Fiber.

® Service does not provide any encryption level services.

® The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or share the traffic on the
same service segment.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires exactly two instances of this service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service if not ReliaCloud connected.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500224 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 10Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 10 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.



500225 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 25Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 25 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500226 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 50Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:
® Managed transport services with a committed bandwidth of 50 Mbps.
® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.
® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.
® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.



The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500227 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 100Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 10 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.

® Ensure termination equipment has throughput capacity to support the contract service speeds.



® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500228 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 200Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 200 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500229 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 500Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:
® Managed transport services with a committed bandwidth of 500 Mbps.
® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.
® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

® Service delivery support on Cat5e (Copper).



® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500230 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 1000Mbps
Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company
Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 1000 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.

® Ensure termination equipment supports Ethernet service delivery.



Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500231 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 2000Mbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company

Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.

Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 2000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects
at each service location.

Service delivery support on Cat5e (Copper).

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection in the Company Tempe data center.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500232 OneNeck Connect for Data Centers (PHX2) - Layer 3 - 3000Mbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting Client environments in Company

Tempe data center to Company ReliaCloud and colocation environments, telecommunications MPLS clouds or carrier hotels.
Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 3000 Mbps.
The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.
The service is designed and delivered over non-redundant routes, with non-redundant physical or virtual interconnects

at each service location.



® Service delivery support on Cat5e (Copper).

® Service does not provide any encryption level services.

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection in the Company Tempe data center.

® The service requires a cross-connection for any physical interconnect (colocation or carrier).

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service or carrier hotels extension as this service is only accounting for one side of a connection. Using

this method, two or more Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at both ends of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.

® [or the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

500233 OneNeck Connect for Data Centers with Azure Cross-connect - 50Mbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, connecting Azure environments to Company
data centers.

Service details:

® Managed transport services with a committed bandwidth of 50 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 50 Mbps and 1 Gbps.

® The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

® Service does not provide any encryption level services

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® The service includes a cross-connection to the Azure network.

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® An Azure Express Route subscription.

500234 OneNeck Connect for Data Centers with Azure Cross-connect - 100Mbps

Company's Responsibilities and Included Features



Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, connecting Azure environments to Company

data centers.

Service details:

Managed transport services with a committed bandwidth of 100 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 50 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to the Azure network.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

An Azure Express Route subscription.

500235 OneNeck Connect for Data Centers with Azure Cross-connect - 200Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, connecting Azure environments to Company

data centers.

Service details:

Managed transport services with a committed bandwidth of 200 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 50 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to the Azure network.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

An Azure Express Route subscription.

500236 OneNeck Connect for Data Centers with Azure Cross-connect - 500Mbps



Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, connecting Azure environments to Company

data centers.

Service details:

Managed transport services with a committed bandwidth of 500 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 50 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to the Azure network.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

An Azure Express Route subscription.

500237 OneNeck Connect for Data Centers with Azure Cross-connect - 1000Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, connecting Azure environments to Company

data centers.

Service details:

Managed transport services with a committed bandwidth of 1000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 50 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to the Azure network.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

An Azure Express Route subscription.



500238 OneNeck Connect for Data Centers with Azure Cross-connect - 2000Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, connecting Azure environments to Company

data centers.

Service details:

Managed transport services with a committed bandwidth of 2000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 50 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to the Azure network.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

An Azure Express Route subscription.

500239 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 10Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 10 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.



Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at Client end of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.
® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

® The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500240 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 25Mbps
Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 25 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

® Service delivery support on Cat5e (Copper) or Fiber.

® Service does not provide any encryption level services

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at Client end of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.
® [or the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

® The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500241 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 50Mbps
Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.



Service details:

Managed transport services with a committed bandwidth of 50 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500242 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 100Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 100 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)



® Provide termination equipment at Client end of the service.

® Manage termination equipment infrastructure.

® Ensure termination equipment supports Ethernet service delivery.

® Ensure termination equipment has throughput capacity to support the contract service speeds.

® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

® The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500243 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 200Mbps
Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 200 Mbps.

® The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

® The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

® Service delivery support on Cat5e (Copper) or Fiber.

® Service does not provide any encryption level services

® The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

® Service supports 9000 byte layer 3 IP frames.

® Provide notification to Client of any performance challenges or link-state issues with the service.

® The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at Client end of the service.
® Manage termination equipment infrastructure.
® Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.
® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

® The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500244 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 500Mbps
Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud
environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

® Managed transport services with a committed bandwidth of 500 Mbps.



The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500245 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 3 - 1000Mbps

Company's Responsibilities and Included Features

Description:

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocations or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.

Service details:

Managed transport services with a committed bandwidth of 1000 Mbps.

The port or virtual port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at the service
location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 3 OneNeck Connect for
Data Centers service as this service is only accounting for one side of a connection. Using this method, 2 or more

Company data centers can be included in the L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.



Ensure termination equipment supports Ethernet service delivery.
Ensure termination equipment has throughput capacity to support the contract service speeds.
For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires an intra carrier hotel cross-connection for physical interconnect (colocation or carrier).

500246 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 10Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 10 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires a cross-connection for physical interconnect (colocation or carrier).

500247 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 25Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 25 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.



Provide notification to Client of any performance challenges or link-state issues with the service.
The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires a cross-connection for physical interconnect (colocation or carrier).

500248 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 50Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 50 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires a cross-connection for physical interconnect (colocation or carrier).

500249 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 100Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 100 Mbps.
The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.



The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires a cross-connection for physical interconnect (colocation or carrier).

500250 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 200Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 200 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires a cross-connection for physical interconnect (colocation or carrier).

500251 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 500Mbps



Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 500 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

The service requires a cross-connection for physical interconnect (colocation or carrier).

500252 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 - 1000Mbps

Company's Responsibilities and Included Features

Description:
The Layer-2 E-Line service provides an Ethernet circuit, interconnecting carrier hotel to Company colocation facilities.

Service details:

Managed transport services with a capped bandwidth of 1000 Mbps.

The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

The service is designed and delivered over redundant routes, with non-redundant physical interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services. The service is a layer 2 pseudo-wire private connection, meaning
no other customer can see or share the traffic on the same service segment.

Service supports 9000 byte layer 3 IP frames.

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least one instance of this service and at least one instance of a layer 2 OneNeck Connect for

Data Centers service as this service is only accounting for one side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.

Manage termination equipment infrastructure.



® [Ensure termination equipment supports Ethernet service delivery.
® Ensure termination equipment has throughput capacity to support the contract service speeds.
® For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

® The service requires a cross-connection for physical interconnect (colocation or carrier).

500253 ReliaCloud Connection Service - 1 Gbps

Company's Responsibilities and Included Features

Description:

ReliaCloud Connection Service delivers 1 Gbps layer 3 connectivity services between ReliaCloud and WAN termination devices
in the telecommunications rooms or collocated cabinet(s) within Company data centers. The service provides up to two
physical connections to provide path and infrastructure diversity into ReliaCloud. The service is designed to offer an extension
of infrastructure services from ReliaCloud to colocation cabinets or a WAN circuit. The connection is layer 3 based to prevent
conflicts with switching convergence.

Service details:
® Provide managed LAN services which provides speeds up to 1 Gbps.
® Provide all physical cabling to interconnect the hosted device to the ReliaCloud switching infrastructure.
® Deliver services over Cat5 or greater RJ-45 Ethernet
® Design, manage and maintain VLAN configuration.
® Maintain Access Control Lists (ACL's).
® Notify Client of any performance challenges or link-state issues with the service.
® Provide monitoring statics on port speed and performance.
® Service is not designed for Internet Routing table.

® Service does not provide VPN termination.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at Client end of the service.
® Manage termination equipment infrastructure.
® Provide physical device/s for termination of service.

® Ensure device/s support 1 Gbps RJ-45 Ethernet interfaces.

500254 ReliaCloud Connection Service - 10 Gbps

Company's Responsibilities and Included Features

Description:

ReliaCloud Connection Service delivers 10 Gbps layer 3 connectivity services between ReliaCloud and WAN termination devices
in the telecommunications rooms or collocated cabinet(s) within Company data centers. The service provides up to two
physical connections to provide path and infrastructure diversity into ReliaCloud. The service is designed to offer an extension
of infrastructure services from ReliaCloud to colocation cabinets or a WAN circuit. The connection is layer 3 based to prevent
conflicts with switching convergence.

Service details:
® Provide managed LAN services which provides speeds up to 10 Gbps.
® Provide all physical cabling to interconnect the hosted device to the ReliaCloud switching infrastructure.
® Deliver services over CatG or greater RJ-45 Ethernet

® Design, manage and maintain VLAN configuration.



Maintain Access Control Lists (ACL's).
® Notify Client of any performance challenges or link-state issues with the service.
® Provide monitoring statics on port speed and performance.
® Service is not designed for Internet Routing table.

® Service does not provide VPN termination.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide termination equipment at Client end of the service.
® Manage termination equipment infrastructure.
® Provide physical device/s for termination of service.

® Ensure device/s support 1 Gbps RJ-45 Ethernet interfaces.

600357 OneNeck Connect for Data Centers - Layer 2 NR -1000 Mbps

Company's Responsibilities and Included Features

Description

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

= Managed transport services with a capped bandwidth of 1000 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of this service as this service is only accounting for one
side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at both ends of the service if not ReliaCloud connected.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.



600370 OneNeck Connect for Data Centers - Layer 2 NR -25 Mbps

Company's Responsibilities and Included Features

Description

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

= Managed transport services with a capped bandwidth of 25 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of this service as this service is only accounting for one
side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at both ends of the service if not ReliaCloud connected.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.
m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level

acCcess.

600371 OneNeck Connect for Data Centers - Layer 2 NR - 50 Mbps

Company's Responsibilities and Included Features

Description

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.

Service details:



= Managed transport services with a capped bandwidth of 50 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of this service as this service is only accounting for one
side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at both ends of the service if not ReliaCloud connected.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.
m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level

acCcess.

600372 OneNeck Connect for Data Centers - Layer 2 NR - 10Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

= Managed transport services with a capped bandwidth of 10 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.



m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

m Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600373 OneNeck Connect for Data Centers - Layer 2 NR - 100Mbps

Company's Responsibilities and Included Features

Description

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

m Managed transport services with a capped bandwidth of 100 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of this service as this service is only accounting for one
side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at both ends of the service if not ReliaCloud connected.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.



m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

600374 OneNeck Connect for Data Centers - Layer 2 NR - 200Mbps

Company's Responsibilities and Included Features

Description

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.

Service details:

m Managed transport services with a capped bandwidth of 200 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 200 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of this service as this service is only accounting for one
side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at both ends of the service if not ReliaCloud connected.

m Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

600375 OneNeck Connect for Data Centers - Layer 2 NR - 500Mbps

Company's Responsibilities and Included Features

Description

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting Company colocation environments, carriers in Company telecommunications rooms,
and physical cross-connects to Company colocation environments or carrier hotels.



Service details:

= Managed transport services with a capped bandwidth of 500 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 200 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of this service as this service is only accounting for one
side of a connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at both ends of the service if not ReliaCloud connected.

m Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

600376 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 10Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

m Managed transport services with a capped bandwidth of 10 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).



m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

m Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600378 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 25Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

m Managed transport services with a capped bandwidth of 25 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.
= Manage termination equipment infrastructure.
m Ensure termination equipment supports Ethernet service delivery.



m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600379 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 50Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

m Managed transport services with a capped bandwidth of 50 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600380 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 100Mbps

Company's Responsibilities and Included Features

Description:



The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

= Managed transport services with a capped bandwidth of 100 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

m Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600381 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 200Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

® Managed transport services with a capped bandwidth of 200 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.



Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600382 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 500Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

= Managed transport services with a capped bandwidth of 500 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.



Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

m Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600383 OneNeck Connect for Data Centers - Carrier Hotel Extensions - Layer 2 NR - 1000Mbps

Company's Responsibilities and Included Features

Description:

The Layer-2 Non-Redundant E-Line service provides a non-diverse, non-redundant Ethernet circuit,
interconnecting carrier hotel to Company colocation facilities.

Service details:

® Managed transport services with a capped bandwidth of 1000 Mbps.

m The port size for the circuit is 1 Gbps, for service speed tiers between 10 Mbps and 1 Gbps.

m The service is designed to cross a specific set of OneNeck backbone links between non-
redundant physical interconnects at each service location.

m Scheduled maintenance or circuit failures along this path will temporarily interrupt the service.

m Service delivery support on Cat5e (Copper) or Fiber.

m Service does not provide any encryption level services.

m The service is a layer 2 pseudo-wire private connection, meaning no other customer can see or
share the traffic on the same service segment.

m The service requires a cross-connection for any physical interconnect (colocation or carrier).

m Provide notification to Client of any performance challenges or link-state issues with the service.

m The service requires exactly two instances of a layer 2 OneNeck Connect for Data Centers NR
service for an end to end connection as this service is only accounting for one side of a
connection.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Provide termination equipment at Client end of the service.

= Manage termination equipment infrastructure.

m Ensure termination equipment supports Ethernet service delivery.

m Ensure termination equipment has throughput capacity to support the contract service speeds.

m For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level
access.

m The service requires a cross-connection for physical interconnect (colocation or carrier).

600434 Carrier Cross-Connection: Ethernet



Company's Responsibilities and Included Features

The cross connection service delivers a physical connection from the Data Center Telecommunications rooms to the Client
Cloud demarcation point.

® Single physical cable delivered structured cable plant to the Client demarcation point.
m Category 5e, Adapter Interface RJ-45

B Support of cable and terminations

B Maintain on-site inventory or replacement materials (cable and connectors)

B Maintenance and protection of cable pathways

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
®  QOrder and maintain circuit with vendor of choice
B Provide end termination equipment

B Provide circuit identification Numbers

600436 Carrier Cross-Connection: Fiber Optic Cross-Connect
Company's Responsibilities and Included Features

The cross connection service delivers a physical connection from the Data Center Telecommunications rooms to the Client
demarcation point.

® Single physical cable delivered structured cable plant to the Client demarcation point.
® Singlemode Fiber, UPC/LC

B Support of cable and terminations

B Maintain on-site inventory or replacement materials (cable and connectors)

B Maintenance and protection of cable fiber pathways

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
®  QOrder and maintain circuit with vendor of choice
® Provide end termination equipment

B Provide circuit identification Numbers

602831 OneNeck Connect Managed Circuit Service MKE 949N To MSN
Definitions:

MKE 949N: Milwaukee County circuit termination end point located at 949 N oth St, Milwaukee Wisconsin.
Vendor: Third-party telecommunications carrier or service provider

Company's Responsibilities and Included Features

Description

The OneNeck Connect Managed Circuit Service -MKE 949N Service to MSN, provides a 10 Gbps, Layer 2 circuit between the
MKE 949N location and Company MSN colocation facilities.

Service Details:

= Company will manage and maintain a point-to-point WAN service delivery from a Vendor. Company maintains the right

to change Vendors with notification to Client.



m Port size is 10 Gbps
m Service speed is up to 10 Gbps
= Service is delivered as a layer 2 network service and provides no routing on its own

Service Exclusions:

m The Service is delivered as non-redundant. Scheduled maintenance or circuit failures along this path will temporarily
interrupt the Service.
m Service does not provide any encryption level features

Service Management Details:

®m Hold and maintain contract for Vendor s services on Client s behalf

m  Act as the primary point of contact for Vendor s services

®  Manage Vendor relations

m  Provide notification to Client of any link-state issues with the service.

m  For installation, maintenance, and repair, provide and coordinate with Vendor and Client escorted access to the carrier
room or service demarcation point in

= Company s MSN data center, as well as Client premises.

m |dentify outages and escalate to Vendor by opening trouble ticket

m  Escalate trouble tickets with Vendor following Company standard operating procedure as defined within the Client
Operations Handbook.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID

m  Provide termination and routing equipment for the Service

®  Manage termination and routing equipment infrastructure.

m  Provide remote hands-on support if physical intervention is required for Service troubleshooting on Client premises.

m  For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access to Vendor and
Company

m  Ensure termination equipment has throughput capacity to support the service speeds.

= Notify Company if any service performance issues or failures occur. Company is your single point of contract for Vendor
services.

602832 OneNeck Connect Managed Circuit Service MKE 821W To EDP

Definitions:

MKE 821W: Milwaukee County circuit termination end point located at 821 W. State St, Milwaukee Wisconsin.
Vendor: Third-party telecommunications carrier or service provider

Company's Responsibilities and Included Features

Description

The OneNeck Connect Managed Circuit Service -MKE 821W Service to EDP, provides a 10 Gbps, Layer 2 circuit between the
MKE 821W location and Company EDP colocation facilities.

Service Details:

®  Company will manage and maintain a point-to-point WAN service delivery from a Vendor. Company maintains the right
to change Vendors with notification to Client.

m Port size is 10 Gbps

m  Service speed is up to 10 Gbps

m Service is delivered as a layer 2 network service and provides no routing on its own

Service Exclusions:



= The Service is delivered as non-redundant. Scheduled maintenance or circuit failures along this path will temporarily
interrupt the Service.
= Service does not provide any encryption level features

Service Management Details:

® Hold and maintain contract for Vendor s services on Client s behalf

m  Act as the primary point of contact for Vendor s services

®  Manage Vendor relations

m  Provide notification to Client of any link-state issues with the service.

m  For installation, maintenance, and repair, provide and coordinate with Vendor and Client escorted access to the carrier
room or service demarcation point in

m  Company s MSN data center, as well as Client premises.

m  |dentify outages and escalate to Vendor by opening trouble ticket

m  Escalate trouble tickets with Vendor following Company standard operating procedure as defined within the Client
Operations Handbook.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID

®  Provide termination and routing equipment for the Service

= Manage termination and routing equipment infrastructure.

m  Provide remote hands-on support if physical intervention is required for Service troubleshooting on Client premises.

m  For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access to Vendor and
Company

®m  Ensure termination equipment has throughput capacity to support the service speeds.

m  Notify Company if any service performance issues or failures occur. Company is your single point of contract for Vendor
services.

602833 OneNeck Connect Managed Circuit Service EDP to MSN

Company's Responsibilities and Included Features
Description

The OneNeck Connect Managed Circuit Service EDP to MSN Service provides a 10 Gbps, Layer 2 circuit between Compnay EDP
and MSN colocation facilities.

Service Details:

= Company will manage and maintain a point-to-point WAN service delivery from a Vendor. Company maintains the right
to change Vendors with notification to Client.

m Port size is 10 Gbps

= Service speed is up to 10 Gbps

m  Service is delivered as a layer 2 network service and provides no routing on its own

Service Exclusions:

m The Service is delivered as non-redundant. Scheduled maintenance or circuit failures along this path will temporarily
interrupt the Service.
= Service does not provide any encryption level features

Service Management Details:

®= Hold and maintain contract for Vendor s services on Client s behalf

m  Act as the primary point of contact for Vendor s services

= Manage Vendor relations

m  Provide notification to Client of any link-state issues with the service.

m  For installation, maintenance, and repair, provide and coordinate with Vendor and Client escorted access to the carrier



room or service demarcation point in Company s MSN and EDP data centers.

Identify outages and escalate to Vendor by opening trouble ticket

Escalate trouble tickets with Vendor following Company standard operating procedure as defined within the Client
Operations Handbook.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID

Provide termination and routing equipment for the Service

Manage termination and routing equipment infrastructure.

Provide remote hands-on support if physical intervention is required for Service troubleshooting on Client premises.
For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access to Vendor and
Company

Ensure termination equipment has throughput capacity to support the service speeds.

Notify Company if any service performance issues or failures occur. Company is your single point of contract for Vendor
services.

604179 ReliaCloud Connection Service - 10 Gbps

Company's Responsibilities and Included Features

Description:
ReliaCloud Connection Service delivers 10 Gbps layer 3 connectivity services between ReliaCloud and WAN termination devices

in the telecommunications rooms or collocated cabinet(s) within Company data centers. The service provides up to two
physical connections to provide path and infrastructure diversity into ReliaCloud. The service is designed to offer an extension

of infrastructure services from ReliaCloud to colocation cabinets or a WAN circuit. The connection is layer 3 based to prevent
conflicts with switching convergence.

Service details:

Provide managed LAN services which provides speeds up to 10 Gbps.

Provide all physical cabling to interconnect the hosted device to the ReliaCloud switching infrastructure.
Deliver services over CatG or greater RJ-45 Ethernet

Design, manage and maintain VLAN configuration.

Maintain Access Control Lists (ACL's).

Notify Client of any performance challenges or link-state issues with the service.

Provide monitoring statics on port speed and performance.

Service is not designed for Internet Routing table.

Service does not provide VPN termination.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at Client end of the service.
Manage termination equipment infrastructure.
Provide physical device/s for termination of service.

Ensure device/s support 1 Gbps RJ-45 Ethernet interfaces.

604186 OneNeck Connect for Data Centers - Layer 3 - 10Gbps

Company's Responsibilities and Included Features

Description:
The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company

colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.



Service details:

Managed transport services with a committed bandwidth of 10 Gbps.

The port or virtual port size for the circuit is 10 Gbps, for service speed tiers up to 10 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the

L3VPN mesh with disparate bandwidths.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide termination equipment at both ends of the service if not ReliaCloud connected.
Manage termination equipment infrastructure.

Ensure termination equipment supports Ethernet service delivery.

Ensure termination equipment has throughput capacity to support the contract service speeds.

For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

606802 OneNeck Connect for Data Centers - Layer 3 - 5000Mbps

Company's Responsibilities and Included Features

Description

The Layer-3 VPN (virtual private network) service (L3VPN) provides an IP VPN, interconnecting customer ReliaCloud

environments, Company colocation environments, telecommunications MPLS clouds, and physical cross-connects to Company
colocation environments or carrier hotels. Both static and Border Gateway Protocol (BGP) routing are supported.>

Service Details

Managed transport services with a committed bandwidth of 5000 Mbps.

The port or virtual port size for the circuit is 10 Gbps, for service speed tiers up to 10 Gbps.

The service is designed and delivered over redundant routes, with redundant physical or virtual interconnects at each
service location.

Service delivery support on Cat5e (Copper) or Fiber.

Service does not provide any encryption level services.

The service is a layer 3 private connection, meaning no other customer can see or share the traffic on the same service
segment.

Service supports 9000 byte layer 3 IP frames.

The service includes a cross-connection to any ReliaCloud workload.

The service requires a cross-connection for any physical interconnect (colocation or carrier).

Provide notification to Client of any performance challenges or link-state issues with the service.

The service requires at least two instances of a layer 3 OneNeck Connect for Data Centers service as this service is only
accounting for one side of a connection. Using this method, 3 or more Company data centers can be included in the
L3VPN mesh with disparate bandwidths.



Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

®  Provide termination equipment at both ends of the service if not ReliaCloud connected.

= Manage termination equipment infrastructure.

m  Ensure termination equipment supports Ethernet service delivery.

®m  Ensure termination equipment has throughput capacity to support the contract service speeds.

m  For the purposes of (up to intrusive) troubleshooting, provide physical or administrative level access.

Category: Disaster Recovery

110020-N ReliaCloud Recovery - Replication and Recovery License

Company's Responsibilities and Included Features

- Setup of replication process per virtual machine.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

- Provide access to administrative level access to production virtual machine for product installation.

110025 Avamar Grid to Grid

Company's Responsibilities and Included Features
® Supported Data Types:
® Client hosted Avamar Grids
B Work with Client to configure Client grid replication to ReliaCloud grid
B Work with Client identify replication sets
®  Configuration of replication security and user levels of access
®  Backups processed from the Client grid environment to Company backup storage grid
B Exception reporting and notifications reviewed on a daily basis
® (Client viewable backup reports posted to Company service desk portal
B Grid replication monitoring, reporting and notification
B Advanced administration support for backup infrastructure issues including triage of backup failures
B Support for initiating backup restorations (standard support SLA based on ticket severity)
B Restoration options:
®  \Windows OS file level and bare metal restore
B Non-Windows OS file level restore only
B Company provided engineering support for software upgrades as dictated by server side application software
B |nitial configuration of grid replications and backend infrastructure components
B All subsequent adds/moves and changes to the grid replication and backend backup infrastructure including inclusions
and exclusions from backup
®  Backup infrastructure stored in Company secure ReliaCloud facility with proper 'chain of custody' tracking of all Client

proprietary assets

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
®  Custom backup job definitions (i.e. define what to backup when and how)
B Notify Company of all critical data locations or any changes to applications and proprietary data not already included in
the current backup job definitions
B Review backup reports posted to Company service desk portal to ensure all expected backup jobs are occurring and

complying with contracted data limit



Backups of any systems/data not specifically covered by this item ID (i.e. servers not being managed by Company)

110028 Agent Based Cloud Backup 30

Company's Responsibilities and Included Features

Recommended for under 2TB of backup
Supported data types:
m  Network files systems
B File servers
B Databases
B Virtual machines
B QOperating systems
B |mages
Work with Client to install and configure agent on supported operating systems
Configure 30 day retention policy
Configuration of agent security and user levels of access
Backups processed from the Client environment to Company backup storage infrastructure
Exception reporting and notifications reviewed on a daily basis
Client viewable backup reports posted to Company service desk portal
Backup job monitoring, reporting and notification
Advanced administration support for backup infrastructure issues including triage of backup failures
Support for initiating backup restorations (standard support SLA based on ticket severity)
Restoration options:
B Windows OS file level and bare metal restore
® Non-Windows OS file level restore only
Company provided engineering support for agent software upgrades as dictated by server side application software
Initial configuration of agent software and backend infrastructure components
All subsequent adds/moves and changes to the agent and backend backup infrastructure including inclusions and
exclusions from backup
Backup infrastructure stored in Company secure ReliaCloud facility with proper 'chain of custody' tracking of all Client

proprietary assets

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Custom backup job definitions (i.e. define what to backup when and how)

Notify Company of all critical data locations or any changes to applications and proprietary data not already included in
the current backup job definitions

Review backup reports posted to Company service desk portal to ensure all expected backup jobs are occurring and
complying with contracted data limit

Backups of any systems/data not specifically covered by this item ID (i.e. servers not being managed by Company)

110029 Agent Based Cloud Backup 45

Company's Responsibilities and Included Features

Recommended for under 2 TB of backup
Supported data types:
m  Network files systems

B File servers



B Databases
® Virtual machines
B QOperating systems
B |mages
®  Work with Client to install and configure agent on supported operating systems
®m  Configure 45 day retention policy
B Configuration of agent security and user levels of access
B Backups processed from the Client environment to Company backup storage infrastructure
B Exception reporting and notifications reviewed on a daily basis
B (Client viewable backup reports posted to Company service desk portal
B Backup job monitoring, reporting and notification
B  Advanced administration support for backup infrastructure issues including triage of backup failures
®m Support for initiating backup restorations (standard support SLA based on ticket severity)
B Restoration options:
®  Windows OS file level and bare metal restore
® Non-Windows OS file level restore only
B Company provided engineering support for agent software upgrades as dictated by server side application software
B |nitial configuration of agent software and backend infrastructure components
® All subsequent adds/moves and changes to the agent and backend backup infrastructure including inclusions and
exclusions from backup
B Backup infrastructure stored in Company secure ReliaCloud facility with proper 'chain of custody' tracking of all Client

proprietary assets

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
B Custom backup job definitions (i.e. define what to backup when and how)
®  Notify Company of all critical data locations or any changes to applications and proprietary data not already included in
the current backup job definitions
B Review backup reports posted to Company service desk portal to ensure all expected backup jobs are occurring and
complying with contracted data limit

®m Backups of any systems/data not specifically covered by this item ID (i.e. servers not being managed by Company)

110030 Agent Based Cloud Backup 60

Company's Responsibilities and Included Features
® Recommended for under 2 TB of backup
B Supported data types:
® Network files systems
B File servers
B Databases
® Virtual machines
B QOperating systems
B |mages
®  Work with Client to install and configure agent on supported operating systems
B Configure 60 day retention policy
B Configuration of agent security and user levels of access

B Backups processed from the Client environment to Company backup storage infrastructure



Exception reporting and notifications reviewed on a daily basis
Client viewable backup reports posted to Company service desk portal
Backup job monitoring, reporting and notification
Advanced administration support for backup infrastructure issues including triage of backup failures
Support for initiating backup restorations (standard support SLA based on ticket severity)
Restoration options:
B Windows OS file level and bare metal restore
® Non-Windows OS file level restore only
Company provided engineering support for agent software upgrades as dictated by server side application software
Initial configuration of agent software and backend infrastructure components
All subsequent adds/moves and changes to the agent and backend backup infrastructure including inclusions and
exclusions from backup
Backup infrastructure stored in Company secure ReliaCloud facility with proper 'chain of custody' tracking of all Client

proprietary assets

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Custom backup job definitions (i.e. define what to backup when and how)

Notify Company of all critical data locations or any changes to applications and proprietary data not already included in
the current backup job definitions

Review backup reports posted to Company service desk portal to ensure all expected backup jobs are occurring and
complying with contracted data limit

Backups of any systems/data not specifically covered by this item ID (i.e. servers not being managed by Company)

600254 Custom Runbook for RTO of specified devices

Company's Responsibilities and Included Features

Company shall execute the steps contained within a jointly designed Runbook by Company and Client

to facilitate a disaster recovery sequence.

Execution of Runbook

Execute Runbook sequence as initiated by Client
Complete Runbook sequence by the 12 hour Recovery Time Objective (RTO)
m Runbook RTO time is calculated after notification by Client

Maintenance of Runbook

Provide updates to the documentation as necessary
Maintain Runbook within the Company Service Portal

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Specify which devices or systems need to be part of the Runbook
Contract for managed services of those specified devices

Notify Company of any changes in scope

Provide contact and escalation points

Notify Company of the need to execute the Runbook



600272 DRaas - Virtual Replication Service licensing (per VM) setup

Company's Responsibilities and Included Features
m [nitial configuration of Virtual Replication Service
m Requires: 600597 - Disaster Recovery Software as a Service with Management - Dedicated
monthly service
m Troubleshooting support for Virtual Replication Service application and functionality
m Provide access to management portal to test and initiate disaster recovery activities

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m Declaration of "Disaster" and Virtual Replication Service fail-over initiation
m Provide additional compute and network resources required to support Virtual Replication
Service infrastructure
m Disaster Recovery testing and/or testing simulation

600548 Agent Based Cloud Backup 90

Company's Responsibilities and Included Features
Description

The Agent-Based Cloud Backup 90 service provides desktop or server level remote back up. The service Agent runs locally on
the Customer's equipment and sends the backup data to the Client's ReliaCloud storage infrastructure. This nighly transaction
is facilitated by a Customer provided internet connection to the location being serviced.

m Recommended for under 2 TB of backup
m  Supported data types:
m  Network files systems
m File servers
m Databases
m Virtual machines
m  QOperating systems
® |mages
m  Work with Client to install and configure agent on supported operating systems
= Configure 90-day retention policy
m  Nightly file backup
= Configuration of agent security and user levels of access
m  Backups processed from the Client environment to Company backup storage infrastructure
m  Exception reporting and notifications reviewed on a daily basis
m  Backup job monitoring, reporting, and notification
®m  Advanced administration support for backup infrastructure issues including triage of backup failures

= Support for initiating backup restorations (standard support SLA based on ticket severity)



m  Restoration options:

= Windows OS

= File-level and bare metal restore Non-Windows OS

m File-level restore only
= Company provided engineering support for agent software upgrades as dictated by server-side application software
m |nitial configuration of agent software and backend infrastructure components

= All subsequent adds/moves and changes to the agent and backend backup infrastructure including inclusions
and exclusions from backup

m  Backup infrastructure stored in Company secure ReliaCloud facility with proper 'chain of custody' tracking of all Client
proprietary asset

Backup Metering

m  This is a metered service.

m  Protected data is defined as the size of the data protected from the server that is being backed up.

m The size of the protected data is measured by the size of the largest full, uncompressed, un-deduplicated backup,
during the billing period, as measured by the backup system. The unit of measurement is protected GB.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= Definition of what needs to be backed up

= Define the window of time within which the backup may be initiated

m  Qperating system administration of servers being backed up

m |nstallation and management of backup agents on servers being backed up if local agents are required
m Validation of data restored

601448

Company's Responsibilities and Included Features

Company will provide access to a multi-tenant Dell/EMC Data Domain for the purpose of acting as a secondary storage target
within a designated ReliaCloud Pod location. The service is delivered as a metered service allowing Client to consume the
storage in a pay-as-you-go model. The service solution is designed to integrate with a client provided geographically diverse
primary Dell/EMC Data Domain, over a Client provide WAN link to the designated ReliaCloud Pod location.

Service Management

= Work with Client to configure source appliance replication to ReliaCloud Data Domain target infrastructure
m  Work with Client to identify replication sets
m  Configuration of replication security and user levels of access
m |nitial configuration of backend infrastructure components
m |nitial and ongoing configuration of replication sets
®m  Monitor and maintain Company Data Domain and associated infrastructure
m Report on client storage space usage

Supported Data Types

= (Client hosted Data Domain appliances (no NAS support)
m Supports only MTree (no directory or collection replication scenarios)
= Supports VTL MTrees for offsite copy only (no local SAN access)



Incident Triage and Troubleshooting

m Triage and manage the troubleshooting process for replication errors, and research problems and issues, utilizing:
m  Company knowledge of known errors and their potential solutions
m  General operating system level troubleshooting
m  Escalation to the hardware provider
m To resolve system incidents, Company will:
= Apply Company known solutions
= Apply replication hardware/software vendor provided solutions
= Document user issues and system errors
= Company will triage and manage the troubleshooting process for replication errors.

Service Metering

® This is a metered service.

m The size of the stored data is measured as the largest peak size in GB during the month stored on the Appliance. Data
stored equals the amount of Data stored on Company s Data Domain. The billing period for this service is monthly, as
measured by the backup system. The unit of measurement is GB stored, rounded-up to the nearest whole GB.

Service Level Agreement

m SLA for Appliance availability is 99.99%

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client Infrastructure

®  Procurement and management of Client owned primary Dell/EMC Data Domain

®m  Procurement and management of WAN infrastructure to support the replication process

= Open any necessary ports and conduits between the primary Dell/EMC Data Domain and ReliaCloud Data Domain
target

m Provide Company with access, passwords, access codes or security devices as necessary to perform the services

Replication and Backup Management

m  Backups of any systems/data not specifically covered by this item ID (i.e. servers not being managed by Company)
= Define data to be replicated via policy

= Define retention period on Company Data Domain

m  Resources for restoring data are outside the scope of this service

m  Provide restoration environment and restoration resources including backup software in DR location

m Connectivity to Company environment

= Management of Client backup software

®  Management of Client s source Data Domain

= Avamar management (if part of replication environment)

Category: Disaster Recovery as a Service

606990 ReliaCloud DRaaS Internet Service Available Bandwidth

Company's Responsibilities and Included Features

Company will provide a redundant, multi-provider, managed Internet Bandwidth service ( Service) to provide high
performance, highly available internet access. Company will load balance traffic over multiple upstream Internet transit
providers. The Service is provided via the ReliaCloud network, no physical hand-offs are provided.

= Service may be capped up to the maximum allocation size indicated on the service order.



Service may also leverage ReliaCloud DRaaS Internet Service - Burstable Bandwidth ItemID 606991, calculated on the
95% of peak usage

m  Deliver committed Internet bandwidth allocation in 1 Mbps increments

m At Client's request, Company will support integration with Client provided BGP routing schema. Configuration of this
activiity will be billed as a scoped, time and materials engagment via a seperate SoW.

®m  Provide access to upstream and downstream bandwidth usage graphs via Company portal

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

=  ReliaCloud Internet Service - Committed Bandwidth is an unsecured raw Internet connection. Client is responsible for
providing virtual or physical security appliances or contracting with Company for Internet security services such as but
not limited to; firewalls, intrusion detection, security incident and response management (SIEM), denial of service
prevention, and traffic filtering. Note that providing physical infrastructure may require the use of additional company
ItemIDs.

= Comply with Acceptable Use Policy (AUP) https://www.oneneck.com/acceptable-use-polic

m  Notify Company if additional bandwidth is needed beyond the committed allocation

606991 ReliaCloud DRaaS Internet Service Burstable Bandwidth

Company's Responsibilities and Included Features

Cloud Internet Burstable Service is add-on component to Item ID 606990 ReliaCloud DRaaS Internet Service Available
Bandwidth.

m  (Clients will have a default maximum burst capacity of 1 Gbps.
= Bandwidth utilization in excess of the Available Bandwidth will be billed as Burstable Bandwidth and calculated using
the 95th Percentile Method, in 1 Mbps increments.

This service is a metered service

The 95th Percentile Method involves polling both inbound and outbound bandwidth utilization every five (5) minutes during
each calendar month. All such samples are ordered from highest to lowest. The top 5 percent of readings are discarded, and
Client is billed an additional charge based on the next highest reading. The amount of contracted available Bandwidth is
subtracted from the 95th Percentile to determine the Burstable Bandwidth usage to be billed. Aditional Available Bandwidth is
billed in advance; Burstable Bandwidth is billed in arrears, the month after usage occurs. By requesting a hard limit higher than
the Available Bandwidth, Client agrees to be subject to the Burstable Bandwidth for bandwidth consumed beyond the
Committed Bandwidth rate level on a monthly basis.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  ReliaCloud Internet Service - Burstable Bandwidth is an unsecured raw Internet connection. Client is responsible for
providing virtual or physical security appliances or contracting with Company for Internet security services such as but
not limited to; firewalls, intrusion detection, security incident and response management (SIEM), denial of service
prevention, and traffic filtering. Note that providing physical infrastructure may require the use of additional company
ItemIDs.

= Comply with Acceptable Use Policy (AUP) https://www.oneneck.com/acceptable-use-polic

607075 Managed Cisco Adaptive Security Virtual Appliance for DRaaS (ASAv10)

The Managed Cisco Adaptive Security Virtual Appliance Model 10 ( Managed ASAv10 ) service is a combination of Company
managed services for a firewall and Cisco software licensing for the purpose of running a single (non-redundant) ASAv10
firewall on a ReliaCloud Disaster Recovery as a Service (DRaaS) environments which is separately contracted with Company, to
provide VPN and firewalling for DRaa$S environments.

Definitions


https://www.oneneck.com/acceptable-use-policy
https://www.oneneck.com/acceptable-use-policy

Intellectual Property: any and all tangible and intangible (i) rights associated with works of authorship throughout the world,
including but not limited to copyrights, neighboring rights, moral rights, and mask works, and all derivative works thereof, (ii)
trademark and trade name rights and similar rights, (iii) trade secret rights, (iv) patents, designs, algorithms and other industrial
property rights, (v) all other intellectual and industrial property rights (of every kind and nature throughout the world and
however designated) whether arising by operation of law, contract, license, or otherwise, and (vi) all registrations, initial
applications, renewals, extensions, continuations, divisions or reissues thereof now or hereafter in force (including any rights in
any of the foregoing).

Feature Specification

The following table provides the ASAv10 feature specifications that Company will manage:

Feature Entitlement / Managed Support Licensing Included
Stateful inspection firewall throughput
) 1 Gbps Yes
(maximum) *
Stateful inspection firewall throughput
) 500 Mbps Yes
(multiprotocol) **
Advanced Encryption Standard (AES)
750 Mbps Yes
VPN throughput***
Connections per second 20,000 Yes
Concurrent sessions 100,000 Yes
VLANS 50 Yes
Bridge groups 25 Yes
IPsec VPN peers**** 25 Yes
Cisco AnyConnect or clientless VPN user
) 250 Yes
sessions*****

Note: Cisco s Cisco Adaptive Security Virtual Appliance v10 may include software features not listed in the table above. Any
unlisted services are not within the scope of Company s managed support of virtual appliance.

*Maximum throughput measured by Cisco with User Datagram Protocol (UDP) traffic under ideal conditions.

** Multiprotocol refers to a traffic profile consisting primarily of TCP-based protocols or applications like HTTP, SMTP, FTP,
IMAPvV4, BitTorrent, and DNS.

*** The VPN throughput and the number of sessions depend on the ASA device configuration and VPN traffic patterns. These
elements should be taken into consideration as part of your capacity planning.

**** Note, additional IPSec VPN peers (>25) are available and can be purchased from Company under a separate ItemID.

*****Cisco AnyConnect or clientless VPN user sessions are not included with this [temID, but can be purchased from Company
under a separate ItemID.

Company's Responsibilities and Included Features
Scope of Usage

m Provides a VPN tunnel endpoint for Client s to connect to the DRaaS environment. This will be for:
m  Management connectivity between the Client s Nutanix cluster and the DRaaS cluster
= Disaster recovery data replication traffic
m Client user access into the DRaa$ environment
= (Client may also elect Use this firewall as a primary firewall for workloads running in DRaa$S
m  Contracting this model of Security Virtual Appliance and its associated throughput capacity is not a guarantee by the
Company that the capacity is sufficient for Client s needs



Firewall Management

= Configuration of address translation (NAT/PAT)
m  Configuration of firewall rule management
m Virtualization cluster configuration support (if needed)
= LAN to LAN VPN tunnel configuration and support
= Remote access VPN configuration and support
m Support client-provided authentication integration including:
m |ocal Database
m  Lightweight Directory Access Portal (LDAP)
m  Authentication, Authorization and Accounting (AAA)
m  Active Directory (AD)
= Multifactor authentication (MFA)
m  Security Information and event Management (SIEM)
m Remote access VPN management
m Deployment and support of Cisco AnyConnect including:
m Group policy definitions
m  External user database authentication integration
m  Certificate management
= Client VPN access utilizing Cisco client software
m Site-to-site VPN management
= Management of the VPN tunnel configurations on one side of a site-to-site VPN connection
m Troubleshooting / support of VPN tunnel establishment

Patching and Upgrades

m  Periodic reviews of critical patches

m  Up to quarterly routine review same-version patch analysis

m  Application of updates and patches during Client approved maintenance windows

m  Periodic next version analysis and recommendations (upon Client request)

m  Periodic upgrades to the ASAV5 software (including major upgrades) will be conducted at Company s discretion and in
accordance with industry best practices

If Client does not provide Company with a maintenance window to apply upgrades and patches (critical and security) within a
commercially reasonable timeframe based on the severity of the upgrade or patch, Client waives any and all claims against
Company which arise directly or indirectly from such failure to upgrade or patch, and any applicable service level agreements
will be suspended until such time as patching and upgrades are up to date. If patching or upgrading is delayed by more than
three (3) months, a catch-up patching process will be applied at the time patching resumes, and Client will be invoiced on a
time and materials basis for such catch-up services. Client acknowledges and accepts all risk relating to failure to provide
maintenance windows for upgrades or patches, thus limiting the Company from applying upgrades and patches.

Expert User technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

End of Support

The Cisco ASAv10 is subject to an EOS Date, as described above in this SOW.



General Terms

Cisco Intellectual Property. The Intellectual Property of Client and Company shall be as provided in the Master Services
Agreement. Notwithstanding any other provision of this SOW or the Master Services Agreement, as between Client, Company
and Cisco, Cisco shall at all times retain all right, title, and interest in and to all pre-existing Intellectual Property owned by Cisco
as of the Effective Date of this SOW and all Intellectual Property in and to the Services belonging to Cisco or other Intellectual
Property provided or developed by Cisco or a third party on Cisco s behalf thereafter. Third party hardware and software shall
at all times be owned by the applicable third party.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

®  Provide virtualizing resources to meet or exceed the Managed ASAv10 Infrastructure specifications.
m  Minimum virtualized resources necessary to run the Managed ASAv10 are as follows:
= 2vCPU
m 4 GB memory *
m 8 GB storage

* Up to 8 GB of memory is required to support 50 Cisco AnyConnect User Sessions

m  Provide and configure desired internal and external network services
m Open any necessary ports and conduits between the Appliance and Company s management services
m Specify and implement, desired fault tolerance. Note, the Managed ASAv10 is a single (1) virtual appliance and non-
redundant. Should Client desire fault tolerance from a fail-over, reboot, or system maintenance window, a second (2
total) Managed ASAv10 should be deployed and configured for high-availability. That service is available from Company
under a separate ItemID.
= (Client is responsible for performing all Security Operations Center (SOC) services including but not limited to:
m Security incident response
m  Security incident identification, analysis, defense, investigation and reporting
m  Data breach investigation and reporting
m  Security gap analysis
m Threat intelligence collection and analysis

End User License Agreement

Client agrees that the Cisco ASAv10 software, and therefore Client s use of this Service as pertains to that software is subject to

https://www.cisco.com/c/dam/en_us/about/doing_business/legal/eula/cisco_end_user_license_agreement-eng.pdf and the

https://www.cisco.com/c/dam/en_us/about/doing_business/legal/seula/anyconnect-SEULA-v4x.pdf (collectively the Cisco
Terms ).

Breach

Client shall notify Company promptly of any breach or suspected breach of the Cisco Terms or any third party license and
further agrees that it will, at OneNeck or Cisco request, assist Cisco in efforts to preserve Cisco s or its supplier s Intellectual
Property rights including pursuing an action against any breaching third parties.

607090 ReliaCloud DRaaS Node DRS.2486H

Definitions
AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCl) management software that operates the
merger of compute, storage, networking and virtualization services

Block: A chassis that contains one or more Nodes


https://www.cisco.com/c/dam/en_us/about/doing_business/legal/eula/cisco_end_user_license_agreement-eng.pdf
https://www.cisco.com/c/dam/en_us/about/doing_business/legal/seula/anyconnect-SEULA-v4x.pdf

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.2486H ( DRaaS Node ) service is comprised of hardware, software and a base level of management
services for the Nutanix AOS and Nutanix AHV dedicated to providing a Disaster Recovery (DR) target for Client s Nutanix
Clusters. This includes the ability to host active workloads necessary for DR. DRaaS Nodes minimally belong to a Cluster
configured with at least three (3) DRaaS Nodes. DRaaS Nodes are dedicated to the Client for their exclusive use.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m )4 cores
= 768 GB RAM
m  Hybrid disk configuration of 72 TB HDD and 15.36 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node software specifications:
Company will provide an DRaaS Node that provides a software release that meets or exceeds the following software editions:

= Nutanix NCI Ultimate

= Nutanix NCM PRO

®m  Nutanix Calm

= Nutanix Flow Network Security

The DRaaS Node includes the following Nutanix software that can be self-enrolled and disenrolled by Customer. Usage of this
software may incur additional charges as defined by the Agreement:

m  Nutanix Files License Service - AOS Per TiB
= Nutanix Objects License Service - AOS Per TiB

Cluster and Node Setup:

®m  Company will setup and configure a private DRaaS Cluster with quantity of nodes contracted.
AOS Administration:
Company will support administration of the following base features of AOS:

m  Enterprise storage
m  Cluster sizing including heterogeneous Clusters
m Data tiering
m  |nline compression
m |nline performance deduplication
m Online Cluster growth
m  Compression
m  Deduplication



Erasure coding (EC-X) *
m  Nutanix Volumes Management
m  Creation of iSCSI volume group(s)
m  Management of volume groups
m  Management of client iSCSI initiators
= Management of iSCSI data services
m Configure Bare Metal Nodes for IP addressing
m |f Company determines it as a requirement, configuration and management of Challenge-Handshake
Authentication (CHAP)
® |nfrastructure Resilience
m  Data path redundancy
m Tunable redundancy factor
m Security
= (Client authentication
= Cluster lockdown
m  Data-at-rest encryption (software-based and self-encrypting drives)
= Management and Analytics
m  Prism Central and Prism Elements
m  PulseCluster health

* Erasure coding is a feature available to Clusters comprised of at least 5 Nodes. Its use may not be appropriate in all
configurations and is dependent upon the workloads. Company will consult with Client to determine the appropriate Cluster
level settings to meet their business, workload performance, and availability goals.

Administration of additional AOS features is not included under this scope of Services but may be available from Company
under different Itemld numbers.

Cluster and Node Incident Triage and Troubleshooting:

m  Triage of Node or Block hardware or operating system incidents
® Troubleshooting and work to resolve Node hardware or operating system incidents
®m  Document user issues and AOS errors

Patching, Updates, and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

®m  Manage change order process including Client notification of Updates

m  Application of Updates during Company defined maintenance windows

m  Periodic application of the Updates to the AQOS software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Block and Node Maintenance Management:
Block and Node maintenance management is limited to:

m  Physical Blocks and Nodes

m  Company and Nutanix-approved server hardware platforms

®m  Hardware with Client-procured hardware maintenance support subscription
m  Periodic reviews of critical patches

Block and Node maintenance management is limited to:

= Management of hardware replacement and/or repair with hardware vendor
m  Analysis of hardware additions or upgrades
m  Application of hardware BIOS updates as necessary

AHV Administration:



Company will support administration of the following base features of AHV:

m  Enterprise storage

= Virtual Machine ( VM ) centric snapshots and clones

m VVM-centric Storage QoS

® VM Flash Mode
= Data Protection

m  Application consistent snapshots

m  |ocal snapshots

m  Self-service restores

m  Asynchronous replication with a minimum 1-hour recovery point objective ( RPO )
m Virtualization Features

® VM management. VM s operating system management and application management is specifically excluded

from this scope.

m VM automated resource scheduling

m VM affinity rules

m Virtual network configuration

m Host profiles

= VM high availability

m Self-service portal

Administration of additional AHV features is not included under this scope of services but may be available from Company
under different Itemld numbers

Cluster Network Administration
Company will provide the following Cluster network activities to enable DR testing and failover.
During a DR Test

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m  Company requires at least 24 hours advanced notice of a DR test being conducted by the Client. This
notification is to be through a ticket into the Company Service Desk
= [f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
= (Client to request this through a P1 ticket into the Company Service Desk
= [f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

AHV Triage and Troubleshooting:

m  Triage of AHV system incidents
m Troubleshoot and work to resolve AHV system incidents
m  Document AHV system issues and errors

Hypervisor (AHV) Patching, Updates and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

= Manage change order process including Client s notification of Updates

m  Application of Updates during Company s defined maintenance windows

m  Periodic application of the Updates to the AHV software (including major upgrades) will be conducted at Company s



discretion and in accordance with standard industry practices.
Expert User Technical Support:
Technical support may only be requested by a Client s Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client s
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Administration

Company is providing managed Services on a virtualization platform with an end-user experience making certain self-service
features are available to Client, including:

= Ability to login into Prism and general visibility into the Cluster metrics and configuration settings such as:
m Cluster and VM performance and analysis
m  Cluster, health and availability
m  Cluster capacity and trend info
m  Alerts and notifications
m  Creation of customized dashboards
m  Self-service management of virtual infrastructure
m (Create, delete and modify VMs
m  Execute snapshots and restorations
m  Add VMs to catalog
m |mport, add, create and delete images to catalog
m Create and modify data protection policies and recovery plans

Network Administration during Testing or Failover
During a DR Test

= [f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m Client is required to submit a ticket into the Company Service Desk at least 24 hours in advanced of a DR test
being conducted by the Client to re-route the NGT network traffic
m Access into the isolated test network. Typically provided by a Client provided jump box which can be accessed for the
DR network but has connectivity into the DR network

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
m (Client to request this through a P1 ticket into the Company Service Desk
m  External or Wide Area Network (WAN) failover

General Requirements

= Own and manage guest VM applications and operating systems support
= Perform all data backup



m  Manage network devices
m  Migrate physical machines and/or VMs onto or off the platform
m  Provide VM resources within the Cluster for Company s operating systems and applications that are used to manage
the Client s environment
m  This platform includes software features that are Customer discoverable and allow for self-enrollment. These services
are metered usage and will bill monthly based upon their usage. The following ItemIDs must be subscribed to, but don't
require their use unless desired by Customer:
m 606611 Nutanix Files License Service - AOS Per TiB
m 606612 Nutanix Objects License Service - AOS Per TiB

Third Party Utilities and Applications:
m  Manage third-party AHV enhancement tools, utilities and applications
Business Continuity / DR Plan:

= (Client business continuity plan(s) and DR plan(s) are solely Client s responsibilities and are out of scope for this
engagement.

m  Setup and management of Nutanix Protection Policies

m Setup and management of Nutanix Recovery Plans

® |nitiation and management of failover process

m DR testing

Acknowledgment and EULA:

= (Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix AHV is by Nutanix, Inc. and
may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

m (Client agrees and acknowledges, and understands that any Nutanix licensing component of this service is subject to
price changes by Nutanix and that these changes may be passed on to the Client as and when Nutanix informs
Company of price changes

= (Client agrees that Nutanix offerings provided herein are subject to, and governed by, the Nutanix License and Service
Agreement available at https://www.nutanix.com/legal/eula , which is hereby incorporated into this SOW in full

607091 ReliaCloud DRaaS Node DRS.2486H-Reserved

Definitions

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.2486H-Reserved ( Reserved Node ) provides an allocation of compute resources to an existing
Cluster of at least 3 Nodes. Upon Client s request, Reserved Nodes are activated from a powered-off state and joined to the
Client s existing hosted Cluster.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 24 cores
m 768 GB RAM
m  Hybrid disk configuration of 72 TB HDD and 15.36 TB of NVMe storage


https://www.nutanix.com/legal/eula

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node Activation and Billing

= (Client may request Reserved Node activation at any time by submitting a priority 1 service request

m Reserved Node activation is supported 24 x 7

m A Reserved Node is considered activated once joined to the Cluster and visible within Prism Central

m  Once activated the Reserved Node will be billed and serviced under its monthly ReliaCloud DRaaS Activated Reserved
Node Rate, until Client submits a service request for an Activated Reserved Node to be removed from the Cluster, at
which point the Reserved Node will revert to its Reserved Node billing rate

Service Level Objective (SLO)

m The SLO for Company delivery of a Dedicated Reserved Node to an activated state, from the time of Client request to
visibility within Prism Central, is four (4) Hours. This SLO is subject to the service availability SLA found within the
Service Level Agreement Company Services section of this SOW

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements:

m  Subscribe to Company s ReliaCloud DRaaS Advanced Node DRS.2486H Services and have a Cluster of at least three (3)
Nodes

m  Subscribe to Company s ReliaCloud DRaaS Advanced Node DRS.2486H-Activated Reserved Services

= Notify Company to request Node activation, deactivation or changes in use to production status

607092 ReliaCloud DRaaS Node DRS.2486H-Reserved Activated

Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.2486H-Reserved Activated ( Activated Node ) service is comprised of hardware, software and a
base level of management services for the Nutanix AOS and Nutanix AHV. An Activated Node is a ReliaCloud DRaaS Node
DRS.2486H-Reserved Node that has been joined to an existing Cluster at Client request and is available for Client s use.

A ReliaCloud DRaaS Node DRS.2486H-Reserved Activated is identical to ReliaCloud DRaaS Node DRS.2486H, except the per
Node billing rate as provided above and as otherwise provided within this ltemID. All other Company responsibilities, included
features, Client responsibilities and out of scope notes are included as if restated within this [temID.

Node Activation and Billing

An Activated Node will be billed monthly in whole day increments for each day that it is activated until Client submits a service
request for the Activated Node to be removed from the Cluster, at which point the Activated Node will be returned to
Reserved Node status and rates.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Additional General Requirements:

m Subscribe to Company s Services for ReliaCloud DRaaS Node DRS.2486H Services and have a Cluster of at least three (3)
Nodes
m Subscribe to Company s ReliaCloud DRaaS Node DRS.2486H-Reserved Services



607093 ReliaCloud DRaaS Node DRS.3676N

Definitions
AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Block: A chassis that contains one or more Nodes

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.3676N ( DRaaS Node ) service is comprised of hardware, software and a base level of management
services for the Nutanix AOS and Nutanix AHV dedicated to providing a Disaster Recovery (DR) target for Client s Nutanix
Clusters. This includes the ability to host active workloads necessary for DR. DRaaS Nodes minimally belong to a Cluster
configured with at least three (3) DRaaS Nodes. DRaaS Nodes are dedicated to the Client for their exclusive use.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

= 36 cores
= 1024 GB RAM
m 76.8 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node software specifications:
Company will provide an DRaaS Node that provides a software release that meets or exceeds the following software editions:

= Nutanix NCI Ultimate

m  Nutanix NCM PRO

®m  Nutanix Calm

= Nutanix Flow Network Security

The DRaaS Node includes the following Nutanix software that can be self-enrolled and disenrolled by Customer. Usage of this
software may incur additional charges as defined by the Agreement:

= Nutanix Files License Service - AOS Per TiB
m  Nutanix Objects License Service - AOS Per TiB

Cluster and Node Setup:
m  Company will setup and configure a private DRaa$S Cluster with quantity of nodes contracted.
AOS Administration:

Company will support administration of the following base features of AOS:



m  Enterprise storage
n
m Cluster sizing including heterogeneous Clusters
® Data tiering
m |nline compression
m |nline performance deduplication
m  Online Cluster growth
= Compression
m Deduplication
m  Erasure coding (EC-X) *
®  Nutanix Volumes Management
n
= Creation of iSCSI volume group(s)
= Management of volume groups
m  Management of client iSCSI initiators
m  Management of iSCSI data services
m  Configure Bare Metal Nodes for IP addressing
m |f Company determines it as a requirement, configuration and management of Challenge-Handshake
Authentication (CHAP)
Infrastructure Resilience

m Data path redundancy
m Tunable redundancy factor
m Security

= (Client authentication

m Cluster lockdown

m  Data-at-rest encryption (software-based and self-encrypting drives)
= Management and Analytics

m  Prism Central and Prism Elements
m  PulseCluster health

* Erasure coding is a feature available to Clusters comprised of at least 5 Nodes. Its use may not be appropriate in all
configurations and is dependent upon the workloads. Company will consult with Client to determine the appropriate Cluster
level settings to meet their business, workload performance, and availability goals.

Administration of additional AOS features is not included under this scope of Services but may be available from Company
under different Itemld numbers.

Cluster and Node Incident Triage and Troubleshooting:

m Triage of Node or Block hardware or operating system incidents
m Troubleshooting and work to resolve Node hardware or operating system incidents
= Document user issues and AOS errors

Patching, Updates, and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

= Manage change order process including Client notification of Updates

®  Application of Updates during Company defined maintenance windows

m  Periodic application of the Updates to the AQOS software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Block and Node Maintenance Management:



Block and Node maintenance management is limited to:

Physical Blocks and Nodes
= Company and Nutanix-approved server hardware platforms
m  Hardware with Client-procured hardware maintenance support subscription

Periodic reviews of critical patches
Block and Node maintenance management is limited to:

®m  Management of hardware replacement and/or repair with hardware vendor
m  Analysis of hardware additions or upgrades
m  Application of hardware BIOS updates as necessary

AHV Administration:
Company will support administration of the following base features of AHV:

m Enterprise storage

n
= Virtual Machine ( VM ) centric snapshots and clones
m VM-centric Storage QoS
= VM Flash Mode

®m Data Protection

n

m  Application consistent snapshots

m  |ocal snapshots

m  Self-service restores

m  Asynchronous replication with a minimum 1-hour recovery point objective ( RPO )
m Virtualization Features

= VM management. VM s operating system management and application management is specifically excluded
from this scope.

= VM automated resource scheduling

m VM affinity rules

m  Virtual network configuration

m Host profiles

m VM high availability

m  Self-service portal

Administration of additional AHV features is not included under this scope of services but may be available from Company
under different Itemld numbers

Cluster Network Administration
Company will provide the following Cluster network activities to enable DR testing and failover.
During a DR Test

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m  Company requires at least 24 hours advanced notice of a DR test being conducted by the Client. This
notification is to be through a ticket into the Company Service Desk
= |f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as



it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
= (Client to request this through a P1 ticket into the Company Service Desk
= |f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

AHV Triage and Troubleshooting:

m  Triage of AHV system incidents
m  Troubleshoot and work to resolve AHV system incidents
m  Document AHV system issues and errors

Hypervisor (AHV) Patching, Updates and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

®m  Manage change order process including Client s notification of Updates

m  Application of Updates during Company s defined maintenance windows

m  Periodic application of the Updates to the AHV software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Expert User Technical Support:
Technical support may only be requested by a Client s Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client s
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Administration

Company is providing managed Services on a virtualization platform with an end-user experience making certain self-service
features are available to Client, including:

®  Ability to login into Prism and general visibility into the Cluster metrics and configuration settings such as:

n
m Cluster and VM performance and analysis
m  Cluster, health and availability
m  Cluster capacity and trend info
m  Alerts and notifications
= Creation of customized dashboards
= Self-service management of virtual infrastructure
n

m  Create, delete and modify VMs

m  Execute snapshots and restorations

m  Add VMs to catalog

m |mport, add, create and delete images to catalog

m Create and modify data protection policies and recovery plans

Network Administration during Testing or Failover

During a DR Test



= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m (Client is required to submit a ticket into the Company Service Desk at least 24 hours in advanced of a DR test
being conducted by the Client to re-route the NGT network traffic
m Access into the isolated test network. Typically provided by a Client provided jump box which can be accessed for the
DR network but has connectivity into the DR network

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
= (Client to request this through a P1 ticket into the Company Service Desk
m  External or Wide Area Network (WAN) failover

General Requirements

= Own and manage guest VM applications and operating systems support

m Perform all data backup

®  Manage network devices

®m  Migrate physical machines and/or VMs onto or off the platform

m  Provide VM resources within the Cluster for Company s operating systems and applications that are used to manage
the Client s environment

m This platform includes software features that are Customer discoverable and allow for self-enrollment. These services
are metered usage and will bill monthly based upon their usage. The following ItemIDs must be subscribed to, but don't
require their use unless desired by Customer:

m 606611 Nutanix Files License Service - AOS Per TiB
m 606612 Nutanix Objects License Service - AOS Per TiB

Third Party Utilities and Applications:
®  Manage third-party AHV enhancement tools, utilities and applications
Business Continuity / DR Plan:

= Client business continuity plan(s) and DR plan(s) are solely Client s responsibilities and are out of scope for this
engagement.

m Setup and management of Nutanix Protection Policies

m Setup and management of Nutanix Recovery Plans

® |nitiation and management of failover process

® DR testing

Acknowledgment and EULA:

= Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix AHV is by Nutanix, Inc. and
may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

= (Client agrees and acknowledges, and understands that any Nutanix licensing component of this service is subject to
price changes by Nutanix and that these changes may be passed on to the Client as and when Nutanix informs
Company of price changes

= Client agrees that Nutanix offerings provided herein are subject to, and governed by, the Nutanix License and Service
Agreement available at https://www.nutanix.com/legal/eula , which is hereby incorporated into this SOW in full

607094 ReliaCloud DRaaS Node DRS.3676N-Reserved

Definitions


https://www.nutanix.com/legal/eula

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCl) management software that operates the
merger of compute, storage, networking and virtualization services

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.3676N-Reserved ( Reserved Node ) provides an allocation of compute resources to an existing
Cluster of at least 3 Nodes. Upon Client s request, Reserved Nodes are activated from a powered-off state and joined to the
Client s existing hosted Cluster.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 36 cores
= 1024 GB RAM
m 76.8 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node Activation and Billing

= Client may request Reserved Node activation at any time by submitting a priority 1 service request

m Reserved Node activation is supported 24 x 7

m A Reserved Node is considered activated once joined to the Cluster and visible within Prism Central

®m  Once activated the Reserved Node will be billed and serviced under its monthly ReliaCloud DRaaS Activated Reserved
Node Rate, until Client submits a service request for an Activated Reserved Node to be removed from the Cluster, at
which point the Reserved Node will revert to its Reserved Node billing rate

Service Level Objective (SLO)

m The SLO for Company delivery of a Dedicated Reserved Node to an activated state, from the time of Client request to
visibility within Prism Central, is four (4) Hours. This SLO is subject to the service availability SLA found within the
Service Level Agreement Company Services section of this SOW

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements:

m Subscribe to Company s ReliaCloud DRaaS Advanced Node DRS.3676N Services and have a Cluster of at least three (3)
Nodes

m  Subscribe to Company s ReliaCloud DRaaS Advanced Node DRS.3676N-Activated Reserved Services

= Notify Company to request Node activation, deactivation or changes in use to production status

607095 ReliaCloud DRaaS Node DRS.3676N-Reserved Activated

Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.3676N-Reserved Activated ( Activated Node ) service is comprised of hardware, software and a



base level of management services for the Nutanix AOS and Nutanix AHV. An Activated Node is a ReliaCloud DRaaS Node
DRS.3676N-Reserved Node that has been joined to an existing Cluster at Client request and is available for Client s use.

A ReliaCloud DRaaS Node DRS.3676N-Reserved Activated is identical to ReliaCloud DRaaS Node DRS.3676N, except the per
Node billing rate as provided above and as otherwise provided within this ltemID. All other Company responsibilities, included
features, Client responsibilities and out of scope notes are included as if restated within this [temID.

Node Activation and Billing

An Activated Node will be billed monthly in whole day increments for each day that it is activated until Client submits a service
request for the Activated Node to be removed from the Cluster, at which point the Activated Node will be returned to
Reserved Node status and rates.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Additional General Requirements:

m Subscribe to Company s Services for ReliaCloud DRaaS Node DRS.3676N Services and have a Cluster of at least three (3)
Nodes
m Subscribe to Company s ReliaCloud DRaaS Node DRS.3676N-Reserved Services

607096 ReliaCloud DRaaS Starter Node DRS.1230N

Definitions
AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCl) management software that operates the
merger of compute, storage, networking and virtualization services

Block: A chassis that contains one or more Nodes

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS$ Starter Node DRS.1230N ( DRaaS Node ) service is comprised of hardware, software and a base level of
management services for the Nutanix AOS and Nutanix AHV, dedicated to providing a Disaster Recovery (DR) target for Client s
Nutanix Clusters. This includes the ability to host active workloads necessary for DR. Starter DRaaS Nodes Clusters are limited
to a minimum of three (3) DRaaS Nodes per Clusters. DRaaS Nodes are dedicated to the Client for their exclusive use.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 12 cores
= 512 GB RAM
= 30.72 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.



Node software specifications:
Company will provide an DRaaS Node that provides a software release that meets or exceeds the following software editions:

= Nutanix NCI Ultimate

= Nutanix NCM PRO

®m  Nutanix Calm

= Nutanix Flow Network Security

The DRaaS Node includes the following Nutanix software that can be self-enrolled and disenrolled by Customer. Usage of this
software may incur additional charges as defined by the Agreement:

= Nutanix Files License Service - AOS Per TiB
= Nutanix Objects License Service - AOS Per TiB

Cluster and Node Setup:

®m  Company will setup and configure a private DRaaS Cluster with quantity of nodes contracted.
AOS Administration:
Company will support administration of the following base features of AOS:

m  Enterprise storage

m  (luster sizing including heterogeneous Clusters
m  Data tiering
m Inline compression
m |nline performance deduplication
m Online Cluster growth
= Compression
m  Deduplication
m Erasure coding (EC-X) *
= Nutanix Volumes Management

m  Creation of iSCSI volume group(s)
m  Management of volume groups
®  Management of client iSCSI initiators
= Management of iSCSI data services
m  Configure Bare Metal Nodes for IP addressing
m |f Company determines it as a requirement, configuration and management of Challenge-Handshake
Authentication (CHAP)
® |nfrastructure Resilience

m  Data path redundancy
m  Tunable redundancy factor
m Security

m (Client authentication

m Cluster lockdown

m  Data-at-rest encryption (software-based and self-encrypting drives)
®  Management and Analytics

= Prism Central and Prism Elements
m  PulseCluster health

* Erasure coding is a feature available to Clusters comprised of at least 5 Nodes. Its use may not be appropriate in all



configurations and is dependent upon the workloads. Company will consult with Client to determine the appropriate Cluster
level settings to meet their business, workload performance, and availability goals.

Administration of additional AOS features is not included under this scope of Services but may be available from Company
under different Itemld numbers.

Cluster and Node Incident Triage and Troubleshooting:

= Triage of Node or Block hardware or operating system incidents
m Troubleshooting and work to resolve Node hardware or operating system incidents
m  Document user issues and AQS errors

Patching, Updates, and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

®m  Manage change order process including Client notification of Updates

®  Application of Updates during Company defined maintenance windows

m  Periodic application of the Updates to the AQOS software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Block and Node Maintenance Management:
Block and Node maintenance management is limited to:

m  Physical Blocks and Nodes

= Company and Nutanix-approved server hardware platforms

m  Hardware with Client-procured hardware maintenance support subscription
m  Periodic reviews of critical patches

Block and Node maintenance management is limited to:

= Management of hardware replacement and/or repair with hardware vendor
m  Analysis of hardware additions or upgrades
m  Application of hardware BIOS updates as necessary

AHV Administration:
Company will support administration of the following base features of AHV:

m  Enterprise storage

n
m Virtual Machine ( VM ) centric snapshots and clones
m VVM-centric Storage QoS
= VM Flash Mode

Data Protection

m  Application consistent snapshots

m | ocal snapshots

m Self-service restores

m  Asynchronous replication with a minimum 1-hour recovery point objective ( RPO )
m Virtualization Features

= VM management. VM s operating system management and application management is specifically excluded
from this scope.

= VM automated resource scheduling

m VM affinity rules

= Virtual network configuration

m  Host profiles



m VM high availability
m  Self-service portal

Administration of additional AHV features is not included under this scope of services but may be available from Company
under different Iltemld numbers

Cluster Network Administration
Company will provide the following Cluster network activities to enable DR testing and failover.
During a DR Test

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m  Company requires at least 24 hours advanced notice of a DR test being conducted by the Client. This
notification is to be through a ticket into the Company Service Desk
m  |f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
m Client to request this through a P1 ticket into the Company Service Desk
= [f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

AHV Triage and Troubleshooting:

m  Triage of AHV system incidents
m Troubleshoot and work to resolve AHV system incidents
m  Document AHV system issues and errors

Hypervisor (AHV) Patching, Updates and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

=  Manage change order process including Client s notification of Updates

m  Application of Updates during Company s defined maintenance windows

m  Periodic application of the Updates to the AHV software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Expert User Technical Support:
Technical support may only be requested by a Client s Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client s
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Administration



Company is providing managed Services on a virtualization platform with an end-user experience making certain self-service
features are available to Client, including:

= Ability to login into Prism and general visibility into the Cluster metrics and configuration settings such as:

n
m  Cluster and VM performance and analysis
m Cluster, health and availability
m  Cluster capacity and trend info
m  Alerts and notifications
m  Creation of customized dashboards
m  Self-service management of virtual infrastructure
n

m Create, delete and modify VMs

m  Execute snapshots and restorations

m  Add VMs to catalog

m |mport, add, create and delete images to catalog

m Create and modify data protection policies and recovery plans

Network Administration during Testing or Failover
During a DR Test

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m Client is required to submit a ticket into the Company Service Desk at least 24 hours in advanced of a DR test
being conducted by the Client to re-route the NGT network traffic
m  Access into the isolated test network. Typically provided by a Client provided jump box which can be accessed for the
DR network but has connectivity into the DR network

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
= (Client to request this through a P1 ticket into the Company Service Desk
= External or Wide Area Network (WAN) failover

General Requirements

= Own and manage guest VM applications and operating systems support

= Perform all data backup

®  Manage network devices

= Migrate physical machines and/or VMs onto or off the platform

m Provide VM resources within the Cluster for Company s operating systems and applications that are used to manage
the Client s environment

m  This platform includes software features that are Customer discoverable and allow for self-enrollment. These services
are metered usage and will bill monthly based upon their usage. The following ItemIDs must be subscribed to, but don't
require their use unless desired by Customer:

m 606611 Nutanix Files License Service - AOS Per TiB
m 606612 Nutanix Objects License Service - AOS Per TiB

Third Party Utilities and Applications:
®m  Manage third-party AHV enhancement tools, utilities and applications

Business Continuity / DR Plan:



= (Client business continuity plan(s) and DR plan(s) are solely Client s responsibilities and are out of scope for this
engagement.

= Setup and management of Nutanix Protection Policies

m Setup and management of Nutanix Recovery Plans

® |nitiation and management of failover process

m DR testing

Acknowledgment and EULA:

= (Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix AHV is by Nutanix, Inc. and
may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

m (Client agrees and acknowledges, and understands that any Nutanix licensing component of this service is subject to
price changes by Nutanix and that these changes may be passed on to the Client as and when Nutanix informs
Company of price changes

= (Client agrees that Nutanix offerings provided herein are subject to, and governed by, the Nutanix License and Service
Agreement available at https://www.nutanix.com/legal/eula , which is hereby incorporated into this SOW in full

607101 Internet IP Address Range for ReliaCloud /29 Allocation (8 addresses) for DRaaS

Company's Responsibilities and Included Features

m  Provide an Internet routable IPv4 subnet /29 address range

m The address range provides 8 subnet addresses. Note that usable address space within that subnet will vary depending
on network routing schema and Client terminating equipment, physical or virtual.

= Maintain Internet routing tables

= Company provided IPv4 address space is not portable or transferrable to another carrier

®  Maintain documentation for the IP network with the RIR (e.g. ARIN).

m  Enforce IP conservation policies

m  Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
m  Stay within ARIN's usage compliance requirements

607102 ReliaCloud DRaaS Node DRS.2486H-LO Reserved Activated

Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.2486H-LO Reserved Activated ( Activated Node ) service is comprised of hardware, software and a
base level of management services for the Nutanix AOS and Nutanix AHV. An Activated Node is a ReliaCloud DRaaS Node
DRS.2486H-Reserved Node that has been joined to an existing Cluster at Client request and is available for Client s use.

A ReliaCloud DRaaS Node DRS.2486H-LO Reserved Activated is identical to ReliaCloud DRaaS Node DRS.2486H, except the per
Node billing rate as provided above and as otherwise provided within this ltemID. All other Company responsibilities, included
features, Client responsibilities and out of scope notes are included as if restated within this ItemID.

Node Activation and Billing

An Activated Node will be billed monthly in whole day increments for each day that it is activated until Client submits a service
request for the Activated Node to be removed from the Cluster, at which point the Activated Node will be returned to
Reserved Node status and rates.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
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Additional General Requirements:

m  Subscribe to Company s Services for ReliaCloud DRaaS Node DRS.2486H Services and have a Cluster of at least three (3)
Nodes
m Subscribe to Company s ReliaCloud DRaaS Node DRS.2486H-Reserved Services

607103 ReliaCloud DRaaS Node DRS.3676N-LO Reserved Activated

Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.3676N-LO Reserved Activated ( Activated Node ) service is comprised of hardware, software and a
base level of management services for the Nutanix AOS and Nutanix AHV. An Activated Node is a ReliaCloud DRaaS Node
DRS.3676N-Reserved Node that has been joined to an existing Cluster at Client request and is available for Client s use.

A ReliaCloud DRaaS Node DRS.3676N-LO Reserved Activated is identical to ReliaCloud DRaaS Node DRS.3676N, except the per
Node billing rate as provided above and as otherwise provided within this ltemID. All other Company responsibilities, included
features, Client responsibilities and out of scope notes are included as if restated within this ItemID.

Node Activation and Billing

An Activated Node will be billed monthly in whole day increments for each day that it is activated until Client submits a service
request for the Activated Node to be removed from the Cluster, at which point the Activated Node will be returned to
Reserved Node status and rates.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ltemID)

Additional General Requirements:

m Subscribe to Company s Services for ReliaCloud DRaaS Node DRS.3676N Services and have a Cluster of at least three (3)
Nodes
m Subscribe to Company s ReliaCloud DRaaS Node DRS.3676N-Reserved Services

608407 ReliaCloud DRaaS Node DRS.1230N-Reserved

Definitions

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.1230N-Reserved ( Reserved Node ) provides an allocation of compute resources to an existing
Cluster of at least 3 Nodes. Upon Client s request, Reserved Nodes are activated from a powered-off state and joined to the
Client s existing hosted Cluster.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 12 cores
= 512 GBRAM
= 30.72 TB of NVMe storage



Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node Activation and Billing

= (Client may request Reserved Node activation at any time by submitting a priority 1 service request

m Reserved Node activation is supported 24 x 7

m A Reserved Node is considered activated once joined to the Cluster and visible within Prism Central

m  Once activated the Reserved Node will be billed and serviced under its monthly ReliaCloud DRaaS Activated Reserved
Node Rate, until Client submits a service request for an Activated Reserved Node to be removed from the Cluster, at
which point the Reserved Node will revert to its Reserved Node billing rate

Service Level Objective (SLO)

m The SLO for Company delivery of a Dedicated Reserved Node to an activated state, from the time of Client request to
visibility within Prism Central, is four (4) Hours. This SLO is subject to the service availability SLA found within the
Service Level Agreement Company Services section of this SOW

611268 ReliaCloud DRaaS Node DRS.2486H

Definitions
AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCl) management software that operates the
merger of compute, storage, networking and virtualization services

Block: A chassis that contains one or more Nodes

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.2486H ( DRaaS Node ) service is comprised of hardware, software and a base level of management
services for the Nutanix AOS and Nutanix AHV dedicated to providing a Disaster Recovery (DR) target for Client s Nutanix
Clusters. This includes the ability to host active workloads necessary for DR. DRaaS Nodes minimally belong to a Cluster
configured with at least three (3) DRaaS Nodes. DRaaS Nodes are dedicated to the Client for their exclusive use.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 24 cores
= 768 GB RAM
m  Hybrid disk configuration of 72 TB HDD and 15.36 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.



Node software specifications:
Company will provide an DRaaS Node that provides a software release that meets or exceeds the following software editions:

= Nutanix NCI Ultimate

= Nutanix NCM PRO

®m  Nutanix Calm

= Nutanix Flow Network Security

The DRaaS Node includes the following Nutanix software that can be self-enrolled and disenrolled by Customer. Usage of this
software may incur additional charges as defined by the Agreement:

= Nutanix Files License Service - AOS Per TiB
m  Nutanix Objects License Service - AOS Per TiB

Cluster and Node Setup:

m  Company will setup and configure a private DRaa$S Cluster with quantity of nodes contracted.
AOS Administration:
Company will support administration of the following base features of AOS:

m  Enterprise storage
m Cluster sizing including heterogeneous Clusters
® Data tiering
m |nline compression
m |nline performance deduplication
m Online Cluster growth
= Compression
m  Deduplication
m Erasure coding (EC-X) *
m  Nutanix Volumes Management
m  Creation of iSCSI volume group(s)
m  Management of volume groups
m  Management of client iSCSI initiators
= Management of iSCSI data services
m Configure Bare Metal Nodes for IP addressing
m |f Company determines it as a requirement, configuration and management of Challenge-Handshake
Authentication (CHAP)
® |nfrastructure Resilience
m  Data path redundancy
m Tunable redundancy factor
m Security
= (Client authentication
= Cluster lockdown
m  Data-at-rest encryption (software-based and self-encrypting drives)
= Management and Analytics
m  Prism Central and Prism Elements
m  PulseCluster health

* Erasure coding is a feature available to Clusters comprised of at least 5 Nodes. Its use may not be appropriate in all
configurations and is dependent upon the workloads. Company will consult with Client to determine the appropriate Cluster
level settings to meet their business, workload performance, and availability goals.

Administration of additional AOS features is not included under this scope of Services but may be available from Company
under different Itemld numbers.



Cluster and Node Incident Triage and Troubleshooting:

= Triage of Node or Block hardware or operating system incidents
m Troubleshooting and work to resolve Node hardware or operating system incidents
= Document user issues and AOS errors

Patching, Updates, and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

®m  Manage change order process including Client notification of Updates

®  Application of Updates during Company defined maintenance windows

m  Periodic application of the Updates to the AQOS software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Block and Node Maintenance Management:
Block and Node maintenance management is limited to:

m  Physical Blocks and Nodes

= Company and Nutanix-approved server hardware platforms

m  Hardware with Client-procured hardware maintenance support subscription
m  Periodic reviews of critical patches

Block and Node maintenance management is limited to:

®  Management of hardware replacement and/or repair with hardware vendor
m  Analysis of hardware additions or upgrades
m  Application of hardware BIOS updates as necessary

AHV Administration:
Company will support administration of the following base features of AHV:

m  Enterprise storage

= Virtual Machine ( VM ) centric snapshots and clones

® VM-centric Storage QoS

= VM Flash Mode
m Data Protection

m  Application consistent snapshots

m | ocal snapshots

m Self-service restores

m  Asynchronous replication with a minimum 1-hour recovery point objective ( RPO )
m Virtualization Features

= VM management. VM s operating system management and application management is specifically excluded

from this scope.

m VM automated resource scheduling

= VM affinity rules

m  Virtual network configuration

m Host profiles

m VM high availability

m  Self-service portal

Administration of additional AHV features is not included under this scope of services but may be available from Company
under different Iltemld numbers

Cluster Network Administration

Company will provide the following Cluster network activities to enable DR testing and failover.



During a DR Test

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m  Company requires at least 24 hours advanced notice of a DR test being conducted by the Client. This
notification is to be through a ticket into the Company Service Desk
m  |f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
m Client to request this through a P1 ticket into the Company Service Desk
= [f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

AHV Triage and Troubleshooting:

m  Triage of AHV system incidents
m Troubleshoot and work to resolve AHV system incidents
m  Document AHV system issues and errors

Hypervisor (AHV) Patching, Updates and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

= Manage change order process including Client s notification of Updates

m  Application of Updates during Company s defined maintenance windows

®  Periodic application of the Updates to the AHV software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Expert User Technical Support:
Technical support may only be requested by a Client s Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client s
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Administration

Company is providing managed Services on a virtualization platform with an end-user experience making certain self-service
features are available to Client, including:

= Ability to login into Prism and general visibility into the Cluster metrics and configuration settings such as:
m Cluster and VM performance and analysis
m  Cluster, health and availability

Cluster capacity and trend info
m  Alerts and notifications
= Creation of customized dashboards



= Self-service management of virtual infrastructure
m Create, delete and modify VMs
m  Execute snapshots and restorations
m  Add VMs to catalog
®m |mport, add, create and delete images to catalog
m Create and modify data protection policies and recovery plans

Network Administration during Testing or Failover
During a DR Test

= [f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m Client is required to submit a ticket into the Company Service Desk at least 24 hours in advanced of a DR test
being conducted by the Client to re-route the NGT network traffic
m  Access into the isolated test network. Typically provided by a Client provided jump box which can be accessed for the
DR network but has connectivity into the DR network

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
m (Client to request this through a P1 ticket into the Company Service Desk
= External or Wide Area Network (WAN) failover

General Requirements

= Own and manage guest VM applications and operating systems support
= Perform all data backup
= Manage network devices
= Migrate physical machines and/or VMs onto or off the platform
m Provide VM resources within the Cluster for Company s operating systems and applications that are used to manage
the Client s environment
m  This platform includes software features that are Customer discoverable and allow for self-enrollment. These services
are metered usage and will bill monthly based upon their usage. The following ItemIDs must be subscribed to, but don't
require their use unless desired by Customer:
m 606611 Nutanix Files License Service - AOS Per TiB
m 606612 Nutanix Objects License Service - AOS Per TiB

Third Party Utilities and Applications:
®  Manage third-party AHV enhancement tools, utilities and applications
Business Continuity / DR Plan:

= Client business continuity plan(s) and DR plan(s) are solely Client s responsibilities and are out of scope for this
engagement.

m Setup and management of Nutanix Protection Policies

m Setup and management of Nutanix Recovery Plans

® |nitiation and management of failover process

® DR testing

Acknowledgment and EULA:

= (Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix AHV is by Nutanix, Inc. and
may be subject to changes in provisioning and performance as determined by Nutanix, Inc.
= Client agrees and acknowledges, and understands that any Nutanix licensing component of this service is subject to



price changes by Nutanix and that these changes may be passed on to the Client as and when Nutanix informs
Company of price changes

= (Client agrees that Nutanix offerings provided herein are subject to, and governed by, the Nutanix License and Service
Agreement available at https://www.nutanix.com/legal/eula , which is hereby incorporated into this SOW in full

611391 ReliaCloud DRaaS Node DRS.4892N

Definitions
AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Block: A chassis that contains one or more Nodes

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.4892N ( DRaaS Node ) service is comprised of hardware, software and a base level of management
services for the Nutanix AOS and Nutanix AHV dedicated to providing a Disaster Recovery (DR) target for Client s Nutanix
Clusters. This includes the ability to host active workloads necessary for DR. DRaaS Nodes minimally belong to a Cluster
configured with at least three (3) DRaaS Nodes. DRaaS Nodes are dedicated to the Client for their exclusive use.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 48 cores
m 1024 GB RAM
= 92.16 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node software specifications:
Company will provide an DRaaS Node that provides a software release that meets or exceeds the following software editions:

= Nutanix NCI Ultimate

m  Nutanix NCM PRO

®m  Nutanix Calm

= Nutanix Flow Network Security

The DRaaS Node includes the following Nutanix software that can be self-enrolled and disenrolled by Customer. Usage of this
software may incur additional charges as defined by the Agreement:

= Nutanix Files License Service - AOS Per TiB
m  Nutanix Objects License Service - AOS Per TiB

Cluster and Node Setup:
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m  Company will setup and configure a private DRaa$S Cluster with quantity of nodes contracted.
AOS Administration:
Company will support administration of the following base features of AOS:

m  Enterprise storage

m Cluster sizing including heterogeneous Clusters
® Data tiering
m  |nline compression
m |nline performance deduplication
m Online Cluster growth
= Compression
= Deduplication
m Erasure coding (EC-X) *
®  Nutanix Volumes Management

m  Creation of iSCSI volume group(s)
= Management of volume groups
m  Management of client iSCSI initiators
m  Management of iSCSI data services
m  Configure Bare Metal Nodes for IP addressing
m |f Company determines it as a requirement, configuration and management of Challenge-Handshake
Authentication (CHAP)
m |nfrastructure Resilience

m  Data path redundancy
m Tunable redundancy factor
m Security

m (Client authentication

m  Cluster lockdown

m Data-at-rest encryption (software-based and self-encrypting drives)
= Management and Analytics

m Prism Central and Prism Elements
m  PulseCluster health

* Erasure coding is a feature available to Clusters comprised of at least 5 Nodes. Its use may not be appropriate in all
configurations and is dependent upon the workloads. Company will consult with Client to determine the appropriate Cluster
level settings to meet their business, workload performance, and availability goals.

Administration of additional AOS features is not included under this scope of Services but may be available from Company
under different Itemld numbers.

Cluster and Node Incident Triage and Troubleshooting:

= Triage of Node or Block hardware or operating system incidents
m Troubleshooting and work to resolve Node hardware or operating system incidents
= Document user issues and AOS errors

Patching, Updates, and Upgrades:

®  Periodic reviews of patches, updates and upgrades (Updates)
= Manage change order process including Client notification of Updates
m  Application of Updates during Company defined maintenance windows



m  Periodic application of the Updates to the AQOS software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Block and Node Maintenance Management:

Block and Node maintenance management is limited to:

Physical Blocks and Nodes
= Company and Nutanix-approved server hardware platforms
m  Hardware with Client-procured hardware maintenance support subscription

Periodic reviews of critical patches
Block and Node maintenance management is limited to:

= Management of hardware replacement and/or repair with hardware vendor
m  Analysis of hardware additions or upgrades
m  Application of hardware BIOS updates as necessary

AHV Administration:
Company will support administration of the following base features of AHV:

m  Enterprise storage

n
m Virtual Machine ( VM ) centric snapshots and clones
m VVM-centric Storage QoS
= VM Flash Mode

Data Protection

m  Application consistent snapshots

m | ocal snapshots

m Self-service restores

m  Asynchronous replication with a minimum 1-hour recovery point objective ( RPO )

Virtualization Features

= VM management. VM s operating system management and application management is specifically excluded
from this scope.

= VM automated resource scheduling

m VM affinity rules

= Virtual network configuration

m  Host profiles

m VM high availability

m  Self-service portal

Administration of additional AHV features is not included under this scope of services but may be available from Company
under different Iltemld numbers

Cluster Network Administration
Company will provide the following Cluster network activities to enable DR testing and failover.
During a DR Test

= [f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m  Company requires at least 24 hours advanced notice of a DR test being conducted by the Client. This
notification is to be through a ticket into the Company Service Desk
= |f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are



required
During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
= Client to request this through a P1 ticket into the Company Service Desk
= [f the systems being failed over will undergo reassignment of IPs, then no Company executed network changes are
required

AHV Triage and Troubleshooting:

m  Triage of AHV system incidents
m Troubleshoot and work to resolve AHV system incidents
® Document AHV system issues and errors

Hypervisor (AHV) Patching, Updates and Upgrades:

m  Periodic reviews of patches, updates and upgrades (Updates)

= Manage change order process including Client s notification of Updates

m  Application of Updates during Company s defined maintenance windows

m  Periodic application of the Updates to the AHV software (including major upgrades) will be conducted at Company s
discretion and in accordance with standard industry practices.

Expert User Technical Support:
Technical support may only be requested by a Client s Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client s
staff, whichever is greater.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Administration

Company is providing managed Services on a virtualization platform with an end-user experience making certain self-service
features are available to Client, including:

= Ability to login into Prism and general visibility into the Cluster metrics and configuration settings such as:

n
m  Cluster and VM performance and analysis
m  Cluster, health and availability
m Cluster capacity and trend info
= Alerts and notifications
m  Creation of customized dashboards
m  Self-service management of virtual infrastructure
n

m Create, delete and modify VMs

m  Execute snapshots and restorations

m  Add VMs to catalog

®m |mport, add, create and delete images to catalog



m Create and modify data protection policies and recovery plans
Network Administration during Testing or Failover
During a DR Test

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to change the routing for
Nutanix Guest Tools (NGT) prior to executing a DR test
m (Client is required to submit a ticket into the Company Service Desk at least 24 hours in advanced of a DR test
being conducted by the Client to re-route the NGT network traffic
m  Access into the isolated test network. Typically provided by a Client provided jump box which can be accessed for the
DR network but has connectivity into the DR network

During a DR Failover

= |f the systems being failed over will not undergo reassignment of IPs, Company will need to activate the DR network as
it would be in a deactivated state so as to not conflict with the existing production network prior to executing a DR
failover
m (Client to request this through a P1 ticket into the Company Service Desk
= External or Wide Area Network (WAN) failover

General Requirements

= Own and manage guest VM applications and operating systems support

= Perform all data backup

®  Manage network devices

= Migrate physical machines and/or VMs onto or off the platform

m Provide VM resources within the Cluster for Company s operating systems and applications that are used to manage
the Client s environment

m  This platform includes software features that are Customer discoverable and allow for self-enroliment. These services
are metered usage and will bill monthly based upon their usage. The following ItemIDs must be subscribed to, but don't
require their use unless desired by Customer:

m 606611 Nutanix Files License Service - AOS Per TiB
m 606612 Nutanix Objects License Service - AOS Per TiB

Third Party Utilities and Applications:
= Manage third-party AHV enhancement tools, utilities and applications
Business Continuity / DR Plan:

= (Client business continuity plan(s) and DR plan(s) are solely Client s responsibilities and are out of scope for this
engagement.

m Setup and management of Nutanix Protection Policies

m  Setup and management of Nutanix Recovery Plans

® |nitiation and management of failover process

m DR testing

Acknowledgment and EULA:

m (Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix AHV is by Nutanix, Inc. and
may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

= Client agrees and acknowledges, and understands that any Nutanix licensing component of this service is subject to
price changes by Nutanix and that these changes may be passed on to the Client as and when Nutanix informs
Company of price changes

= (Client agrees that Nutanix offerings provided herein are subject to, and governed by, the Nutanix License and Service
Agreement available at https://www.nutanix.com/legal/eula , which is hereby incorporated into this SOW in full
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611392 ReliaCloud DRaaS Node DRS.4892N-Reserved

Definitions

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.4892N-Reserved ( Reserved Node ) provides an allocation of compute resources to an existing
Cluster of at least 3 Nodes. Upon Client s request, Reserved Nodes are activated from a powered-off state and joined to the
Client s existing hosted Cluster.

Node physical specifications:
Company will provide a DRaaS Node that meets or exceeds the following physical specifications:

m 48 cores
= 1024 GB RAM
= 92.16 TB of NVMe storage

Physical specifications are not equivalent to the effective usable capacity of the Node. The effective usable capacity is
determined by the overall Cluster configuration. Clusters have a number of configurable parameters that affect useable
capacity including but not limited to the Cluster s Node failure resiliency design, storage configuration settings such as
deduplication, compression, and encryption, as well as the types of workloads and processor over-subscription ratios that run
upon the Cluster. Company will consult with Client to determine the appropriate Cluster level settings to meet their business
and workload performance goals.

Node Activation and Billing

m  Client may request Reserved Node activation at any time by submitting a priority 1 service request

m Reserved Node activation is supported 24 x 7

m A Reserved Node is considered activated once joined to the Cluster and visible within Prism Central

®m  Once activated the Reserved Node will be billed and serviced under its monthly ReliaCloud DRaaS Activated Reserved
Node Rate, until Client submits a service request for an Activated Reserved Node to be removed from the Cluster, at
which point the Reserved Node will revert to its Reserved Node billing rate

Service Level Objective (SLO)

m The SLO for Company delivery of a Dedicated Reserved Node to an activated state, from the time of Client request to
visibility within Prism Central, is four (4) Hours. This SLO is subject to the service availability SLA found within the
Service Level Agreement Company Services section of this SOW

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements:

m  Subscribe to Company s ReliaCloud DRaaS Advanced Node DRS.4892N Services and have a Cluster of at least three (3)
Nodes

m  Subscribe to Company s ReliaCloud DRaaS Advanced Node DRS.4892N-Activated Reserved Services

= Notify Company to request Node activation, deactivation or changes in use to production status



611393 ReliaCloud DRaaS Node DRS.4892N-Reserved Activated

Company's Responsibilities and Included Features

ReliaCloud DRaaS Node DRS.4892N-Reserved Activated ( Activated Node ) service is comprised of hardware, software and a
base level of management services for the Nutanix AOS and Nutanix AHV. An Activated Node is a ReliaCloud DRaaS Node
DRS.4892N-Reserved Node that has been joined to an existing Cluster at Client request and is available for Client s use.

A ReliaCloud DRaaS Node DRS.4892N-Reserved Activated is identical to ReliaCloud DRaaS Node DRS.4892N, except the per
Node billing rate as provided above and as otherwise provided within this ItemID. All other Company responsibilities, included
features, Client responsibilities and out of scope notes are included as if restated within this [temID.

Node Activation and Billing

An Activated Node will be billed monthly in whole day increments for each day that it is activated until Client submits a service
request for the Activated Node to be removed from the Cluster, at which point the Activated Node will be returned to
Reserved Node status and rates.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Additional General Requirements:

m Subscribe to Company s Services for ReliaCloud DRaaS Node DRS.4892N Services and have a Cluster of at least three (3)
Nodes
m  Subscribe to Company s ReliaCloud DRaaS Node DRS.4892N-Reserved Services

Category: Internet

110002 Cloud Internet Burstable

Company's Responsibilities and Included Features
Cloud Internet Burstable Service is add-on component to Item ID 110001 Cloud Internet Committed Service.

B Clients will have a maximum burst capacity of 1 Gbps.
B Bandwidth utilization in excess of the Committed Bandwidth will be billed as Burstable Bandwidth and calculated using

the 95th Percentile Method, in 1 Mbps increments.

The 95th Percentile Method involves polling both inbound and outbound bandwidth utilization every five (5) minutes during
each calendar month. All such samples are ordered from highest to lowest. The top 5 percent of readings are discarded, and
Client is billed an additional charge based on the next highest reading. The amount of pre-purchased Committed Bandwidth is
subtracted from the 95th Percentile to determine the Burstable Bandwidth usage to be billed. Committed Bandwidth is billed
in advance; Burstable Bandwidth is billed in arrears, the month after usage occurs. By requesting a hard limit higher than the
Committed Bandwidth, Client agrees to be subject to the Burstable Bandwidth for bandwidth consumed beyond the
Committed Bandwidth rate level on a monthly basis.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
B Comply with Internet acceptable use policy

B Commit to at least 1 Mbps of Cloud Internet Committed bandwidth ItemID 110001

603300 ReliaCloud Internet Service Committed Bandwidth

Company's Responsibilities and Included Features



Company will provide a redundant, multi-provider, managed Internet Bandwidth service ( Service) to provide high
performance, highly available internet access. Company will load balance traffic over multiple upstream Internet transit
providers. The Service is provided via the ReliaCloud network, no physical hand-offs are provided.

m Service may be capped up to the maximum allocation size indicated on the service order.

= Service may also leverage ReliaCloud Internet Service - Burstable Bandwidth ItemID 603301, calculated on the 95% of
peak usage

m  Deliver committed Internet bandwidth allocation in 1 Mbps increments

m  Provide a base allocation of up to 3 usable via (/29 network) Internet routing IPv4 Public addresses, unless the Client
provides their own ASN and IPv4 portable address space

= Company provided IPv4 address space is not portable or transferable to another carrier

= Client may procure additional Internet routing IPv4 Public addresses in network blocks under additional company
ItemIDs.

m At Client's request, Company will support integration with Client provided BGP routing schema. Configuration of this
activity will be billed as a scoped, time and materials engagement via a separate SoW.

m  Provide access to upstream and downstream bandwidth usage graphs via Company portal

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= ReliaCloud Internet Service - Committed Bandwidth is an unsecured raw Internet connection. Client is responsible for
providing virtual or physical security appliances or contracting with Company for Internet security services such as but
not limited to; firewalls, intrusion detection, security incident and response management (SIEM), denial of service
prevention, and traffic filtering. Note that providing physical infrastructure may require the use of additional company
IltemIDs.

= Comply with Acceptable Use Policy (AUP) https://www.oneneck.com/acceptable-use-polic

= Notify Company if additional bandwidth is needed beyond the committed allocation

®  Commit to at least 1 Mbps of committed Internet bandwidth

603301 ReliaCloud Internet Service Burstable Bandwidth

Company's Responsibilities and Included Features

ReliaCloud Internet Service -Burstable Bandwidth is add-on component to Item ID 603300 ReliaCloud Internet Service
Committed Bandwidth.

= (Clients will have a default maximum burst capacity of 1 Gbps.
m  Bandwidth utilization in excess of the Committed Bandwidth will be billed as Burstable Bandwidth and calculated using
the 95th Percentile Method, in 1 Mbps increments.

This service is a metered service

The 95th Percentile Method involves polling both inbound and outbound bandwidth utilization every five (5) minutes during
each calendar month. All such samples are ordered from highest to lowest. The top 5 percent of readings are discarded, and
Client is billed an additional charge based on the next highest reading. The amount of pre-purchased Committed Bandwidth is
subtracted from the 95th Percentile to determine the Burstable Bandwidth usage to be billed. Committed Bandwidth is billed
in advance; Burstable Bandwidth is billed in arrears, the month after usage occurs. By requesting a hard limit higher than the
Committed Bandwidth, Client agrees to be subject to the Burstable Bandwidth for bandwidth consumed beyond the
Committed Bandwidth rate level on a monthly basis.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  ReliaCloud Internet Service - Burstable Bandwidth is an unsecured raw Internet connection. Client is responsible for
providing virtual or physical security appliances or contracting with Company for Internet security services such as but
not limited to; firewalls, intrusion detection, security incident and response management (SIEM), denial of service
prevention, and traffic filtering. Note that providing physical infrastructure may require the use of additional company
IltemIDs.


https://www.oneneck.com/acceptable-use-policy

= Comply with Acceptable Use Policy (AUP) https://www.oneneck.com/acceptable-use-polic
m  Commit to at least 1 Mbps of ReliaCloud Internet Service - Committed Bandwith ItemID 603301

604177 ReliaCloud Internet Service Committed Bandwidth
Company's Responsibilities and Included Features

Company will provide a redundant, multi-provider, managed Internet Bandwidth service ( Service) to provide high
performance, highly available internet access. Company will load balance traffic over multiple upstream Internet transit
providers. The Service is provided via the ReliaCloud network, no physical hand-offs are provided.

= Service may be capped up to the maximum allocation size indicated on the service order.

m Service may also leverage ReliaCloud Internet Service - Burstable Bandwidth ItemID 604177, calculated on the 95% of
peak usage

= Deliver committed Internet bandwidth allocation in 1 Mbps increments

® Provide a base allocation of up to 3 usable via (/29 network) Internet routing IPv4 Public addresses, unless the Client
provides their own ASN and IPv4 portable address space

m  Company provided IPv4 address space is not portable or transferable to another carrier

= (Client may procure additional Internet routing IPv4 Public addresses in network blocks under additional company
ItemIDs.

m At Client's request, Company will support integration with Client provided BGP routing schema. Configuration of this
activity will be billed as a scoped, time and materials engagement via a separate SoW.

®m  Provide access to upstream and downstream bandwidth usage graphs via Company portal

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= ReliaCloud Internet Service - Committed Bandwidth is an unsecured raw Internet connection. Client is responsible for
providing virtual or physical security appliances or contracting with Company for Internet security services such as but
not limited to; firewalls, intrusion detection, security incident and response management (SIEM), denial of service
prevention, and traffic filtering. Note that providing physical infrastructure may require the use of additional company
ItemIDs.

= Comply with Acceptable Use Policy (AUP) https://www.oneneck.com/acceptable-use-polic

m  Notify Company if additional bandwidth is needed beyond the committed allocation

= Commit to at least 1 Mbps of committed Internet bandwidth

604178 ReliaCloud Internet Service Burstable Bandwidth

Company's Responsibilities and Included Features

ReliaCloud Internet Service -Burstable Bandwidth is add-on component to Item ID 604178 ReliaCloud Internet Service
Committed Bandwidth.

= Clients will have a default maximum burst capacity of 1 Gbps.
®  Bandwidth utilization in excess of the Committed Bandwidth will be billed as Burstable Bandwidth and calculated using
the 95th Percentile Method, in 1 Mbps increments.

This service is a metered service

The 95th Percentile Method involves polling both inbound and outbound bandwidth utilization every five (5) minutes during
each calendar month. All such samples are ordered from highest to lowest. The top 5 percent of readings are discarded, and
Client is billed an additional charge based on the next highest reading. The amount of pre-purchased Committed Bandwidth is
subtracted from the 95th Percentile to determine the Burstable Bandwidth usage to be billed. Committed Bandwidth is billed
in advance; Burstable Bandwidth is billed in arrears, the month after usage occurs. By requesting a hard limit higher than the
Committed Bandwidth, Client agrees to be subject to the Burstable Bandwidth for bandwidth consumed beyond the
Committed Bandwidth rate level on a monthly basis.


https://www.oneneck.com/acceptable-use-policy
https://www.oneneck.com/acceptable-use-policy

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

ReliaCloud Internet Service - Burstable Bandwidth is an unsecured raw Internet connection. Client is responsible for
providing virtual or physical security appliances or contracting with Company for Internet security services such as but
not limited to; firewalls, intrusion detection, security incident and response management (SIEM), denial of service
prevention, and traffic filtering. Note that providing physical infrastructure may require the use of additional company
ItemIDs.

Comply with Acceptable Use Policy (AUP) https://www.oneneck.com/acceptable-use-paolic

Commit to at least 1 Mbps of ReliaCloud Internet Service - Committed Bandwith ItemID 604178

Category: IPv4 Address Space

110005 Additional IPv4 Internet Public Addresses Space

Company's Responsibilities and Included Features

Company provides a base allocation of IPv4 public addressable Internet address space with our committed Internet products.
Clients may request additional address space to their base allocation, and additional IPs will indicated on the Service order.

Company reserves the right to reclaim any unused address space, or space that is not supplied with proper ARIN
documentation. Blocks of IP addresses can only be sold in quantities consistent with standard IP address bit boundaries (i.e.
/30[4 1Ps], /29 [8 IPs], /28 [16 IPs], 27 [32 IPs], 26 [64 IPs], 25 [128 IPs], 24 [256 IPs], etc)

Provide additional allocations IPv4 publically routable Internet Address space.
Maintain Internet routing tables
Maintain all IP documentation

Enforce IP conservation policies

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Comply and provide justification documentation with IP documentation requirements from the American Registry for
Internet Numbers(ARIN)

Request additional IPv4 Internet address as necessary.

603302 Internet IP Address Range for ReliaCloud /24 Allocation (256 addresses)

Company's Responsibilities and Included Features

Provide an Internet routable IPv4 subnet /24 address range

The address range provides 256 subnet addresses. Note that usable address space within that subnet will vary
depending on network routing schema and Client terminating equipment, physical or virtual.

Maintain Internet routing tables

Company provided IPv4 address space is not portable or transferrable to another carrier

Maintain documentation for the IP network with the RIR (e.g. ARIN).

Enforce IP conservation policies

Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
Stay within ARIN's usage compliance requirements

603303 Internet IP Address Range for ReliaCloud /25 Allocation (128 addresses)


https://www.oneneck.com/acceptable-use-policy

Company's Responsibilities and Included Features

® Provide an Internet routable IPv4 subnet /25 address range

®m The address range provides 128 subnet addresses. Note that usable address space within that subnet will vary
depending on network routing schema and Client terminating equipment, physical or virtual.

= Maintain Internet routing tables

m  Company provided IPv4 address space is not portable or transferrable to another carrier

= Maintain documentation for the IP network with the RIR (e.g. ARIN).

=  Enforce IP conservation policies

m  Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
m Stay within ARIN's usage compliance requirements

603304 Internet IP Address Range for ReliaCloud /26 Allocation (64 addresses)

Company's Responsibilities and Included Features

®  Provide an Internet routable IPv4 subnet /26 address range

m The address range provides 64 subnet addresses. Note that usable address space within that subnet will vary
depending on network routing schema and Client terminating equipment, physical or virtual.

®m  Maintain Internet routing tables

m  Company provided IPv4 address space is not portable or transferrable to another carrier

= Maintain documentation for the IP network with the RIR (e.g. ARIN).

m  Enforce IP conservation policies

m Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
m Stay within ARIN's usage compliance requirements

603305 Internet IP Address Range for ReliaCloud /27 Allocation (32 addresses)

Company's Responsibilities and Included Features

m  Provide an Internet routable IPv4 subnet /27 address range

®m The address range provides 32subnet addresses. Note that usable address space within that subnet will vary depending
on network routing schema and Client terminating equipment, physical or virtual.

®m  Maintain Internet routing tables

m  Company provided IPv4 address space is not portable or transferrable to another carrier

= Maintain documentation for the IP network with the RIR (e.g. ARIN).

m  Enforce IP conservation policies

= Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
= Stay within ARIN's usage compliance requirements



603306 Internet IP Address Range for ReliaCloud /28 Allocation (16 addresses)

Company's Responsibilities and Included Features

m  Provide an Internet routable IPv4 subnet /28 address range

m The address range provides 16 subnet addresses. Note that usable address space within that subnet will vary
depending on network routing schema and Client terminating equipment, physical or virtual.

= Maintain Internet routing tables

m  Company provided IPv4 address space is not portable or transferrable to another carrier

= Maintain documentation for the IP network with the RIR (e.g. ARIN).

m  Enforce IP conservation policies

= Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
m Stay within ARIN's usage compliance requirements

603307 Internet IP Address Range for ReliaCloud /29 Allocation (8 addresses)

Company's Responsibilities and Included Features

m  Provide an Internet routable IPv4 subnet /29 address range

m  The address range provides 8 subnet addresses. Note that usable address space within that subnet will vary depending
on network routing schema and Client terminating equipment, physical or virtual.

®m  Maintain Internet routing tables

m  Company provided IPv4 address space is not portable or transferrable to another carrier

= Maintain documentation for the IP network with the RIR (e.g. ARIN).

m Enforce IP conservation policies

= Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
= Stay within ARIN's usage compliance requirements

603308 Internet IP Address Range for ReliaCloud /30 Allocation (4 addresses)

Company's Responsibilities and Included Features

m  Provide an Internet routable IPv4 subnet /30 address range

m The address range provides 4 subnet addresses. Note that usable address space within that subnet will vary depending
on network routing schema and Client terminating equipment, physical or virtual.

®m  Maintain Internet routing tables

m  Company provided IPv4 address space is not portable or transferrable to another carrier

= Maintain documentation for the IP network with the RIR (e.g. ARIN).

m  Enforce IP conservation policies

= Company reserves the right to reclaim any unused address space or space that is not supplied with proper ARIN
documentation.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)



m  Provide justification documentation for IP compliance requirements from the American Registry for Internet Numbers
(ARIN).
= Stay within ARIN's usage compliance requirements

Category: Licensing CITRIX

601764 Citrix ADC VPX 10 Mbps Standard (CSP)

This IltemID 601764 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at

https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 10 Mbps Standard
Terms
= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None
601947 Citrix ADC VPX 200 Mbps Standard (CSP)

This ItemID 601947 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 200 Mbps Standard
Terms
= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

602220 Citrix ADC VPX 200 Mbps Advanced (CSP)

This ItemID 602220 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by


https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
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Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 200 Mbps Standard
Terms

= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
m Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None

603562 Citrix DaaS Premium License Service - 1-2500 Users

Company's Responsibilities and Included Features

Citrix DaaS Premium License Service ( Service ) provides subscription access to Citrix Cloud Services on a per named user per
month basis. The Service provides for any number of named users between 1 and up to 2500 named users. The Service is only
for Citrix DaaS Premium services and it does not provide service management or hardware to run the services.

The Service provides features such as:

m  Virtual apps and desktops

= Deliver multi and single-session Windows and Linux desktops
= Citrix app personlization

m Remote PC access to physical desktops

m  Hybrid multi-cloud desktop provisioning

®m  Advanced image management tools

= Premium monitoring with historical reporting

m  Session recording

m  User performance and scalability enhancements

m  Advanced security and adaptive authentication

More information can be found here https://www.citrix.com/products/citrix-daas/ or here
https://www.citrix.com/products/citrix-daas/feature-matrix.html.

Metered Service

®  This service is metered
= The number of users per month is calculated by the total number unique users that have logged into the Service for
any period during the calendar month.

Term
= Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements


https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/

m  Provide or contract for end solution hardware and software
m Deployment and configuration of Citrix Cloud Software
= Management and operation of Citrix Cloud Software

Acknowledgment and EULA

m (Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the Citrix
offerings will be provided and made by Citrix Systems, Inc. and may be subject to change as determined by Citrix
Systems, Inc.

= (Client agrees that Citrix offerings provided herein are subject to the Citrix License and Service Agreement available

https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf, which is hereby
incorporated into this SOW in full.

603804 Citrix ADC VPX 1000 Mbps Standard (CSP)

This ItemID 603804 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 1000 Mbps Standard
Terms
= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None
603805 Citrix ADC VPX 3000 Mbps Standard (CSP)

This ItemID 603805 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 3000 Mbps Standard
Terms

m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.

= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)


https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf
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None

603806 Citrix ADC VPX 5000 Mbps Standard (CSP)

This ItemID 603806 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at

https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 5000 Mbps Standard
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None

603807 Citrix ADC VPX 8000 Mbps Standard (CSP)

This ItemID 603807 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 8000 Mbps Standard
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
m Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

603808 Citrix ADC VPX 10 Mbps Advanced (CSP)

This ItemID 603808 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.
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Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 10 Mbps Advanced
Terms

= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

603809 Citrix ADC VPX 1000 Mbps Advanced (CSP)

This ItemID 603809 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 1000 Mbps Advanced
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None

603810 Citrix ADC VPX 3000 Mbps Advanced (CSP)

This ItemID 603810 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at

https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.
Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 3000 Mbps Advanced
Terms

m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.

= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)


https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/

= None

603811 Citrix ADC VPX 5000 Mbps Advanced (CSP)

This ItemID 603811 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at

https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 5000 Mbps Advanced
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None

603812 Citrix ADC VPX 8000 Mbps Advanced (CSP)

This ItemID 603812 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 8000 Mbps Advanced
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
m Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

603813 Citrix ADC VPX 10 Mbps Premium (CSP)

This ItemID 603813 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.


https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 10 Mbps Premium
Terms

= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

603815 Citrix ADC VPX 200 Mbps Premium (CSP)

This ItemID 603815 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 200 Mbps Premium
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None

603816 Citrix ADC VPX 1000 Mbps Premium (CSP)

This ItemID 603816 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at

https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.
Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 1000 Mbps Premium
Terms

= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.

= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)


https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/

= None

603817 Citrix ADC VPX 3000 Mbps Premium (CSP)

This ItemID 603817 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at

https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 3000 Mbps Premium
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

= None

603818 Citrix ADC VPX 5000 Mbps Premium (CSP)

This ItemID 603818 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at
https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 5000 Mbps Premium
Terms
m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
m Company may revise terms of use or pricing to reflect changes by Citrix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

603819 Citrix ADC VPX 8000 Mbps Premium (CSP)

This ItemID 603819 contains an order for licensing of software provided by Citrix Systems, Inc. Client agrees, acknowledges,
and understands that the actual manufacture, provision, and performance of the Citrix offerings will be provided and made by
Citrix Systems, Inc. and may be subject to change as determined by Citrix Systems, Inc.

Client agrees that the Citrix Offerings are subject to the Citrix End User License Agreement available at

https://www.citrix.com/buy/licensing/agreements.html and privacy policy located at
https://www.citrix.com/about/legal/privacy/ , which are hereby incorporated into this Statement of Work.


https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/
https://www.citrix.com/buy/licensing/agreements.html
https://www.citrix.com/about/legal/privacy/

Company's Responsibilities and Included Features
Company will provide monthly subscription-based Citrix software licensing for Citrix ADC VPX 8000 Mbps Premium
Terms

= Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

® None

604406 Citrix DaaS Advanced Plus License Service - 1-2500 Users

Company's Responsibilities and Included Features

Citrix DaaS Advanced Plus License Service ( Service ) provides subscription access to Citrix Cloud Services on a per named user
per month basis. The Service provides for any number of named users between 1 and up to 2500 named users. The Service is
only for Citrix DaaS Advanced Plus services and it does not provide service management or hardware to run the services.

The Service provides features such as:

m  Virtual apps and desktops

m  Deliver single and multi-session Windows and Linux desktops
= Remote PC access to physical desktops

®  Hybrid multi-cloud desktop provisioning

m  Advanced image management tools

m  Advanced monitoring with historical reporting

m  Session recording

m  User performance and scalability enhancements

More information can be found here https://www.citrix.com/products/citrix-daas/ or here
https://www.citrix.com/products/citrix-daas/feature-matrix.html.

Metered Service

®  This service is metered
= The number of users per month is calculated by the total number of unique users that have logged into the Service for
any period during the calendar month.

m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements

m  Provide or contract for end solution hardware and software
= Deployment and configuration of Citrix Cloud Software
= Management and operation of Citrix Cloud Software

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the Citrix
offerings will be provided and made by Citrix Systems, Inc. and may be subject to change as determined by Citrix



Systems, Inc.
m  (Client agrees that Citrix offerings prowded herein are subject to the Citrix License and Service Agreement available

mcorporated into thls SOW in full.

608971 Citrix Universal Hybrid Multi-Cloud License Service - Quarterly
Company's Responsibilities and Included Features

Citrix Universal Hybrid Multi-Cloud License Service provides subscription access to Citrix Cloud Services on a per user basis (see
Citrix definition of user here: https://www.cloud.com/content/dam/cloud/documents/legal/business-unit-terms.pdf). The
Service provides for a committed amount of users per year. The Service is only for Citrix Universal Hybrid Multi-Cloud services
and it does not provide service management or hardware to run the services.

The Service provides features such as:

= Virtual apps and desktops

m Deliver multi and single-session Windows and Linux desktops
m Citrix app personlization

= Remote PC access to physical desktops

®  Hybrid multi-cloud desktop provisioning

m  Advanced image management tools

= Premium monitoring with historical reporting

m  Session recording

m  User performance and scalability enhancements
m  Advanced security and adaptive authentication
m  Netscaler instances and capacity

More information can be found here: https://www.citrix.com/platform/citrix-app-and-desktop-virtualization/feature-
matrix.html.

Term
m  Notwithstanding the term of this Statement of Work, this Offering is provided on a yearly basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements

m  Provide or contract for end solution hardware and software
m Deployment and configuration of Citrix Cloud Software
= Management and operation of Citrix Cloud Software

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the Citrix
offerings will be provided and made by Citrix Systems, Inc. and may be subject to change as determined by Citrix
Systems, Inc.

= (Client agrees that Citrix offerings provided herein are subject to the Citrix License and Service Agreement available

https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf, which is hereby
incorporated into this SOW in full.

611098 Citrix Universal Hybrid Multi-Cloud License Service - Annual

Company's Responsibilities and Included Features


https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf
https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf

Citrix Universal Hybrid Multi-Cloud License Service provides subscription access to Citrix Cloud Services on a per user basis (see
Citrix definition of user here: https://www.cloud.com/content/dam/cloud/documents/legal/business-unit-terms.pdf). The
Service provides for a committed amount of users per year. The Service is only for Citrix Universal Hybrid Multi-Cloud services
and it does not provide service management or hardware to run the services.

The Service provides features such as:

m  Virtual apps and desktops

m Deliver multi and single-session Windows and Linux desktops
= Citrix app personlization

m  Remote PC access to physical desktops

®  Hybrid multi-cloud desktop provisioning

m  Advanced image management tools

®  Premium monitoring with historical reporting

= Session recording

m  User performance and scalability enhancements
m  Advanced security and adaptive authentication
m  Netscaler instances and capacity

More information can be found here: https://www.citrix.com/platform/citrix-app-and-desktop-virtualization/feature-
matrix.html.

Term
= Notwithstanding the term of this Statement of Work, this Offering is provided on a yearly basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements

m  Provide or contract for end solution hardware and software
m Deployment and configuration of Citrix Cloud Software
®  Management and operation of Citrix Cloud Software

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the Citrix
offerings will be provided and made by Citrix Systems, Inc. and may be subject to change as determined by Citrix
Systems, Inc.

m  Client agrees that Citrix offerings prowded herein are subject to the Citrix License and Service Agreement available

mcorporated into this SOW in full.

611267 Citrix Universal Hybrid Multi-Cloud License Service - Monthly
Company's Responsibilities and Included Features

Citrix Universal Hybrid Multi-Cloud License Service provides subscription access to Citrix Cloud Services on a per user basis (see
Citrix definition of user here: https://www.cloud.com/content/dam/cloud/documents/legal/business-unit-terms.pdf). The
Service provides for a committed amount of users per year. The Service is only for Citrix Universal Hybrid Multi-Cloud services
and it does not provide service management or hardware to run the services.

The Service provides features such as:

m Virtual apps and desktops
= Deliver multi and single-session Windows and Linux desktops


https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf

Citrix app personlization
m  Remote PC access to physical desktops
m  Hybrid multi-cloud desktop provisioning
m  Advanced image management tools
= Premium monitoring with historical reporting
m  Session recording
m  User performance and scalability enhancements
m  Advanced security and adaptive authentication
m  Netscaler instances and capacity

More information can be found here: https://www.citrix.com/platform/citrix-app-and-desktop-virtualization/feature-
matrix.html.

Term
= Notwithstanding the term of this Statement of Work, this Offering is provided on a yearly basis.
= Company may revise terms of use or pricing to reflect changes by Citrix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

General Requirements

m  Provide or contract for end solution hardware and software
= Deployment and configuration of Citrix Cloud Software
= Management and operation of Citrix Cloud Software

Acknowledgment and EULA

= Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the Citrix
offerings will be provided and made by Citrix Systems, Inc. and may be subject to change as determined by Citrix
Systems, Inc.

m (Client agrees that Citrix offerings prowded herein are subject to the Citrix License and Service Agreement available

mcorporated into this SOW in full.

Category: Licensing Microsoft SPLA

601761 Microsoft Windows Server Datacenter (Core License) - 2 Core - Corporate - Lic/SA

This ItemID 601761 contains an order for Microsoft Corporation WinSvrDCCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License

Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features

Licensing


https://www.citrix.com/content/dam/citrix/en_us/documents/buy/enterprise-saas-eusa.pdf
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

m  All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

601854 Microsoft Visio Standard - SAL - Corporate - Lic/SA

This ItemID 601854 contains an order for Microsoft Corporation VisioStd ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

m  Provide operating system software for installation or supervised installation of application software
Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

601855 Microsoft Project Standard - SAL - Corporate - Lic/SA

This ItemID 601855 contains an order for Microsoft Corporation Prjct Std ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

601856 Microsoft Visio Professional - SAL - Corporate - Lic/SA

This ItemID 601856 contains an order for Microsoft Corporation VisioPro ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing

requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement
https://www.microsoft.com/en-us/licensing/default

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

601857 Microsoft Office Professional Plus - SAL - Corporate - Lic/SA

This ItemID 601857 contains an order for Microsoft Corporation OfficeProPlus ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
®  Licensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

m |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m  Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

®  Application functional support


https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement
https://www.microsoft.com/en-us/licensing/default

Content or data related support
m  All backups, including but not limited to application and proprietary data
®  End user support

601858 Microsoft Office Standard - SAL - Corporate - Lic/SA

This ItemID 601858 contains an order for Microsoft Corporation OfficeStd ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®m Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

®  Operating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

601859 Microsoft Windows Remote Desktop Services - SAL - Corporate - Lic/SA
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This ItemID 601859 contains an order for Microsoft Corporation WinRmtDsktpSrvesSAL ALNG LicSAPk MVL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

601860 Microsoft SharePoint Server Enterprise - SAL - Corporate - Lic/SA

This ItemID 601860 contains an order for Microsoft Corporation SharePointSvr ALNG LicSAPk MVL Ent SAL licensing of software
( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance

of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at


https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement
https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

®  |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

601861 Microsoft SQL Server Standard - SAL - Corporate - Lic/SA

This ItemID 601861 contains an order for Microsoft Corporation SQLSvrStd ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.
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Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

m |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

®  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

601862 Microsoft Exchange Server Hosted Exchange Standard - SAL - Corporate - Lic/SA

This ItemID 601862 contains an order for Microsoft Corporation ExchgStdSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing
m Provide Microsoft Offering on a monthly subscription basis

Technical Support
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m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

601863 Microsoft Exchange Server Hosted Exchange Standard Plus - SAL - Corporate - Lic/SA

This ItemID 601863 contains an order for Microsoft Corporation ExchgStdPlusSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
®  Licensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
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m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

= Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

601864 Microsoft SQL Server Web Core (2 core pack) (minimum of 2 - 2 core packs) - Corporate - Lic/SA

This ItemID 601864 contains an order for Microsoft Corporation SQLSvrWeb ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
= Management of licensing key
® |jcensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Client is responsible for the following:


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

601865 Microsoft SQL Server Enterprise Core (2 core pack) (minimum of 2 - 2 core packs) - Corporate - Lic/SA

This ItemID 601865 contains an order for Microsoft Corporation SQLSvrEntCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit
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Operating system management
®  Application management
m  Application functional support
m  Content or data related support
m  All backups, including but not limited to application and proprietary data
m  End user support

601866 Microsoft SQL Server Standard Core (2 core pack) (minimum of 2 - 2 core packs) - Corporate - Lic/SA

This ItemID 601866 contains an order for Microsoft Corporation SQLSvrStdCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support
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601868 Microsoft Windows Server Standard (Core License) - 2 Core - Corporate - Lic/SA

This ItemID 601868 contains an order for Microsoft Corporation WinSvrSTDCore ALNG LicSAPk MVL 2Lic Corelic. Client agrees
that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License Terms available

t https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602224 Microsoft Advanced Threat Analytics - SAL - Corporate - Lic/SA

This ItemID 602224 contains an order for Microsoft Corporation AdvancedThreatAnltcsCltMgtLic ALNG LicSAPk MVL SAL
licensing of software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture,
provision, and performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject
to change as determined by Microsoft Corporation.
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Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602226 Microsoft Identity Manager - SAL - Corporate - Lic/SA

This ItemID 602226 contains an order for Microsoft Corporation IdentityMgrCAL ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
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= Company may revise terms of use or pricing to reflect changes by Microsoft.
Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
®  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602228 Microsoft Visual Studio Enterprise - SAL - Corporate - Lic/SA

This ItemID 602228 contains an order for Microsoft Corporation VSEnt ALNG LicSAPk MVL SAL licensing of software ( Microsoft
Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the
Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
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Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

®  |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

® Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602232 Microsoft System Center Standard (Core License) - 2 Core - Corporate - Lic/SA

This ItemID 602232 contains an order for Microsoft Corporation SysCtrStdCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software
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Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602234 Microsoft System Center Datacenter - 2 Core - Corporate - Lic/SA

This ItemID 602234 contains an order for Microsoft Corporation SysCtrDatactrCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until

such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
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Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

m |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602236 Microsoft Core Infrastructure Server Suite Standard - 2 Core - Corporate - Lic/SA

This ItemID 602236 contains an order for Microsoft Corporation CISSteStdCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required
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m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data
m  End user support

602238 Microsoft Core Infrastructure Server Suite Datacenter - 2 Core - Corporate - Lic/SA

This ItemID 602238 contains an order for Microsoft Corporation CISSteDCCore ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data
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End user support

602240 Microsoft System Center Service Manager - SAL - Corporate - Lic/SA

This ItemID 602240 contains an order for Microsoft Corporation SysCtrSrvcMgrCItML ALNG LicSAPk MVL SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m  Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602242 Microsoft System Center Orchestrator - SAL - Corporate - Lic/SA

This ItemID 602242 contains an order for Microsoft Corporation SysCtrOrchestratorSvr ALNG LicSAPk MVL SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
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performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602244 Microsoft System Center Operations Manager - SAL - Corporate - Lic/SA

This ItemID 602244 contains an order for Microsoft Corporation SysCtrOpsMgrCltML ALNG LicSAPk MVL SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
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Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602246 Microsoft System Center Data Protection Manager - SAL - Corporate - Lic/SA

This ItemID 602246 contains an order for Microsoft Corporation SysCtrDPMCItML ALNG LicSAPk MVL SAL licensing of software
( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance
of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

Licensing
®m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602251 Microsoft Visual Studio Professional - SAL - Corporate - Lic/SA

This ItemID 602251 contains an order for Microsoft Corporation VSPro ALNG LicSAPk MVL SAL licensing of software ( Microsoft
Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the
Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
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Management of licensing key
® |jcensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m QOperating system management

m  Application management

®  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602252 Microsoft Visual Studio Test Professional - SAL - Corporate - Lic/SA

This ItemID 602252 contains an order for Microsoft Corporation VSTstPro ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
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® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602253 Microsoft Azure DevOps Server Basic - SAL - Corporate - Lic/SA

This ItemID 602253 contains an order for Microsoft Corporation AzureDevOpsServer ALNG LicSAPk MVL Bsc SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
= Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Client is responsible for the following:
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= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602254 Microsoft Project Professional - SAL - Corporate - Lic/SA

This ItemID 602254 contains an order for Microsoft Corporation PrjctPro ALNG LicSAPk MVL SAL w1PrjctSvrSAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit
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m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

®  All backups, including but not limited to application and proprietary data
m  End user support

602256 Microsoft Skype for Business Server Standard - SAL - Corporate - Lic/SA

This ItemID 602256 contains an order for Microsoft Corporation SfBSvrStdSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

=  Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support
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602259 Microsoft Skype for Business Server Enterprise - SAL - Corporate - Lic/SA

This ItemID 602259 contains an order for Microsoft Corporation SfBSrvEntSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License

Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

m  All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602262 Microsoft Skype for Business Server Plus - SAL - Corporate - Lic/SA

This ItemID 602262 contains an order for Microsoft Corporation SfBSvrPlusSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.
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Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  Operating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602265 Microsoft Skype for Business Server Enterprise Plus - SAL - Corporate - Lic/SA

This ItemID 602265 contains an order for Microsoft Corporation SfBSvrEntPlusSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
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= Company may revise terms of use or pricing to reflect changes by Microsoft.
Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602268 Microsoft System Center Endpoint Protection - SAL - Corporate - Lic/SA

This ItemID 602268 contains an order for Microsoft Corporation SysCtrEndpntPrtctn ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
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Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602271 Microsoft Skype for Business Server Standard for Software Assurance - SAL - Corporate - Lic/SA

This ItemID 602271 contains an order for Microsoft Corporation SfBSvrStdSAL ALNG LicSAPk MVL forSA licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
®  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software
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Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602274 Microsoft Skype for Business Server Enterprise for Software Assurance - SAL - Corporate - Lic/SA

This ItemID 602274 contains an order for Microsoft Corporation SfBSrvEntSAL ALNG LicSAPk MVL forSA licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until

such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
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Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

m |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

®  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602277 Microsoft Skype for Business Server Plus for Software Assurance - SAL - Corporate - Lic/SA

This ItemID 602277 contains an order for Microsoft Corporation SfBSvrPlusSAL ALNG LicSAPk MVL forSA licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required
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m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data
m  End user support

602280 Microsoft SharePoint Server Enterprise for Software Assurance - SAL - Corporate - Lic/SA

This ItemID 602280 contains an order for Microsoft Corporation SharePointSvr ALNG LicSAPk MVL Ent SAL forSA Student
licensing of software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture,
provision, and performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject
to change as determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data
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End user support

602283 Microsoft Exchange Server Hosted Exchange Enterprise for Software Assurance - SAL - Corporate -
Lic/SA

This ItemID 602283 contains an order for Microsoft Corporation ExchgEntSAL ALNG LicSAPk MVL forSA Student licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602289 Microsoft System Center Configuration Manager - SAL - Corporate - Lic/SA

This ItemID 602289 contains an order for Microsoft Corporation SysCtrCnfgMgrCItML ALNG LicSAPk MVL SAL licensing of
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software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

® End user support

602293 Microsoft Productivity Suite for Enterprise CAL Software Assurance - SAL - Corporate - Lic/SA

This ItemID 602293 contains an order for Microsoft Corporation ProductivitySteSAL ALNG LicSAPk MVL ForEntCALSA licensing
of software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and

performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as

determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
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Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602302 Microsoft Windows Server Essentials - (Processer License) - Corporate - Lic/SA

This ItemID 602302 contains an order for Microsoft Corporation WinSvrEssntls ALNG LicSAPk MVL 1Proc licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
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Licensing
®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  Operating system management

m  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602303 Microsoft Windows Server Active Directory Rights Management Services - SAL - Corporate - Lic/SA

This ItemID 602303 contains an order for Microsoft Corporation WinRghtsMgmtSrvcsCAL ALNG LicSAPk MVL SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License

Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
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Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

= End user support

602305 Microsoft Exchange Server Hosted Exchange Basic - SAL - Corporate - Lic/SA

This ItemID 602305 contains an order for Microsoft Corporation ExchgBscSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
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such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602307 Microsoft Exchange Server Hosted Exchange Enterprise - SAL - Corporate - Lic/SA

This ItemID 602307 contains an order for Microsoft Corporation ExchgEntSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
®  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
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requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

= Content or data related support

®  All backups, including but not limited to application and proprietary data

m  End user support

602309 Microsoft Exchange Server Hosted Exchange Enterprise Plus - SAL - Corporate - Lic/SA

This ItemID 602309 contains an order for Microsoft Corporation ExchgEntPlusSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
= Management of licensing key
m Licensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m  Provide access to Company upon request for inventory and audit

® QOperating system management
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Application management
m  Application functional support
= Content or data related support
m  All backups, including but not limited to application and proprietary data
®  End user support

602317 Microsoft SharePoint Server Standard - SAL - Corporate - Lic/SA

This ItemID 602317 contains an order for Microsoft Corporation SharePointSvr ALNG LicSAPk MVL Std SAL licensing of software
( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance

of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support


https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement
https://www.microsoft.com/en-us/licensing/default

602319 Microsoft Project Server - SAL - Corporate - Lic/SA

This ItemID 602319 contains an order for Microsoft Corporation PrjctSvr ALNG LicSAPk MVL SAL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
= Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

m |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

®  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602321 Microsoft SharePoint Hosting - Corporate - Lic/SA

This ItemID 602321 contains an order for Microsoft Corporation SharePointHosting ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.
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Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602323 Microsoft BizTalk ServerStandard - 2 Core - Corporate - Lic/SA

This ItemID 602323 contains an order for Microsoft Corporation BztlkSvrStd ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
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= Company may revise terms of use or pricing to reflect changes by Microsoft.
Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
®  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

= All backups, including but not limited to application and proprietary data

m  End user support

602325 Microsoft BizTalk Server Enterprise - 2 Core - Corporate - Lic/SA

This ItemID 602325 contains an order for Microsoft Corporation BztlkSvrEnt ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
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Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602327 Microsoft BizTalk Server Branch - 2 Core - Corporate - Lic/SA

This ItemID 602327 contains an order for Microsoft Corporation BztlkSvrBrnch ALNG LicSAPk MVL 2Lic Corelic licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software
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Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

®  Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602329 Microsoft User Experience Virtualization Hosting for Desktops - SAL - Corporate - Lic/SA

This ItemID 602329 contains an order for Microsoft Corporation UserExpVirtSAL ALNG LicSAPk MVL licensing of software (
Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until

such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
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Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

m |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602330 Microsoft Cloud Platform Suite - Per Proc - Corporate - Lic/SA

This ItemID 602330 contains an order for Microsoft Corporation CloudPltfrmSte ALNG LicSAPk MVL 1Proc licensing of software
( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance
of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®m Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing
®  |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required
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m  Provide access to Company upon request for inventory and audit

® Operating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data
m  End user support

602331 Microsoft Cloud Platform Guest - Per OSE - Corporate - Lic/SA

This ItemID 602331 contains an order for Microsoft Corporation CloudPltfrmGuest ALNG LicSAPk MVL PerOSE licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

m  Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®  Provide access to Company upon request for inventory and audit

m  QOperating system management

®  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data
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End user support
602332 Microsoft SharePoint Server Standard for Software Assurance - CAL - Corporate - Lic/SA

This ItemID 602332 contains an order for Microsoft Corporation SharePointStdCAL ALNG LicSAPk MVL SAL forSA licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License

Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m  Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602333 Microsoft Exchange Server Hosted Exchange Standard for Software Assurance - SAL - Corporate -
Lic/SA

This ItemID 602333 contains an order for Microsoft Corporation ExchgStdSAL ALNG LicSAPk MVL forSA licensing of software (
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Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of
the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as determined by
Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
= Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m  Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

602335 Microsoft Productivity Suite - SAL - Corporate - Lic/SA

This ItemID 602335 contains an order for Microsoft Corporation ProductivitySteSAL ALNG LicSAPk MVL Student licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
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Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering
m  Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602336 Microsoft Productivity Suite For Core CAL Suite- SAL - Corporate - Lic/SA

This ItemID 602336 contains an order for Microsoft Corporation ProductivitySteSAL ALNG LicSAPk MVL ForCoreCALSA licensing
of software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.
Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
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Licensing
m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

= Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= |f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

m  Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

m  Application functional support

m  Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602337 Microsoft Office Multi-Language Pack - SAL - Corporate - Lic/SA

This ItemID 602337 contains an order for Microsoft Corporation OfficeMultiLangPk ALNG LicSAPk MVL SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License

Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at
https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

m  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m  Technical support for Microsoft Offering


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

Management of licensing key
B |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

® |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until
such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

®m Provide access to Company upon request for inventory and audit

m  QOperating system management

m  Application management

®  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

m  End user support

602338 Microsoft Azure DevOps Server - SAL - Corporate - Lic/SA

This ItemID 602338 contains an order for Microsoft Corporation AzureDevOpsServer ALNG LicSAPk MVL SAL licensing of
software ( Microsoft Offering ). Client agrees, acknowledges, and understands that the actual manufacture, provision, and
performance of the Microsoft Offering will be provided and made by Microsoft Corporation and may be subject to change as
determined by Microsoft Corporation.

Client agrees that the Microsoft Offerings are subject to the then current Microsoft SPLA Volume Licensing End User License
Terms available at https://www.oneneck.com/privacy-and-terms and Microsoft s privacy statement located at

https://privacy.microsoft.com/en-us/privacystatement, which are hereby incorporated into this Statement of Work.

Terms

= Notwithstanding the term of this Statement of Work, this Microsoft Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Microsoft.

Company's Responsibilities and Included Features
Licensing

®  Provide Microsoft Offering on a monthly subscription basis
Technical Support

m Technical support for Microsoft Offering
m  Management of licensing key
m |icensing provisioning support
m  Provide operating system software for installation or supervised installation of application software

Service Invoicing

m |nvoicing for this Service will commence at the time of provisioning of the Microsoft Offering and will continue until


https://www.microsoft.com/en-us/licensing/default
https://www.oneneck.com/privacy-and-terms
https://privacy.microsoft.com/en-us/privacystatement

such software is de-provisioned.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Client is responsible for the following:

m  Adherence to Microsoft licensing requirements. For more information on Microsoft Offering specific licensing
requirements, see https://www.microsoft.com/en-us/licensing/default

= All software licensing not contractually provided by Company (including other Microsoft software)

= [f the software is to be installed on Client owned infrastructure, subscription to Company managed services on virtual
infrastructure is required

® Provide access to Company upon request for inventory and audit

® QOperating system management

m  Application management

m  Application functional support

= Content or data related support

m  All backups, including but not limited to application and proprietary data

®  End user support

Category: Licensing Other

600063 Oracle Linux Basic Support

Company's Responsibilities and Included Features
Subscription Licensing

m  Provide described software licensure on a monthly subscription basis with a 1 year commitment
®  Management of license key

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
= Commitment to a 1 year subscription
m  Application management
m  Application functional support
m  Content or data related support
m  Backups of application and proprietary data
m  End user support

600064 Oracle VM Premier Limited Support

Company's Responsibilities and Included Features
Subscription Licensing

m  Provide described software licensure on a monthly subscription basis with a 1 year commitment
= Management of license key

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
= Commitment to a 1 year subscription
m  Application management
®  Application functional support
= Content or data related support
m Backups of application and proprietary data
®m  End user support


https://www.microsoft.com/en-us/licensing/default

600093 Cisco Nexus 1000V Series Switch for VMware - Subscription License

Company's Responsibilities and Included Features
Subscription Licensing

B Provide described software licensure on a monthly subscription basis

®  Management of license key

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
B Application management
®  Application functional support
B Content or data related support
B Backups of application and proprietary data

B End user support

601688 VMware Horizon Standard Edition Licensing

This ItemID 601684 contains an order for licensing of software provided by VMware, Inc. Client agrees, acknowledges, and
understands that the actual manufacture, provision, and performance of the VMware offerings will be provided and made by
VMware, Inc. and may be subject to change as determined by VMware, Inc.

Client agrees that the VMware Offerings are subject to the VMware Services End User License Agreement available at

https://www.vmware.com/content/dam/digitalmarketing/vmware/en/pdf/downloads/eula/universal_eula.pdf and privacy

policy located at https://www.vmware.com/help/privacy.html, which are hereby incorporated into this Statement of Work.
Definitions

Active Connection: Any connections to powered on desktop virtual machines, Remote Desktop Services sessions or physical
computers.

Concurrent Users: The total number of users accessing or using the software at any given time to maintain an Active
Connection, including active and idle session states, to their desktop through each endpoint device.

Company's Responsibilities and Included Features

Company will provide monthly subscription-based VMware software licensing for VMware s Horizon Standard Edition which
includes the following software only components:

= VMware Horizon (includes View Manager, View Composer and Persona Management)
= VMware ThinApp Client

= VMware ThinApp Packager

= VMware Workstation

® VMware vCenter Server Desktop

= VMware vSphere Enterprise Plus for Desktop

Service Metering

m  This is a metered service.

m  Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.

= Company may revise terms of use or pricing to reflect changes by VMware.

m  Usage metering for billing is calculated based on the highest total concurrent connections for a given month as viewed


https://www.vmware.com/content/dam/digitalmarketing/vmware/en/pdf/downloads/eula/universal_eula.pdf%20
https://www.vmware.com/help/privacy.html

in the Horizon administrator management web user interface. The count will be reset at the end of each month.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

Subscription to Company VMware vSphere managed services is required
Subscription to Company VMware Horizon Standard Edition managed services is required
Client must relinquish primary management and administrative control of the subscribed software to Company.
However, Client may elect to self-provision and self-manage some or all of the following elements:
m VMware Horizon (includes View Manager, View Composer and Persona Management)
= VMware ThinApp Client
m  VMware ThinApp Packager
m VMware Workstation
= VMware vCenter Server Desktop

601690 VMware vCloud Flex Core Bundle

This ItemID 601690 contains an order for licensing of software provided by VMware, Inc. Client agrees, acknowledges, and
understands that the actual manufacture, provision, and performance of the VMware offerings will be provided and made by
VMware, Inc. and may be subject to change as determined by VMware, Inc.

Client agrees that the VMware Offerings are subject to the VMware Services End User License Agreement available at
https://www.vmware.com/content/dam/digitalmarketing/vmware/en/pdf/downloads/eula/universal_eula.pdf and privacy
policy located at https://www.vmware.com/help/privacy.html, which are hereby incorporated into this Statement of Work.

Company's Responsibilities and Included Features

Company will provide monthly subscription-based VMware software licensing for VMware s vCloud Flex Core Bundle which
includes the following software only components:

Management

= vCloud Director

m vRealize Log Insight
Metering/Billing

m  vRealize Operations Chargeback

m vCloud Usage Meter
Networking

m NSX Data Center SP Base
Compute

m ySphere Enterprise Plus

m vCenter Server Standard
Support

m  Production Level Support

Service Metering

Terms

This is a metered service.
Usage metering for billing RAM is calculated for the powered on Virtual Machine ( VM ) by taking the greater value of:
m 1. Reserved RAM as defined by VMware
m 2. 50% of allocated RAM as defined by VMware
Billed RAM is billing RAM x time in hours (i.e. as calculated by the VMware vCloud Usage Meter). The billed RAMs are
summed, converted to GB and then divided by the total number of hours in the month to give the Average Billed RAM
(GB).
Once the value is taken from the two calculations above, all GB above 24 will be capped at 24GB

Notwithstanding the term of this Statement of Work, this Service is provided on a month to month basis.


https://www.vmware.com/content/dam/digitalmarketing/vmware/en/pdf/downloads/eula/universal_eula.pdf
https://www.vmware.com/help/privacy.html

= Company may revise terms of use or pricing to reflect changes by VMware.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m Subscription to Company VMware vSphere managed services is required
= Client must relinquish primary management and administrative control of the subscribed software to Company.
However, Client may elect to self-provision some or all of the following elements through its access to vCenter for VM
lifecycle management:
m Virtual hardware management
= Virtual network attachment
m Virtual storage management
m Remote console access
m  Access to shared VM templates
m  Access to private VM templates
m  Access to shared software ISO repository
m  Access to private software ISO repository
m Snapshot management

601871 Nutanix Files License Service - AOS

Company's Responsibilities and Included Features

Nutanix Files License Service - AOS ( NFLS ) provides Nutanix Files software for Clusters running mixed workloads (server
virtualized and Nutanix Files). NFLS is billed monthly per GiB storage space consumed basis. Nutanix Files is a software-defined
scale-out file storage solution designed to address a wide range of use cases, including support for Linux and Windows home
directories, user profiles and department shares.

Nutanix Files Features

= Server Message Block (SMB) versions 2 and 3 (SMBv2 and SMB v3) support
= Network File System (NFS) versions 3 and 4 (NFSv3 and NFSv4) support

= Multiprotocol support

m  High availability architecture

m Self-service file restoration

= Hot workloads performance tier

Metered Service

®  This service is metered
m  The quantity of ( NFLS ) storage space is comprised of replicated stored data, file storage and snapshot space
®m  The quantity is measured hourly

Usage for a month is the average of the hourly measurements captured during that month.
Terms

= Notwithstanding the term of this Statement of Work, this Offering is provided on a month to month basis.
m  Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
General Requirements

m Subscribe to Company s Managed Services for Nutanix Files Management
m  Subscribe to Company s ReliaCloud EDGE Node service

Acknowledgment and EULA

m (Client agrees, acknowledges, and understands that the actual manufacture of NFLS is by Nutanix, Inc. and may be
subject to changes in provisioning and performance as determined by Nutanix, Inc.



Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
601872 Nutanix Files License Service - EDGE Files Node

Company's Responsibilities and Included Features

Nutanix Files License Service - EDGE Files Node ( NFLS ) provides Nutanix Files software for ReliaCloud EDGE Files node-based
clusters. NFLS is billed monthly per GiB storage space consumed basis. Nutanix Files is a software-defined scale-out file storage
solution designed to address a wide range of use cases, including support for Linux and Windows home directories, user
profiles and department shares.

Nutanix Files Features

m Server Message Block (SMB) versions 2 and 3 (SMBv2 and SMB v3) support
= Network File System (NFS) versions 3 and 4 (NFSv3 and NFSv4) support

= Multiprotocol support

= High availability architecture

m  Self-service file restoration

m  Hot workloads performance tier

Metered Service

This service is metered
m  The quantity of ( NFLS ) storage space is comprised of replicated stored data, file storage and snapshot space
The quantity is measured hourly

m  Usage for a month is the average of the hourly measurements captured during that month.
Terms
m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.
Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
General Requirements
m Subscribe to Company s ReliaCloud EDGE Files Node service
Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of NFLS is by Nutanix, Inc. and may be
subject to changes in provisioning and performance as determined by Nutanix, Inc.
= (Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
601931 Veeam Backup for Microsoft Office 365 License

A detailed product description of Veeam Backup for Microsoft Office 365 is available at https://www.veeam.com/backup-
microsoft-office-365.html.

Notwithstanding the term of this Statement of Work, Veeam Backup for Microsoft Office 365 License is provided on a month to
month basis. Company may revise term, terms of use or pricing to reflect changes by Veeam upon thirty (30) days advance
notice.

Definitions

User: A named user with Microsoft Office 365 that is backed up using the contracted Veeam Backup for Microsoft Office 365


https://www.nutanix.com/legal/eula
https://www.nutanix.com/legal/eula
https://www.veeam.com/backup-microsoft-office-365.html
https://www.veeam.com/backup-microsoft-office-365.html

License.

Company's Responsibilities and Included Features

Licenses

Provide Veeam Backup for Microsoft Office 365 License ( Veeam Backup for 0365 ) on a per User per month basis.
Service Metering

Provide Veeam Backup for Microsoft Office 365 License ( Veeam Backup for 0365 ) on a per User per month basis.

m  This is a metered service billed in arrears on a monthly basis
= Client will be billed for the maximum number of individual Users per month

Client's Responsibilities and Out-of-Scope Notes
Unless contracted separately with Company under this or another Executed Order, Client is responsible for the following:

= Configuration and ongoing management of Veeam Backup for 0365

m  Providing infrastructure resources to run the Veeam Backup for 0365 server(s) and proxy, if applicable
m  Contracting and management of Microsoft Office 365 services

m  Contract for Company ReliaCloud Object Services to act as the backup repository

End User License Agreement

Client agrees that the Service is subject to the Veeam End User License Agreement (EULA) available at
https://www.veeam.com/eula.html and Client acknowledges and accepts that its subscription to and use of this Service is
subject to the EULA.

603926 Oracle Linux Premier Limited Support

Company's Responsibilities and Included Features
Subscription Licensing

m Provide described software licensure on a monthly subscription basis with a 1 year commitment
= Management of license key

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m  Commitment to a 1 year subscription
m  Application management
®  Application functional support
=  Content or data related support
m  Backups of application and proprietary data
®  End user support

603927 Oracle Linux Extended Support
Company's Responsibilities and Included Features

Subscription Licensing

m  Provide described software licensure on a monthly subscription basis with a 1 year commitment
®  Management of license key


https://www.veeam.com/eula.html

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m Commitment to a 1 year subscription
m  Application management
m  Application functional support
m  Content or data related support
m  Backups of application and proprietary data
m  End user support

603928 Oracle VM Extended Support

Company's Responsibilities and Included Features
Subscription Licensing

m  Provide described software licensure on a monthly subscription basis with a 1 year commitment
®  Management of license key

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
= Commitment to a 1 year subscription
®  Application management
m  Application functional support
= Content or data related support
m  Backups of application and proprietary data
m  End user support

606609 Nutanix Calm Licensing Service - Per VM

Definitions

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCl) management software that operates the
merger of compute, storage, networking and virtualization services

Calm: A Nutanix cloud software suite that allows you to select, provision, and manage business applications across both private
and public clouds. Calm provides application life cycle, monitoring, and remediation to manage your heterogeneous
infrastructure, for example, VMs, containers, and bare-metal servers. Nutanix Calm supports multiple platforms so that you can
use a single self-service and automation interface to manage your infrastructure. Calm is an add-on software component to an
Nutanix Cluster.

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features
Nutanix Calm License Service - Per VM ( Service ) provides subscription access to Nutanix Calm software.

The Service is a software license only, it does not provide any hardware, other Nutanix software or Service management.
Nutanix Calm software is licensed per VM. The licensing is available to all Nodes within the Cluster.

The following are the salient features of Calm:

®  Application life-cycle management: Automates the provisioning and deletion of both traditional multi-tiered
applications and modern distributed services by using blueprints that deploy applications in both private and public
cloud.

= Customizable blueprints: The ability to create blueprints that deploy and allow the of management custom enterprise
applications by incorporating the elements of each application, including relevant VMs, configurations, and related



binaries.

= Nutanix Marketplace: Publishes application blueprints directly to end users through Marketplace.

m  Governance: Role-based governance limiting user operations that are based on permissions.

m  Hybrid cloud management: Automates the provisioning of hybrid cloud infrastructure, scaling both multi-tiered and
distributed applications across cloud environments, including Nutanix AHV, AWS, VMware (on both Nutanix and non-
Nutanix platforms), Google Cloud Platform and Microsoft Azure.

Additional Calm features and product descriptions can be found at https://www.nutanix.com/products/cloud-manager/self-
service

Unit of Measure:

m  This service is consumed per VM in any state (on or off) while under the management of Nutanix Calm. VMs will be
billed in whole hour increments, rounding up partial hour usage to the next full hour.
m Service billing is monthly

Term
m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements

m Subscribe to Company ReliaCloud EDGE Node services

m  Prism Central instance must be hosted on one of the AHV clusters registered with it
= Deployment and configuration of Calm

®  Management and operation of Calm

m Blueprint development, implementation and management

®m  Run book development, implementation and management

Acknowledgment and EULA

= Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix Calm is by Nutanix, Inc. and
may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

= Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
606611 Nutanix Files License Service - AOS Per TiB

Company's Responsibilities and Included Features

Nutanix Files License Service - AOS per TiB ( NFLS ) provides Nutanix Files software for Clusters running mixed workloads (server
virtualized and Nutanix Files). NFLS is billed monthly per TiB of file storage space. Nutanix Files is a software-defined scale-out
file storage solution designed to address a wide range of use cases, including support for Linux and Windows home directories,
user profiles and department shares.

The Service is a software license only, it does not provide any hardware, other Nutanix software or Service management.

The following are the salient features of Nutanix Files:

Nutanix Files (Files) is a software-defined, scale-out file storage solution that lets you share files in a centralized and protected


https://www.nutanix.com/products/cloud-manager/self-service
https://www.nutanix.com/products/cloud-manager/self-service
https://www.nutanix.com/legal/eula

location to eliminate the requirement for a third-party file server.

= Server Message Block (SMB) versions 2 and 3 (SMBv2 and SMB v3) support

= Network File System (NFS) versions 3 and 4 (NFSv3 and NFSv4) support

®m  AHV and ESXi hypervisor support.

= Multiprotocol support

m  High availability for both VMs and data

m  |oad balancing through scale-up and scale-out

®m  Data management including Smart Tiering, Smart Sync, Smart DR, protection domain (PD) based-DR, and Self-Service
Restore (SSR).

Additional Files features and product descriptions can be found at https://www.nutanix.com/products/files

Metered Service:

®  This service is metered
m The quantity of ( NFLS ) storage space is comprised of replicated stored data, file storage and snapshot space
®m  The quantity of TiBs is measured hourly and billed monthly

Terms

m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
General

m  Procurement of necessary hardware and other associated software to create a Nutanix Cluster
®  Management of all hardware and software associated with the solution

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of NFLS is by Nutanix, Inc. and may be
subject to changes in provisioning and performance as determined by Nutanix, Inc.
m (Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
606612 Nutanix Objects License Service - AOS Per TiB

Company's Responsibilities and Included Features

Nutanix Objects License Service - AOS per TiB ( NOLS ) provides Nutanix Objects software for Clusters running mixed workloads
(server virtualized and Nutanix Objects). NOLS is billed monthly per TiB of Objects storage space. Nutanix Objects is a software-
defined Object store sevice storage solution designed to addresses storage-related use cases for backup, and long-term
retention, and data storage for your cloud-native applications by using standard S3 APIs

The Service is a software license only, it does not provide any hardware, other Nutanix software or Service management.

The following are the salient features of Nutanix Objects:

= Write-Once-Read-Many (WORM)


https://www.nutanix.com/products/files
https://www.nutanix.com/legal/eula

Immutability
m QObject Versioning
m  Data Life Cycle Management
= Multipart Upload
m  Data-at-Rest Encryption with Native Key Management
= Multi-protocol Access

Additional Files features and product descriptions can be found at https://www.nutanix.com/products/objects

Metered Service:

m  This service is metered
m  The quantity of ( NOLS ) storage space is comprised of Objects storage space
®m The quantity of TiBs is measured hourly and billed monthly

Terms

= Notwithstanding the term of this Statement of Work, this Offering is provided on a month to month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
General

m  Procurment of necessary hardware and other associated software to create a Nutanix Cluster
= Management of all hardware and software associated with the solution

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of NOLS is by Nutanix, Inc. and may be
subject to changes in provisioning and performance as determined by Nutanix, Inc.
= (Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
609701 VMware Cloud Foundation Subscription

This ItemID 609701 contains an order for a software subscription provided by Broadcom, Inc. Client agrees, acknowledges, and
understands that the actual manufacture, provision, and performance of the VMware offerings will be provided and made by
Broadcom, Inc. and may be subject to change as determined by Broadcom, Inc. Company will be the sole licensee of VMware
Cloud Foundation

Client agrees that the Broadcom Offerings are subject to the VMware End User License Agreement available at
https://www.vmware.com/content/dam/digitalmarketing/vmware/en/pdf/downloads/eula/universal_eula.pdf and to the
privacy policy located at https://www.vmware.com/help/privacy.html, which are hereby incorporated into this Statement of
Work.

Company's Responsibilities and Included Features

Company will provide a subscription-based VMware software licensing for VMware Cloud Foundation (VCF), which includes the
following components and quantities per core of VCF:

m vSphere Enterprise Plus: 1 core with 16-core per CPU minimum
= vCenter Standard: 1 instance

®m Tanzu Kubernetes Grid: 1 core

= VvSAN Enterprise: 1 TiB of vSAN per core


https://www.nutanix.com/products/files
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m  Aria Suite Enterprise: 1 core

= NSX Networking for VCF: 1 core

m  HCX Enterprise: 1 core

m  Aria Operations Network Enterprise: 1 core
m  Data Services Manager: 1 core

m SDDC Manager: 1 core

= Notwithstanding the term of this Statement of Work, this Service is provided on a month-to-month basis and may be
terminated for convenience by either party with a 30 days notice before the end of the month
®  Company may revise the terms of use or pricing to reflect changes by Broadcom

Service Metering

m This is a metered service based upon the number of physical cores on servers running VCF

= All physical CPUs must be licensed on servers running VCF. A minimum of 16 cores per CPU must be licensed

m  Usage over the committed quantity will be billed as overage, under ItemID 609702 VMware Cloud Foundation
Subscription Overage

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m Subscription to Company VMware vSphere managed services is required
= Client must relinquish primary management and administrative control of the subscribed software to Company.
However, Client may elect to self-provision some or all of the following elements through its access to vCenter for VM
lifecycle management:
m Virtual hardware management
m Virtual network attachment
m  Virtual storage management
m Remote console access
m  Access to shared VM templates
m  Access to private VM templates
m  Access to shared software ISO repository
m  Access to private software ISO repository
m Snapshot management

Mandatory Upgrade Regiments

= (Client s environment must be on the latest major software version minus one (N-1) for no more than 6 months for new
deployments, and for no more than 12 months for existing deployments. That is, once a new major VCF software
version is released, Client is required to move to the latest major software version within 6 months for new
deployments and within 12 months for existing deployments

= (Client is required to deploy consistent software versions for all deployed components of VCF. For example, VCF
software version 5.1 has components vSphere version 8 and vSAN version 8. Client is not permitted to deploy vSphere
version 8 with vSAN version 7 inside a Client s VMware environment

609702 VMware Cloud Foundation Subscription Overage

VMware Cloud Foundation Subscription Overage is an add-on component to ItemID 609701 VMware Cloud Foundation
Subscription

Any usage over the contracted quantity for 609701 VMware Cloud Foundation Subscription will be billed under this ltemID

611498 Nutanix Cloud Platform Software - NCI ULT/NCM PRO Bundle

Definition



AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCl) management software that operates the
merger of compute, storage, networking and virtualization services

NCI ULT: Nutanix Cloud Infrastructure Ultimate
NCM PRO: Nutanix Cloud Manager Pro

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster

CPU core Core : An individual processing unit within a CPU (Central Processing Unit), responsible for executing instructions and
performing calculations

Company's Responsibilities and Included Features
Definition

Nutanix Cloud Platform Software NCI Ult/NCM Pro Bundle Service provides subscription access to Nutanix Cloud Platform
software on a per Core per month basis.

The Service is for Nutanix Cloud Platform software licensing only, and does not provide any hardware, other Nutanix software,
or Service management. Nutanix Cloud Platform software is licensed per Core. All Cores within the Cluster must be licensed for
Nutanix Cloud Platform, as such Service quantities will automatically be adjusted by Company as Core quantities are adjusted.

The following are the salient features of the bundled software:

= Nutanix AOS

= Nutanix AHV

m  Nutanix Disaster Recovery

m Lifecycle Manager

®  Prism Central

= Self-Service and Orchestration

Additional Files features and product descriptions can be found at https://www.nutanix.com/products/cloud-

platform/software-options

Software Bundle Specifications:

Company will provide Nutanix Cloud Platform licensing that provides a sofware release that meets or exceeds the following
software editions:

= Nutanix NCI (Nutanix Cloud Infrastructure) Ultimate
= Nutanix NCM (Nutanix Cloud Manager) Pro

The licensing includes the following Nutanix software that can be self-enrolled and disenrolled by Client. Usage of this software
may incur additional charges as defined by the Agreement:

m  Nutanix Unified Storage Pro Per TiB
= Nutanix Unified Storage Starter Per TiB

Terms


https://www.nutanix.com/products/cloud-platform/software-options
https://www.nutanix.com/products/cloud-platform/software-options

= Notwithstanding the term of this Statement of Work, this Offering is provided on a month to month basis.
m  Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This service is a software license only:
General Requirements

m Subscribe to Company Nutanix management services.
m License all Nodes within the cluster with the Service.

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix Cloud Platform software is by
Nutanix, Inc. and may be subject to changes in provisioning and performance as determined by Nutanix, Inc.
= Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available
https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
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Category: Licensing SPLA

602187 NVIDIA vWS Virtual GPU Software per Named User Service

Definitions

GPU: Graphics processing unit (GPU) is a specialized electronic circuit designed to rapidly manipulate and alter memory to
accelerate the creation of images in a frame buffer intended for output to a display device.

Named User License ( Named Users ): Is a license that may only be used by a single named authorized user and such authorized
user may not re-assign or share the license with any other person (including, without limitation, other authorized users);
provided, however, that if the named authorized user is no longer employed or no longer requires any access to the Cluster as
part of his or her job, Client may re-assign a named user license to a new named authorized user.

vGPU: Virtual graphics processing unit.
Company's Responsibilities and Included Features

NVIDIA vWS (virtual workstation) Virtual GPU Software per Named User Service ( NVIDIA vWS ) provides NVIDIA virtual GPU
licensing on a per named user per month basis. The NVIDIA vWS product is designed for mainstream and high-end designers
who use powerful 3D content creation applications such as Dassault CATIA, SOLIDWORKS, 3DExcite, Siemens NX, PTC Creo,
Schlumberger Petrel, or Autodesk Maya. NVIDIA vWS allows users to access their professional graphics applications with full
features and performance from a supported services and devices.

Metered Service:

m  This service is metered

= Named Users are measured from the NVIDA GPU Software License Server provided by Company.

®m  The quantity of Named Users is calculated on the maximum number of Named Users identified within the virtualization
platform per month.

m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by NVIDIA.


https://www.nutanix.com/legal/eula

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This service is a software license only:
General Requirements

= Open network ports within the virtualization platform to allow communication to and from the Company provided
NVIDIA vGPU Software License Server.

= Allow company to install any necessary software such as drivers for the NVIDIA GPU cards

m Subscribe to Company's ReliaCloud EDGE EUC Nodes with GPUs

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of NVIDIA vWS (virtual workstation) Virtual
GPU Software is NVIDIA Corporation (NVIDIA) and may be subject to changes in provisioning and performance as
determined by NVIDIA.

m (Client agrees that NVIDIA offerings provided herein are subject to the NVIDIA End User License Agreement for GPU
available https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf which is

hereby incorporated into this SOW in full.

602188 NVIDIA vPC Virtual GPU Software per Named User Service

Definitions

GPU: Graphics processing unit (GPU) is a specialized electronic circuit designed to rapidly manipulate and alter memory to
accelerate the creation of images in a frame buffer intended for output to a display device.

Named User License ( Named Users ): Is a license that may only be used by a single named authorized user and such authorized
user may not re-assign or share the license with any other person (including, without limitation, other authorized users);
provided, however, that if the named authorized user is no longer employed or no longer requires any access to the Cluster as
part of his or her job, Client may re-assign a named user license to a new named authorized user.

vGPU: Virtual graphics processing unit.
Company's Responsibilities and Included Features

NVIDIA vPC (virtual Personal Computer) Virtual GPU Software per Named User Service ( NVIDIA vPC ) provides NVIDIA virtual
GPU licensing on a per named user per month basis. The NVIDIA vPC product is designed for an enhanced virtual desktop
experience for users that leverage streaming applications, browsers and high-definition video.

Metered Service:

®  This service is metered

= Named Users are measured from the NVIDA GPU Software License Server provided by Company.

®m  The quantity of Named Users is calculated on the maximum number of Named Users identified within the virtualization
platform per month.

m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by NVIDIA.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements


https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf

m  QOpen network ports within the virtualization platform to allow communication to and from the Company provided
NVIDIA vGPU Software License Server.

= Allow company to install any necessary software such as drivers for the NVIDIA GPU cards

m Subscribe to Company's ReliaCloud EDGE EUC Nodes with GPUs

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of NVIDIA vPC Virtual GPU Software is
NVIDIA Corporation (NVIDIA) and may be subject to changes in provisioning and performance as determined by NVIDIA.

= (Client agrees that NVIDIA offerings provided herein are subject to the NVIDIA End User License Agreement for GPU
available https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf which is

hereby incorporated into this SOW in full.

602356 Nutanix Frame Named User License Service
Definition

Named User License ( Named User ): Is a license that may only be used by a single named authorized user and such authorized
user may not re-assign or share the license with any other person (including, without limitation, other authorized users);
provided, however, that if the named authorized user is no longer employed or no longer requires any access to the Cluster as
part of his or her job, Client may re-assign a named user license to a new named authorized user.

Company's Responsibilities and Included Features

Nutanix Frame Named User License Service ("NFLS)" provides subscription access to Nutanix Frame Frame on a per Named
User per month basis. Nutanix Frame is a Desktop-as-a-Service (Daa$S) solution that provides the ability to run virtual apps and
desktops on your choice of infrastructure.

Frame is a control plane that runs in the cloud and is hosted and operated by Nutanix. End-user workloads are orchestrated by
the Frame service and can run in a variety of public clouds and in your own private cloud with Frame on Nutanix AOS.

Metered Service:

m  This service is metered
m The quantity of Named Users is calculated on the maximum number of Named Users identified within the Cluster per
month.

= Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This service is a software license only:
General Requirements

m  Provide or subscribe to cloud infrastructure (hardware and virtualization software) that supports the virtual application
or desktop sessions that Frame manages and instantiates.

m  Provide all supporting desktop operating system and application software licensing

®  Management and operation of Frame, including but not limited to; building of golden images, application installation,
selection of infrastructure instances aligned to desktop or application hosting, configuration of authentication
integration, report creation, VPN integration and other usage customizations.

®  Management and support of end user sessions and end points (laptops, desktops, tablets, phones and other devices)

m  Provide and provision end points


https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf

Acknowledgment and EULA

= Client agrees, acknowledges, and understands that the actual manufacture of NFLS is by Nutanix, Inc. and may be
subject to changes in provisioning and performance as determined by Nutanix, Inc.

= Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
602396 Nutanix Era License Service
Definitions

vCPU Virtual Central Processing Unit, also known as a virtual processor, represents or share of a physical CPU that is assigned
to a virtual machine (VM).

Company's Responsibilities and Included Features

Nutanix Era License service provides a license to use Nutanix Era software on a per vCPU per month basis. This is a software
only service and does not provide any level of Company management services.

Nutanix Era ( Era ) is a cloud agnostic multi-database managements solution for IT and database teams. Era supports Oracle,
Microsoft SQL server, MySQL, MariaDB, Postgress, and SAP HAHA.

Core features include:

m  Hybrid cloud database management
m  Datbase provisiong

m  Datbase Protection

m  Database Patching

m  Copy data management

Additional information is available at https://www.nutanix.com/products/era
Metered Service:

m  This service is metered
m The service is charged upon the maximum number of vCPUs used by the VMs for which its database is managed by Era.

Terms:

m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
This service is a software license only:

m  Provide or subscribe to cloud infrastructure (hardware and virtualization software) that supports the virtual application
or desktop sessions that Frame manages and instantiates.

m  Provide all supporting desktop operating system and application software licensing

®  Management and operation of associated databases.

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of Era is by Nutanix, Inc. and may be subject
to changes in provisioning and performance as determined by Nutanix, Inc. .
= (Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full..


https://www.nutanix.com/legal/eula
https://www.nutanix.com/products/era
https://www.nutanix.com/legal/eula

602742 Nutanix Flow Security License Service

Definitions
AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Nutanix Flow Security: A policy-driven security framework that inspects traffic within the data center. The framework uses a
workload-centric approach instead of a network-centric approach. Therefore, it can scrutinize traffic to and from VMs no
matter how their network configurations change and where they reside in the data center.

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster
Company's Responsibilities and Included Features

Nutanix Flow Security per Node License Service ( Service ) provides subscription access to Nutanix Flow Security software on a
per Node per month basis.

The Service is only for Nutanix Flow Security software license only, it does not provide any hardware, other Nutanix software or
Service management. Nutanix Flow software is licensed per Node. All Nodes within the Cluster must be licensed for Nutanix
Flow Security, as such Service quantities will automatically be adjusted by Company as Node quantities are adjusted.

Metered Service:

m  This service is metered
®m The quantity of Nodes is calculated on the maximum number of active Nodes identified within the Cluster per month.

Term
m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements

m Subscribe to Company ReliaCloud EDGE Node services

m License all Nodes within the cluster with the Service.

m Cluster requires Nutanix AHV as the hypervisor

m Cluster must be running AHV on AOS 5.6 or later

m  Prism Central instance must be hosted on one of the AHV clusters registered with it
m Deployment and configuration of Nutanix Flow Security Software

= Management and operation of Nutanix Flow Security Software

Acknowledgment and EULA

m (Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix Flow Security is by Nutanix,
Inc. and may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

m (Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.


https://www.nutanix.com/legal/eula

603357 Nutanix Frame Burstable Named User License Service
Definition

Named User License ( Named User ): Is a license that may only be used by a single named authorized user and such authorized
user may not re-assign or share the license with any other person (including, without limitation, other authorized users);
provided, however, that if the named authorized user is no longer employed or no longer requires any access to the Cluster as
part of his or her job, Client may re-assign a named user license to a new named authorized user.

Company's Responsibilities and Included Features

Nutanix Frame Burstable Named User License Service ("NFBLS)" provides additional burst license capacity above the Nutanix
Frame Committed Named User License Service quantity.

Consumption:

= NFBLS is a metered service
m  NFBLS is burstable above the fixed allocation of Name Users, providing immediate access to additional capacity. Client
will be billed for the maximum number of Named Users for the month at the burstable service rate less the total
number of committed Name Users.
= Example:
m 50 committed Named Users at $15 per user committed rate, $750
m 7 additional Named Users at $25 per user burstable rate, $175.
m Total NFLS bill $925

Term
= Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements

m Subscribe to Nutanix Frame Committed Named User License Service

m  Provide or subscribe to cloud infrastructure (hardware and virtualization software) that supports the virtual application
or desktop sessions that Frame manages and instantiates.

®  Provide all supporting desktop operating system and application software licensing

= Management and operation of Frame, including but not limited to; building of golden images, application installation,
selection of infrastructure instances aligned to desktop or application hosting, configuration of authentication
integration, report creation, VPN integration and other usage customizations.

= Management and support of end user sessions and end points (laptops, desktops, tablets, phones and other devices)

®  Provide and provision end points

Acknowledgment and EULA

= Client agrees, acknowledges, and understands that the actual manufacture of NFLS is by Nutanix, Inc. and may be
subject to changes in provisioning and performance as determined by Nutanix, Inc.

= Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
606610 Nutanix Flow Security License Service - Per Node

Definitions


https://www.nutanix.com/legal/eula

AHV: Nutanix Acropolis Hypervisor

AOS: Nutanix Acropolis Operating System is Hyper-Converged Infrastructure (HCI) management software that operates the
merger of compute, storage, networking and virtualization services

Cluster: A logical grouping of Nodes and software to form an IT services entity, generally for the purposes of serving storage,
server, and desktop virtualization services

Nutanix Flow Security: A policy-driven security framework that inspects traffic within the data center. The framework uses a
workload-centric approach instead of a network-centric approach. Therefore, it can scrutinize traffic to and from VMs no
matter how their network configurations change and where they reside in the data center.

Node: A discrete unit of IT infrastructure (CPU, memory, and storage) that participates within a hyper-converged Cluster

Company's Responsibilities and Included Features

Nutanix Flow Security per Node License Service ( Service ) provides subscription access to Nutanix Flow Security software on a
per Node per month basis.

The Service is only for Nutanix Flow Security software license only, it does not provide any hardware, other Nutanix software or
Service management. Nutanix Flow software is licensed per Node. All Nodes within the Cluster must be licensed for Nutanix
Flow Security, as such Service quantities will automatically be adjusted by Company as Node quantities are adjusted.

Metered Service:

m  This service is metered
®m  The quantity of Nodes is calculated on the maximum number of active Nodes identified within the Cluster per month.

Term

= Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by Nutanix.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements

m  Subscribe to Company ReliaCloud EDGE Node services
m License all Nodes within the cluster with the Service.
= Cluster requires Nutanix AHV as the hypervisor



Cluster must be running AHV on AOS 5.6 or later
= Prism Central instance must be hosted on one of the AHV clusters registered with it
= Deployment and configuration of Nutanix Flow Security Software
®  Management and operation of Nutanix Flow Security Software

Acknowledgment and EULA

= Client agrees, acknowledges, and understands that the actual manufacture of the Nutanix Flow Security is by Nutanix,
Inc. and may be subject to changes in provisioning and performance as determined by Nutanix, Inc.

= Client agrees that Nutanix offerings provided herein are subject to the Nutanix License and Service Agreement available

https://www.nutanix.com/legal/eula, which is hereby incorporated into this SOW in full.
611706 NVIDIA vPC Virtual GPU Software per Concurrent User Service

Definitions

GPU: Graphics processing unit (GPU) is a specialized electronic circuit designed to rapidly manipulate and alter memory to
accelerate the creation of images in a frame buffer intended for output to a display device.

Concurrent User License ( Concurrent User ): A method of allocating licenses based on the number of VMs that are
concurrently being used. A Concurrent User license allows only one concurrent VM to be hosted per license. For application
streaming or session-based solutions, each concurrent user requires a Concurrent User license.

vGPU: Virtual graphics processing unit.
Company's Responsibilities and Included Features

NVIDIA vPC (virtual Personal Computer) Virtual GPU Software per Concurrent User Service ( NVIDIA vPC ) provides NVIDIA
virtual GPU licensing on a per concurrent user per month basis. The NVIDIA vPC product is designed for an enhanced virtual
desktop experience for users that leverage streaming applications, browsers and high-definition video.

Term
m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by NVIDIA.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements

m Open network ports within the virtualization platform to allow communication to and from the Company provided
NVIDIA vGPU Software License Server.

m  Allow company to install any necessary software such as drivers for the NVIDIA GPU cards

m Subscribe to Company's ReliaCloud EDGE EUC Nodes with GPUs

Acknowledgment and EULA

= Client agrees, acknowledges, and understands that the actual manufacture of NVIDIA vPC Virtual GPU Software is
NVIDIA Corporation (NVIDIA) and may be subject to changes in provisioning and performance as determined by NVIDIA.

= Client agrees that NVIDIA offerings provided herein are subject to the NVIDIA End User License Agreement for GPU
available https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf which is

hereby incorporated into this SOW in full.


https://www.nutanix.com/legal/eula
https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf

611707 NVIDIA vWS Virtual GPU Software per Concurrent User Service

Definitions

GPU: Graphics processing unit (GPU) is a specialized electronic circuit designed to rapidly manipulate and alter memory to
accelerate the creation of images in a frame buffer intended for output to a display device.

Concurrent User License ( Concurrent User ): A method of allocating licenses based on the number of VMs that are
concurrently being used. A Concurrent User license allows only one concurrent VM to be hosted per license. For application
streaming or session-based solutions, each concurrent user requires a Concurrent User license.

vGPU: Virtual graphics processing unit.
Company's Responsibilities and Included Features

NVIDIA vWS (virtual workstation) Virtual GPU Software per Concurrent User Service ( NVIDIA vWS ) provides NVIDIA virtual GPU
licensing on a per concurrent user per month basis. The NVIDIA vWS product is designed for mainstream and high-end
designers who use powerful 3D content creation applications such as Dassault CATIA, SOLIDWORKS, 3DExcite, Siemens NX, PTC
Creo, Schlumberger Petrel, or Autodesk Maya. NVIDIA vWS allows users to access their professional graphics applications with
full features and performance from a supported services and devices.

Term
m  Notwithstanding the term of this Statement of Work, this Offering is provided on a month-to-month basis.
= Company may revise terms of use or pricing to reflect changes by NVIDIA.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

This service is a software license only:

General Requirements

m  QOpen network ports within the virtualization platform to allow communication to and from the Company provided
NVIDIA vGPU Software License Server.

= Allow company to install any necessary software such as drivers for the NVIDIA GPU cards

m Subscribe to Company's ReliaCloud EDGE EUC Nodes with GPUs

Acknowledgment and EULA

= (Client agrees, acknowledges, and understands that the actual manufacture of NVIDIA vWS (virtual workstation) Virtual
GPU Software is NVIDIA Corporation (NVIDIA) and may be subject to changes in provisioning and performance as
determined by NVIDIA.

= (Client agrees that NVIDIA offerings provided herein are subject to the NVIDIA End User License Agreement for GPU
available https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf which is

hereby incorporated into this SOW in full.

Category: Load Balancing

601770 Managed A10 vThunder ADC Virtual Appliance HA 25

The Managed A10 vThunder ADC (Application Delivery Controller) Virtual Appliance ( vThunder ADC ) - HA (high availability)
service is a combination of Company-managed services for a virtual load balancer and A10 software licensing for the purpose
of running two (2) vThunder ADCs in a high availability configuration on virtualized infrastructure provided by Client or
contracted to be provided by Company.

Feature Specifications


https://images.nvidia.com/content/pdf/grid/support/enterprise-eula-grid-and-amgx-supplements.pdf

The following provides the vThunder ADC feature specifications that Company will manage:
Load Balancing Sizing

= vThunder ADC load balancer with 25 Mbps (megabits per second) protected throughput
® Maximum throughput scalable with additional Company ItemIDs to 10,000 Mbps

Application Delivery

= Comprehensive IPv4/IPv6 support
m  Advanced Layer 4/Layer 7 server load balancing
m  Comprehensive load balancing methods:
= Round Robin (RR)
m | east Connections (LC)
m Weighted RR
m Weighted LC
m  Fastest response
= Client-provided scriptable health check support using:
m TCL (Tool Command Language)
= Python
= Perl
m Bash
m  Health checks leveraging HTTP GET and standard TCP ports

Application Security

m  Secure Sockets Layer ("SSL") offload support:
m  SSL termination, SSL bridging
m  SSL proxy
m SSL session ID reuse
= AAM (Application Access Management) integration support:
m SAML (Security Assertion Markup Language)
m Kerberos
= NTLM (New Technology LAN Manager)
m TDS (Tabular Data Stream) SQL logon
m | DAP (Lightweight Directory Access Protocol)
= RADIUS (Remote Authentication Dial-In User Service)
= HTML form-based
= Comprehensive SSL/TLS (Transport Layer Security) usage support including:
m TLS 1.2 and TLS 1.3 support comprehensive SSL/TLS support
m TLS 1.2 and TLS 1.3 support
m  PFS (Perfect Forward Secrecy) with ECDHE (Elliptic Curve Diffie-Hellman Exchange) and other ECC (Elliptic Curve
Cryptography) ciphers
m  AES-NI (Advanced Encryption Standard New Instructions) and GCM (Galois/Counter Mode) ciphers
m  Dynamically add IPs to black-white lists

Company's Responsibilities and Included Features
Load Balancer Management

= Configuration of application load balancing per Client s specifications

m  Configuration of health checks if required (jointly determined by Company and Client)
= Configuration for SSL

® |ntegration with AAM

m  SSL/TLS configuration and support

= Configuration management and backup

m  Configuration and management of HA settings



= Configuration of VThunder ADCs
m System throughput and capacity management

Appliance Monitoring

= vThunder ADC up/down status
m  HA failure/sync issues

m Critical vThunder ADC alerts

m Virtual IP up/down

= vPool up/down

Patching and Upgrades

m  Periodic reviews of critical patches

= Up to quarterly routine review of same-version patch analysis

m  Application of updates and patches during Client-approved maintenance windows

m  Periodic next version analysis and recommendations (upon Client request)

m  Periodic upgrades to the vThunder ADC software (including major upgrades) will be conducted at Company s discretion
and in accordance with industry-best practices

If Client does not provide Company with a maintenance window to apply upgrades and patches (critical and security) within a
commercially reasonable timeframe based on the severity of the upgrade or patch, Client waives any and all claims against
Company which arise directly or indirectly from such failure to upgrade or patch, and any applicable service level agreements
will be suspended until such time as patching and upgrades are up-to-date. If patching or upgrading is delayed by more than
three (3) months, a catch-up patching process will be applied at the time patching resumes, and Client will be invoiced on a
time-and-materials basis for such catch-up services. Client acknowledges and accepts all risk relating to its failure to provide
maintenance windows for upgrades or patches.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

End of Support

The vThunder ADC is subject to an EOS Date, as described above in this SOW.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide virtualizing resources to meet or exceed the the vThunder ADC infrastructure specifications.
m Minimum virtualized resources necessary to run the vThunder ADC are as follows:
= PervThunder ADC
= 1vCPU
m 16 GB memory *
m 20 GB storage
m ) Ethernet Interfaces (3 or more are recommended)
= Minimum of two (2) vThunder ADCs need to be deployed for HA.
m  Provide and configure desired internal and external network services
m  Provide scripted health checks, if applicable, to load balancing solution



Open any necessary ports and conduits between the Appliance and Company s management services
m Specify the amount of throughput in Mbps needed to serve their applications and size the environment accordingly.
Note other ItemIDs from Company may be necessary.

End User License Agreement

Client agrees that the A10 vThunder ADC, and therefore Client s use of this Service as pertains to that software is subject to the
A10 End User License Agreement available at: https://www.al0Onetworks.com/company/legal/eula/.

601771 Managed A10 vThunder ADC Virtual Appliance HA 50

The Managed A10 vThunder ADC (Application Delivery Controller) Virtual Appliance ( vThunder ADC ) - HA (high availability)
service is a combination of Company-managed services for a virtual load balancer and A10 software licensing for the purpose
of running two (2) vThunder ADCs in a high availability configuration on virtualized infrastructure provided by Client or
contracted to be provided by Company.

Feature Specifications
The following provides the vThunder ADC feature specifications that Company will manage:
Load Balancing Sizing

m vThunder ADC load balancer with 50 Mbps (megabits per second) protected throughput
= Maximum throughput scalable with additional Company ItemIDs to 10,000 Mbps

Application Delivery

= Comprehensive IPv4/IPv6 support
= Advanced Layer 4/Layer 7 server load balancing
m  Comprehensive load balancing methods:
= Round Robin (RR)
m  |east Connections (LC)
= Weighted RR
m Weighted LC
m  Fastest response
= Client-provided scriptable health check support using:
m TCL (Tool Command Language)
= Python
= Perl
®m Bash
m Health checks leveraging HTTP GET and standard TCP ports

Application Security

m  Secure Sockets Layer ("SSL") offload support:
m  SS| termination, SSL bridging
m  SSL proxy
m SS| session ID reuse
® AAM (Application Access Management) integration support:
m SAML (Security Assertion Markup Language)
m Kerberos
= NTLM (New Technology LAN Manager)
m  TDS (Tabular Data Stream) SQL logon
m | DAP (Lightweight Directory Access Protocol)
= RADIUS (Remote Authentication Dial-In User Service)
m HTML form-based
= Comprehensive SSL/TLS (Transport Layer Security) usage support including:


https://www.a10networks.com/company/legal/eula/

TLS 1.2 and TLS 1.3 support comprehensive SSL/TLS support

m TLS 1.2 and TLS 1.3 support

m PFS (Perfect Forward Secrecy) with ECDHE (Elliptic Curve Diffie-Hellman Exchange) and other ECC (Elliptic Curve
Cryptography) ciphers

m  AES-NI (Advanced Encryption Standard New Instructions) and GCM (Galois/Counter Mode) ciphers

m Dynamically add IPs to black-white lists

Company's Responsibilities and Included Features
Load Balancer Management

m  Configuration of application load balancing per Client s specifications

= Configuration of health checks if required (jointly determined by Company and Client)
= Configuration for SSL

®  |ntegration with AAM

m  SSL/TLS configuration and support

m  Configuration management and backup

=  Configuration and management of HA settings

= Configuration of VThunder ADCs

m System throughput and capacity management

Appliance Monitoring

m vThunder ADC up/down status
= HA failure/sync issues

m  Critical vThunder ADC alerts

® Virtual IP up/down

= vPool up/down

Patching and Upgrades

m  Periodic reviews of critical patches

= Up to quarterly routine review of same-version patch analysis

®  Application of updates and patches during Client-approved maintenance windows

m  Periodic next version analysis and recommendations (upon Client request)

m  Periodic upgrades to the vThunder ADC software (including major upgrades) will be conducted at Company s discretion
and in accordance with industry-best practices

If Client does not provide Company with a maintenance window to apply upgrades and patches (critical and security) within a
commercially reasonable timeframe based on the severity of the upgrade or patch, Client waives any and all claims against
Company which arise directly or indirectly from such failure to upgrade or patch, and any applicable service level agreements
will be suspended until such time as patching and upgrades are up-to-date. If patching or upgrading is delayed by more than
three (3) months, a catch-up patching process will be applied at the time patching resumes, and Client will be invoiced on a
time-and-materials basis for such catch-up services. Client acknowledges and accepts all risk relating to its failure to provide
maintenance windows for upgrades or patches.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.



End of Support

The vThunder ADC is subject to an EOS Date, as described above in this SOW.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide virtualizing resources to meet or exceed the the vThunder ADC infrastructure specifications.
= Minimum virtualized resources necessary to run the vThunder ADC are as follows:
= PervThunder ADC
= 1vCPU
m 16 GB memory *
m 20 GB storage
m 2 Ethernet Interfaces (3 or more are recommended)
= Minimum of two (2) vThunder ADCs need to be deployed for HA.:
m Provide and configure desired internal and external network services
m  Provide scripted health checks, if applicable, to load balancing solution
m Open any necessary ports and conduits between the Appliance and Company s management services
= Specify the amount of throughput in Mbps needed to serve their applications and size the environment accordingly.
Note other ItemIDs from Company may be necessary.

End User License Agreement

Client agrees that the A10 vThunder ADC, and therefore Client s use of this Service as pertains to that software is subject to the
A10 End User License Agreement available at: https://www.al0Onetworks.com/company/legal/eula/.

601772 Managed A10 vThunder ADC Virtual Appliance HA 100

The Managed A10 vThunder ADC (Application Delivery Controller) Virtual Appliance ( vThunder ADC ) - HA (high availability)
service is a combination of Company-managed services for a virtual load balancer and A10 software licensing for the purpose
of running two (2) vThunder ADCs in a high availability configuration on virtualized infrastructure provided by Client or
contracted to be provided by Company.

Feature Specifications
The following provides the vThunder ADC feature specifications that Company will manage:
Load Balancing Sizing

m vThunder ADC load balancer with 100 Mbps (megabits per second) protected throughput
m Maximum throughput scalable with additional Company ItemIDs to 10,000 Mbps

Application Delivery

= Comprehensive IPv4/IPv6 support
= Advanced Layer 4/Layer 7 server load balancing
= Comprehensive load balancing methods:
= Round Robin (RR)
m  |east Connections (LC)
= Weighted RR
m Weighted LC
m  Fastest response
= Client-provided scriptable health check support using:
TCL (Tool Command Language)
Python
= Perl
®m Bash
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Health checks leveraging HTTP GET and standard TCP ports
Application Security

m  Secure Sockets Layer ("SSL") offload support:
m  SS| termination, SSL bridging
m  SSL proxy
m  SSL session ID reuse
= AAM (Application Access Management) integration support:
m SAML (Security Assertion Markup Language)
m Kerberos
m NTLM (New Technology LAN Manager)
m  TDS (Tabular Data Stream) SQL logon
m | DAP (Lightweight Directory Access Protocol)
m  RADIUS (Remote Authentication Dial-In User Service)
m HTML form-based
= Comprehensive SSL/TLS (Transport Layer Security) usage support including:
m TLS 1.2 and TLS 1.3 support comprehensive SSL/TLS support
m TLS 1.2 and TLS 1.3 support
m PFS (Perfect Forward Secrecy) with ECDHE (Elliptic Curve Diffie-Hellman Exchange) and other ECC (Elliptic Curve
Cryptography) ciphers
= AES-NI (Advanced Encryption Standard New Instructions) and GCM (Galois/Counter Mode) ciphers
m  Dynamically add IPs to black-white lists

Company's Responsibilities and Included Features
Load Balancer Management

= Configuration of application load balancing per Client s specifications

= Configuration of health checks if required (jointly determined by Company and Client)
= Configuration for SSL

® |ntegration with AAM

m  SSL/TLS configuration and support

m  Configuration management and backup

=  Configuration and management of HA settings

m  Configuration of VThunder ADCs

= System throughput and capacity management

Appliance Monitoring

m vThunder ADC up/down status
= HA failure/sync issues

m  Critical vThunder ADC alerts

= Virtual IP up/down

= vPool up/down

Patching and Upgrades

m  Periodic reviews of critical patches

m  Up to quarterly routine review of same-version patch analysis

m  Application of updates and patches during Client-approved maintenance windows

®  Periodic next version analysis and recommendations (upon Client request)

®  Periodic upgrades to the vThunder ADC software (including major upgrades) will be conducted at Company s discretion
and in accordance with industry-best practices

If Client does not provide Company with a maintenance window to apply upgrades and patches (critical and security) within a
commercially reasonable timeframe based on the severity of the upgrade or patch, Client waives any and all claims against



Company which arise directly or indirectly from such failure to upgrade or patch, and any applicable service level agreements
will be suspended until such time as patching and upgrades are up-to-date. If patching or upgrading is delayed by more than
three (3) months, a catch-up patching process will be applied at the time patching resumes, and Client will be invoiced on a
time-and-materials basis for such catch-up services. Client acknowledges and accepts all risk relating to its failure to provide
maintenance windows for upgrades or patches.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

End of Support

The vThunder ADC is subject to an EOS Date, as described above in this SOW.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide virtualizing resources to meet or exceed the the vThunder ADC infrastructure specifications.
m Minimum virtualized resources necessary to run the vThunder ADC are as follows:
= PervThunder ADC
= 1vCPU
m 16 GB memory *
m 20 GB storage
m ) Ethernet Interfaces (3 or more are recommended)
= Minimum of two (2) vThunder ADCs need to be deployed for HA.:
m Provide and configure desired internal and external network services
m  Provide scripted health checks, if applicable, to load balancing solution
m Open any necessary ports and conduits between the Appliance and Company s management services
m Specify the amount of throughput in Mbps needed to serve their applications and size the environment accordingly.
Note other ItemIDs from Company may be necessary.

End User License Agreement

Client agrees that the A10 vThunder ADC, and therefore Client s use of this Service as pertains to that software is subject to the
A10 End User License Agreement available at: https://www.al0networks.com/company/legal/eula/.

601773 Managed A10 vThunder ADC Virtual Appliance HA 250

The Managed A10 vThunder ADC (Application Delivery Controller) Virtual Appliance ( vThunder ADC ) - HA (high availability)
service is a combination of Company-managed services for a virtual load balancer and A10 software licensing for the purpose
of running two (2) vThunder ADCs in a high availability configuration on virtualized infrastructure provided by Client or
contracted to be provided by Company.

Feature Specifications
The following provides the vThunder ADC feature specifications that Company will manage:
Load Balancing Sizing

= vThunder ADC load balancer with 250 Mbps (megabits per second) protected throughput
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= Maximum throughput scalable with additional Company ItemIDs to 10,000 Mbps
Application Delivery

= Comprehensive IPv4/IPv6 support
= Advanced Layer 4/Layer 7 server load balancing
m  Comprehensive load balancing methods:
= Round Robin (RR)
m  |east Connections (LC)
= Weighted RR
m Weighted LC
®m  Fastest response
= Client-provided scriptable health check support using:
m TCL (Tool Command Language)
= Python
= Perl
®m Bash
Health checks leveraging HTTP GET and standard TCP ports

Application Security

m  Secure Sockets Layer ("SSL") offload support:
m  SS| termination, SSL bridging
m  SSL proxy
m  SS| session ID reuse
® AAM (Application Access Management) integration support:
m SAML (Security Assertion Markup Language)
m Kerberos
= NTLM (New Technology LAN Manager)
m  TDS (Tabular Data Stream) SQL logon
m | DAP (Lightweight Directory Access Protocol)
= RADIUS (Remote Authentication Dial-In User Service)
m HTML form-based
= Comprehensive SSL/TLS (Transport Layer Security) usage support including:
m TLS 1.2 and TLS 1.3 support comprehensive SSL/TLS support
m TLS 1.2 and TLS 1.3 support
m  PFS (Perfect Forward Secrecy) with ECDHE (Elliptic Curve Diffie-Hellman Exchange) and other ECC (Elliptic Curve
Cryptography) ciphers
= AES-NI (Advanced Encryption Standard New Instructions) and GCM (Galois/Counter Mode) ciphers
= Dynamically add IPs to black-white lists

Company's Responsibilities and Included Features
Load Balancer Management

m  Configuration of application load balancing per Client s specifications

= Configuration of health checks if required (jointly determined by Company and Client)
m  Configuration for SSL

® |ntegration with AAM

m  SSL/TLS configuration and support

m  Configuration management and backup

= Configuration and management of HA settings

m  Configuration of VThunder ADCs

= System throughput and capacity management

Appliance Monitoring



= vThunder ADC up/down status
= HA failure/sync issues

m  Critical vThunder ADC alerts

= Virtual IP up/down

m vPool up/down

Patching and Upgrades

m  Periodic reviews of critical patches

= Up to quarterly routine review of same-version patch analysis

m  Application of updates and patches during Client-approved maintenance windows

®  Periodic next version analysis and recommendations (upon Client request)

m  Periodic upgrades to the vThunder ADC software (including major upgrades) will be conducted at Company s discretion
and in accordance with industry-best practices

If Client does not provide Company with a maintenance window to apply upgrades and patches (critical and security) within a
commercially reasonable timeframe based on the severity of the upgrade or patch, Client waives any and all claims against
Company which arise directly or indirectly from such failure to upgrade or patch, and any applicable service level agreements
will be suspended until such time as patching and upgrades are up-to-date. If patching or upgrading is delayed by more than
three (3) months, a catch-up patching process will be applied at the time patching resumes, and Client will be invoiced on a
time-and-materials basis for such catch-up services. Client acknowledges and accepts all risk relating to its failure to provide
maintenance windows for upgrades or patches.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto 5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

End of Support

The vThunder ADC is subject to an EOS Date, as described above in this SOW.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

m  Provide virtualizing resources to meet or exceed the the vThunder ADC infrastructure specifications.
m Minimum virtualized resources necessary to run the vThunder ADC are as follows:
m PervThunder ADC
= 1vCPU
m 16 GB memory *
m 20 GB storage
m ) Ethernet Interfaces (3 or more are recommended)
m  Minimum of two (2) vThunder ADCs need to be deployed for HA.:
m  Provide and configure desired internal and external network services
m Provide scripted health checks, if applicable, to load balancing solution
m  QOpen any necessary ports and conduits between the Appliance and Company s management services
m Specify the amount of throughput in Mbps needed to serve their applications and size the environment accordingly.
Note other ItemIDs from Company may be necessary.

End User License Agreement



Client agrees that the A10 vThunder ADC, and therefore Client s use of this Service as pertains to that software is subject to the
A10 End User License Agreement available at: https://www.alOnetworks.com/company/legal/eula/.

601774 Managed A10 vThunder ADC Virtual Appliance HA 500

The Managed A10 vThunder ADC (Application Delivery Controller) Virtual Appliance ( vThunder ADC ) - HA (high availability)
service is a combination of Company-managed services for a virtual load balancer and A10 software licensing for the purpose
of running two (2) vThunder ADCs in a high availability configuration on virtualized infrastructure provided by Client or
contracted to be provided by Company.

Feature Specifications

The following provides the vThunder ADC feature specifications that Company will manage:

Load Balancing Sizing

= vThunder ADC load balancer with 500 Mbps (megabits per second) protected throughput
= Maximum throughput scalable with additional Company ItemIDs to 10,000 Mbps

Application Delivery

= Comprehensive IPv4/IPv6 support

= Advanced Layer 4/Layer 7 server load balancing
m  Comprehensive load balancing methods:

Round Robin (RR)
Least Connections (LC)
Weighted RR
Weighted LC

Fastest response

m  (Client-provided scriptable health check support using:

TCL (Tool Command Language)
Python

Perl

Bash

m  Health checks leveraging HTTP GET and standard TCP ports

Application Security

m Secure Sockets Layer ("SSL") offload support:

SSL termination, SSL bridging
SSL proxy
SSL session ID reuse

= AAM (Application Access Management) integration support:

SAML (Security Assertion Markup Language)
Kerberos

NTLM (New Technology LAN Manager)

TDS (Tabular Data Stream) SQL logon

LDAP (Lightweight Directory Access Protocol)
RADIUS (Remote Authentication Dial-In User Service)
HTML form-based

m  Comprehensive SSL/TLS (Transport Layer Security) usage support including:

TLS 1.2 and TLS 1.3 support comprehensive SSL/TLS support

TLS 1.2 and TLS 1.3 support

PFS (Perfect Forward Secrecy) with ECDHE (Elliptic Curve Diffie-Hellman Exchange) and other ECC (Elliptic Curve
Cryptography) ciphers

AES-NI (Advanced Encryption Standard New Instructions) and GCM (Galois/Counter Mode) ciphers

Dynamically add IPs to black-white lists
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Company's Responsibilities and Included Features
Load Balancer Management

= Configuration of application load balancing per Client s specifications

m  Configuration of health checks if required (jointly determined by Company and Client)
= Configuration for SSL

®  |ntegration with AAM

m  SSL/TLS configuration and support

= Configuration management and backup

m  Configuration and management of HA settings

= Configuration of VThunder ADCs

m System throughput and capacity management

Appliance Monitoring

= vThunder ADC up/down status
m HA failure/sync issues

m Critical vThunder ADC alerts

= Virtual IP up/down

= vPool up/down

Patching and Upgrades

m  Periodic reviews of critical patches

= Up to quarterly routine review of same-version patch analysis

m  Application of updates and patches during Client-approved maintenance windows

m  Periodic next version analysis and recommendations (upon Client request)

m  Periodic upgrades to the vThunder ADC software (including major upgrades) will be conducted at Company s discretion
and in accordance with industry-best practices

If Client does not provide Company with a maintenance window to apply upgrades and patches (critical and security) within a
commercially reasonable timeframe based on the severity of the upgrade or patch, Client waives any and all claims against
Company which arise directly or indirectly from such failure to upgrade or patch, and any applicable service level agreements
will be suspended until such time as patching and upgrades are up-to-date. If patching or upgrading is delayed by more than
three (3) months, a catch-up patching process will be applied at the time patching resumes, and Client will be invoiced on a
time-and-materials basis for such catch-up services. Client acknowledges and accepts all risk relating to its failure to provide
maintenance windows for upgrades or patches.

Expert User Technical Support*
Technical support may only be requested by a Client Expert User*, available during the following hours:

m 24 x 7 technical support for priority 1 and 2 incidents

® 6amto5 pm MST, Monday to Friday technical support for priority 3, 4 and 5 incidents

m  Priority is determined by Company based on the combination of impact and urgency to Client as further provided in the
OneNeck Customer Operations Handbook.

* An Expert User is defined as someone with in-depth application or system knowledge and is authorized by Client to request
support or changes be made to the configuration of the system. The number of Expert Users is limited to 5 or 5% of the Client
staff, whichever is greater.

End of Support

The vThunder ADC is subject to an EOS Date, as described above in this SOW.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)



m  Provide virtualizing resources to meet or exceed the the vThunder ADC infrastructure specifications.
= Minimum virtualized resources necessary to run the vThunder ADC are as follows:
m PervThunder ADC
= 1vCPU
m 16 GB memory *
m 20 GB storage
m 2 Ethernet Interfaces (3 or more are recommended)
m Minimum of two (2) vThunder ADCs need to be deployed for HA.:
m  Provide and configure desired internal and external network services
m  Provide scripted health checks, if applicable, to load balancing solution
®m  QOpen any necessary ports and conduits between the Appliance and Company s management services
= Specify the amount of throughput in Mbps needed to serve their applications and size the environment accordingly.
Note other ItemIDs from Company may be necessary.

End User License Agreement

Client agrees that the A10 vThunder ADC, and therefore Client s use of this Service as pertains to that software is subject to the
A10 End User License Agreement available at: https://www.al0Onetworks.com/company/legal/eula/.

Category: Managed Applications

600386 SMTP Relay Service
Company's Responsibilities and Included Features
Provide a non-redundant Simple Mail Transport Protocol (SMTP) relay service.
Limited to:

m 300 email recipients in a single email
m 100,000 emails per month
m Maximum individual message size of 50MB, including attachments.

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
m None

600387 POP/IMAP Mail Service

Company's Responsibilities and Included Features
Provide a POP/IMAP mailbox service with the following features:

m Webmail client and IMAP configuration

m 1GB of mailbox storage

m 5 email aliases

m |ndividual mail message size cannot be greater than 50MB including attachments
m Mail limited to 300 recipients per individual email

= Not more than 5 emails per second

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
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m None

607104 GoSecure Email Security

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
Terms

Client agrees, acknowledges, and understands that the actual manufacture, provision, and performance of the GoSecure
offerings will be made and provided by GoSecure, Inc., and may be subject to change as determined by GoSecure, Inc.
Company may revise terms of use or pricing at any time to reflect GoSecure s updates to its terms or pricing.

End User License Agreement

Client agrees that the GoSecure offerings are subject to GoSecure s Subscription Services Agreement, End User License
Agreement and Service Level Agreement available at https://www.gosecure.ai/wp-content/uploads/GoSecure_AUP.pdf,
https://www.gosecure.ai/wp-content/uploads/GoSecure_EULA.pdf and https://www.gosecure.ai/wp-
content/uploads/GoSecure_SLA.pdf, which are hereby incorporated into this Statement of Work.

Category: Managed Dedicated Hardware

500065 Dedicated Blade Cisco UCS B200 M3 - 256GB

Company's Responsibilities and Included Features

The ReliaCloud dedicated blade service delivers a dedicated server blade solution to the Client with a fixed configuration of
system resources. The dedicated blade model is designed to support a single operating system environment, verses a multiple
operating system environment such as VMware.

B Provide access to a dedicated (not shared with another Client blade)

®m 2 Socket, 10 Cores of At least 3.0 Ghz (60 Ghz total processor power)

B 256 Gb RAM

B Requires SAN services for Storage. Storage services (LUNs) are directly mapped via 8 GBPs fiber channel to the storage
array. LUNs are not shared or accessible by other Clients.

B Requires Managed O/S by Company

B Basic setup of Blade configuration and load specified operating system

B The blades leverage an N+1 style model across the chassis

B 24/7 expert-to-expert engineering support

B |nfrastructure maintenance and support

®  Notify Client of any detected host level issues

B Maintain Blade Profile

® Provide administrative O/S account(login) to Client

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)
® Provide O/S and Application Licenses

B |nstall application software and data

600227 NetApp DS2246-R5 expansion shelf

Company's Responsibilities and Included Features



Bill of Material for hardware leased as per terms of the Arrow Assignment Agreement

Ln # Qty Part Number Description

12 DS2246-R5 DS2246-R5

2 4 X800-42U-R6 Power Cable,In-Cabinet,C13-C14

32 DS2246-10.8TB-QS-R5 DSK SHLF,12x900GB,6G,QS

4 216 OS-ONTAP1-CAP2-0P-QS OS Enable,Per-0.1TB,ONTAP,Perf-Stor,0P,QS

5 2 X-02659-00 Rail Kit4-PostRnd/Sg-HoleAd]j24-32

6 4 X6557-R6 Cable,SAS Cntlr-Shelf/Shelf-Shelf/HA,0.5m

7 4 X6560-R6 Cable,Ethernet,0.5m RJ45 CAT6

8 2 CS-02-4HR-VA SupportEdge Premium 4hr Onsite, VA

9 6 X306A-R5 Disk Drive,2.0TB 7.2k,DS424x,2554/2240-4

Client's Responsibilities and Out-of-Scope Notes (unless covered by another ItemID)

None

600269 Dedicated Backup Server

Company's Responsibilities and Included Features

(e}

(e}

(e}

(e}

(e}

(e}

Provide a Client dedicated backup server with the following specifications:
Rack server

Dual CPU

64GB RAM

Dual Power supply

Quad-Port Fibre Channel HBA

Dual 600GB hard drive

Provide rack space, power and co